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Abstract

Social media is the fastest growing vulnerability to the military mission and the personal security of all Airmen. On 30 November 2014, the FBI issued warning to members of the US military and requested that they review their social media presence for any information like names and addresses that might attract the attention of violent ISIS extremists. Over the past decade, the convergence of mobile broadband devices has enabled social media to become more and more integrated into our everyday lives. The inherent risks and vulnerabilities of the internet and social networking sites like Facebook, LinkedIn, and Twitter along with the Air Force's endorsement to actively use social media, has cultivated a rich and ripe environment for foreign adversaries and criminals to cherry-pick personal information about Airmen and their missions for nefarious activities. To help Americans understand the risks that come with being online, the Department of Homeland Security launched a new cybersecurity awareness campaign: Stop, Think, and Connect. To educate Airmen on social media, AF public affairs created the “Air Force Social Media Guide” in 2013 to encourage Airmen to share their AF experiences with family and friends in the social media environment. However, this is counter to the FBI's guidance that promotes the reduction of users’ on-line footprint and online presence in cyberspace.

Notes
(All notes appear in shortened form. For full details, see the appropriate entry in the bibliography.)

1. Brown and Sciutto, "FBI warn military of ISIS threat."
2. DHS, “Stop, Think, Connect.”
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Chapter 1

The Problem

Social media is the fastest growing vulnerability to the military mission and the personal security of all Airmen. In the networked world of desktop and mobile devices, the lines between official work and the personal use of social media are getting harder to define. On 30 November 2014, the Federal Bureau of Investigation (FBI) issued a warning to members of the US military and requested that they review their social media presence for any personal information like names and addresses that might attract the attention of violent Islamic State of Iraq and Syria (ISIS) extremists. Over the past decade, the convergence of mobile broadband devices has enabled social media to become more integrated into our everyday lives. Additionally, specific social media sites such as Facebook, LinkedIn, and E-Harmony continue to shape and influence the way we engage with others socially, for professional networking, and options for dating. The inherent risks and vulnerabilities of the internet and social networking sites, taken with the Air Force’s endorsing the active use of social media, has cultivated a rich and ripe environment for foreign adversaries and criminals to cherry-pick personal information about Airmen and their missions for nefarious activities.

Public Affairs published the “Air Force Social Media Guide” in 2013 to encourage Airmen to share their Air Force experiences with family and friends in the social media environment with the following introduction: “This guide will help you share information effectively while following Air Force instructions and protecting operations security.” The guide does an excellent job identifying the “shoulds” and “should nots” in social media; however, the guide does not address hardware vulnerabilities or the risks of using social media sites. This paper will respond to some of the most common threats and vulnerabilities of the social media environment, the risks of using social media, and the current Air Force social media guidance. It will also provide recommendations to educate better and inform Airmen and their families on using social media sites and cyberspace best practices.

Notes

(All notes appear in shortened form. For full details, see the appropriate entry in the bibliography.)

Chapter 2

Threats and Vulnerabilities—What Is Different from the Past?

Today’s cyberspace environment provides an engaging interactive experience for social networking, picture and video sharing, and blogs that keep end users engaged and wanting to share or consume more information. In addition to social media sites, commercial web services, online commerce services, and the hardware used for networking can provide the means to compromise sensitive information. Threats to desktop computer hardware are important but fall outside the scope of this paper; an example is in the notes.¹ Today’s hackers have discovered exquisite ways to install malware on a user’s computer hardware through seemingly innocuous means by exploiting security breaches in social media websites that use Java, Ajax, or other popular software technologies. Opening up files or hyperlinks attached to social media messages or email attachments may contain malware that can bypass firewalls or virus protection programs. In many cases, this happens without the user knowing they have become a victim or that their hardware is infected.²

Department of Defense (DOD) members are attractive targets for foreign adversaries and criminals using sophisticated scams and fraud schemes designed to take advantage of the unsuspecting users to extort information or money. One of the techniques used by malicious actors is to create fictitious online personas on popular social media sites and attempt to send “friend” or “connect” requests to potential targets.³ Unlike traditional spear-phishing emails with malicious attachments or hyperlinks that try to get unsuspecting victims to execute the attachment, accepting a “friend” or “connect” request adds a personal social touch to the process where the victim believes they have a personal connection with whoever sent the requests. This technique conditions the victim into thinking that whomever they connect to is a legitimate friend or a friend of a friend. As social media friends, these malicious actors often attempt to make direct contact with the victim to solicit additional personal information for financial gain, identity theft, or information to compromise the mission.

Before the advent of smartphones and social media platforms, the predominant vulnerability for compromising privacy in cyberspace was hacking the home computer. In 1988, the first computer worm referred to as the “Morris Worm,” hit the internet and infected one out of every 20 computers.⁴ Since that time, bad actors have developed techniques that take advantage of built-
in hardware and software vulnerabilities to compromise personal data and steal information. Additionally, as more people started using personal computers, hardware theft, careless password security practices, surfing infected websites, and overall poor security practices made the job of stealing information easier for criminal actors. Over time, firewalls and virus protection software closed some of the vulnerabilities in home and business computers. Additionally, user education, automatic software updates, and better password management processes made stealing information harder for criminals. Fast forward to the present, the proliferation of mobile devices used for sharing personal information on social media networks has provided bad actors new opportunities to infect hardware with malware that can take over computer functions or divulge personal information.

**Mobile Device Vulnerabilities**

Accessing social media is today’s number one mobile activity. Of those surveyed, 71 percent use their mobile phone to access social media.\(^5\) Today’s mobile devices are extremely capable minicomputers that can give users much of the same functionality as their home computer while providing portable capabilities that can enhance or provide productivity while on the go. Due to the proliferation of mobile devices, many folks spend more time processing information on their mobile devices than they do at home. In fact, internet usage on mobile devices exceeded personal computer usage for the first time in early 2014.\(^6\) Functionality and productivity achieved with the use of embedded or downloadable apps have created another vulnerability that marketing firms and malicious actors can use to track an individual’s location, consume personal information, or add malware to a device for future exploitation. In the last example, once access is established with malware, it can be hard to detect and clean before any information is compromised.

**Vulnerabilities of Free Apps**

Symantec’s latest “2013 Internet Security Threat Report” stated that information stealing is the top threat from mobile malware or overly aggressive ad networks.\(^7\) Free apps and embedded social media programs that come pre-loaded on mobile devices may be appealing to use, but they may be placing personal information at risk. Some of the free apps out there may not cost real money but can cost in terms of time spent getting past nuisance ads, limited
program functionality, or exposing personal information to third party vendors. The most common examples are as follows:

- The developer gets paid for providing banner advertising for other products.
- The developer limits the functionality or features of the app.

In these cases, a small fee is required to remove the advertising or to activate a full functioning product. The other common practice for a free app is to grant the program elevated permissions to view personal information, discover accounts, read contacts, and even read text messages. Before installing a free app, it is important to note that the app may have elevated permissions that can enable information collection activities.

One of the keys to protecting one's information is to understand what permissions the app may need to do its job before installing it. As more and more families use mobile devices with social media apps to stay in touch with deployed family members and friends, they may be unknowingly putting personal information at risk. In 2003, three Estonian programmers located in Sweden created the popular video chat software application called “Skype.” It was an instant hit in the United States and abroad which brought video chat capability to the home computer. With the advent of smartphones, this created an opportunity to provide a free mobile app in return for some elevated permissions. The latest Skype app acquires permissions to read text messages, storage contents, and an extensive list of other items that provide personal information. Skype's privacy policy states that they can collect, analyze, and provide third-party service providers with personal data, messages, and passwords under the guise of “providing you with a safe, smooth, efficient, and customized experience.” Before installing an app, evaluate the risk by reading the developer's privacy policy and permission details.

Bring Your Own Device Program

To add another vulnerability to the mix, the White House Federal chief information officer put out the “Digital Government Strategy” in 2012 on its new Bring Your Own Device (BYOD) program for government agencies so you can use your personal device for official work. This new strategy opened the door for government agencies to explore the reality of allowing employees to use personal computer or mobile devices for official work. The US Equal Employment Opportunity Commission ran one of the first pilot programs using personal mobile devices for official work. The pilot showed favorable
user results and reduced overall operational costs for the organization. Many government agencies are moving forward to take advantage of the BYOD program.

The Air Force is also working towards a mobile device rollout plan that will allow its members to use government email and applications on their personal devices for official work. To ensure mobile device data security requirements are operationalized, the Air Force teamed up with “Good Technology” to provide a software solution that keeps official data separate and secure by using a secure software container approach to store information on the device. This software add-on enables the use of official email and other work applications on a personal device while retaining the ability to access personal applications. While protecting data through security is a top concern for most organizations, there are many more factors to consider for a successful BYOD program rollout as shown in figure 1 below. Regardless of how well the Air Force deploys BYOD to Airmen, software add-ons will not be a panacea for mitigating the vulnerabilities or risk of storing official data on personal devices.

![Challenges or barriers facing BYOD deployment]

**Figure 1. Top industry BYOD concerns** (Reprinted from Forrester Consulting, “Key Strategies to Capture and Measure the Consumerization of IT.”)
When evaluating the risk and vulnerabilities of storing official information on personal devices, the current statistical research infers that the risk of exposing “For Official Use Only” or privacy act information will increase. Pew Research Center studies show approximately 22 percent of the total number of mobile devices will be lost or stolen during their lifetime with only 50 percent recovered intact. A growing number of these stolen devices purposely have their content accessed by someone other than the owners. Accordingly, as more and more people use the BYOD program for work, the risk of exposing official information will climb due to the physical loss or theft of devices. Therefore, while the BYOD program may reduce the overall operating cost for the government and provide convenience to the end user, encrypting data, user education, and strong mobile security are key to protecting the information. As new vulnerabilities are regularly discovered, user education and the process of securing information networks and systems must be continuous and timely.

Notes

1. Authors Note: On 15 August 2012, a malicious virus allegedly developed by Iran attacked the Saudi oil company Aramco that resulted in erased documents, spreadsheets, emails, and files on over 30,000 corporate PCs. The attack shut down major operations and took 11 days to restore the computers back to normal operations. In some cases, malware has sat idle and undetected for years until the virus is discovered and a virus signature is deployed that can clean the malware from the system. Malicious actors have the ability to tailor malware to an individual or an entire organization. Once malware establishes a foothold in the system, the limits to what it can do in the background are bounded only by the programmer knowledge of the target. This can include taking pictures or video with a webcam device, capturing the keystrokes on a keyboard for username and password collection, or downloading the information that resides on a hard drive or server. Higgins, “30,000 Machines Infected.”

3. Air Force Office of Special Investigations (AFOSI), AFOSI Special Product, 2, 8.
6. Murtagh, “Mobile Now Exceeds PC.”
8. Thomann, “Skype.”
11. Ernst and Young Global, Limited, Bring Your Own Device, 2.
12. Ibid., 4.
Chapter 3

Using Social Media—What is the Risk?

The social media risk to the mission and the personal security of Airmen and their families is real and on the rise. On 7 October 2014, as reported by Fox News, an Army intelligence bulletin warned its members that ISIS militants were calling on supporters to scour social media network and profiles for the addresses of US military family members and to “show up at their homes and slaughter them.” In another case, Islamic State sympathizers targeted the Facebook pages of an Air Force father and son after a series of pictures of a recent Iraq bombing campaign were posted on a military website. The sympathizers tracked the pictures to the members’ Facebook sites and proceeded to swarm them with offensive messages and threats. These two examples demonstrate the increasing risk of posting information in cyberspace and demonstrate the power of exploiting social media information for criminal activity. Despite the warnings in the news and stories of personal information theft, the level of social media engagement continues to increase as shown in figure 2 below.

![Figure 2. Top social media site trends](image)

*Figure 2. Top social media site trends* (Reprinted from Duggan et al., “Social Media Update 2014.”)
Trends in Targeting Personal Information

A recent article on “Are Your Facebook Posts Compromising Military Security” suggests that you need to think very carefully about everything that you post on the internet; once posted, most anyone can access it, and it is out there forever. The classic Facebook example is to use profile and newsfeed information to find potential victims in the vicinity that will not be home, or are on vacation, to make it easier for the criminals to break into the house. Also, personal information stored in data repositories, financial institutions, and third party vendors provide an additional vulnerability for data aggregators to exploit. According to the 2014 Mandiant report on cyberspace security, the list of potential cyber targets has increased over the years and continues to grow. From 2013 to 2014, cyber threat activities increased 4 percent for financial services and a 6 percent in the media and entertainment sector. Another trend they noticed was 44 percent of the phishing emails sent were information technology related in hopes of getting the end user to reply or click on the link that can download malware or redirect the user to an infected web page. Also, 93 percent of the phishing emails were sent to potential victims during the week with the highest volume occurring on Wednesdays. However, as shown in figure 3 below, one of the most alarming trends identified in the report is how long it can take to discover that a compromise occurred. For the uninformed user, cyberspace can be a dangerous place where posting information or surfing the internet can make them a target of opportunity.

Figure 3. The amount of time it can take to discover a compromise (Reprinted from M-Trends, “Mandiant Annual Threat Report—2014: Beyond the Breach.”)
Data Mining Personal Information

A recent Air Force Office of Special Investigations report on “Safeguarding USAF Personnel's Online Presence” suggests that DOD members need to be vigilant about posting personal information on social networking sites such as Facebook and LinkedIn for possible fraud and solicitation schemes. Information posted to these sites can be harvested and correlated by others using data mining tools. LinkedIn is a valuable source of business networking information and can be utilized as a way of enumerating networks of individuals at a micro and macro scale. By exploiting profile information and the linkages provided by connections made by individual users, it is possible to map an individual's interests, their network of contacts, or an entire organization.

Personal information, newspaper archives, court records, and even simple Google searches provide a vast amount of information freely available that can be cross-referenced and filtered to provide insightful intelligence. For example, pictures use an exchangeable image file format (EXIF) standard to store image information. When these files are uploaded to social media sites, bad actors can use software that can read the embedded image information and provide geolocation information about the picture. Maltego is another extremely powerful open-source intelligence data aggregator platform that can gather and correlate vast amounts of information found on the internet or social media sites. Figure 4 on the next page is a screenshot of Maltego mapping of connections showing how the tool can correlate specific connections. These two software tools that anyone can use are just a few of the many online tools available to harvest person-specific information such as social networking activity, email addresses, or websites associated with the user. This information can be used for marketing, crime, or foreign adversaries looking for hacking or social engineering targets of opportunity.

Perceptions of Social Media Risk

Internalizing the impact of the real threat to a member’s personal security or the mission is a matter of where one sits, how much one engages with social media, and the results of one’s past online experiences. A recent US Gallup poll on households victimized by crime stated that 27 percent of households and 19 percent of US adults say they have been affected by stolen credit card information in the past 12 months. Meanwhile, 11 percent of households and 7 percent of Americans say they had a computer or a smartphone hacked and information stolen by unauthorized users. According to Gallup, if the newer
cyber crimes of credit card theft and computer hacking were included in the statistics, the household victimization rate would surge to 46 percent (up from 26 percent), and the individual victimization rate would jump to 34 percent (up from 19 percent). It is important to note that these figures are only for adults and for those adults that know their information was compromised. Most people have a false sense of security because, as far as they are aware, they have not been a victim of identity theft, fraud, or data exfiltration. Also, a large majority of Airmen believes their online practices are relatively safe at work and home; otherwise, the DOD would not have opened up the dot-mil network for social media and other web service activities that they can do at their desk.

Figure 4. Maltego connection mapping (Created by James Alexander using Maltego CaseFile software, Jalexander-WMF at English Wikipedia.)

Due to people's proclivity for posting personal information on the internet and social media sites, bad actors have many opportunities to construct con-
cise victim profiles for targeted attacks. Public perceptions of privacy and security after classified information leaks by NSA contractor Edward Snowden reveal a universal lack of confidence among adults in the safety of normal communications channels as shown in figure 5 below. Whereas before this event, users felt more comfortable that their posts were secure and confined within the environment they created regarding friends or connections. However, among adults surveyed, 59 percent have posted comments or questions using a user name or screen name that people can associate with them, and more than 50 percent have done so using their real name. Although research suggests context matters as people decide whether to disclose personal information online, it also shows that users tend to bounce back and forth between different levels of disclosure depending on the context and their sense of security. In summary, the use of social media sites continues to grow even though the research shows people are a little more cautious than they were in the past about posting information online.

### Figure 5. Public perceptions of information security
(Reprinted from Madden, “Privacy and Cybersecurity.”)

<table>
<thead>
<tr>
<th>Method of Communication</th>
<th>% of Adults Who Feel Very Secure</th>
<th>% of Adults Who Feel Somewhat Secure</th>
<th>% of Adults Who Feel Not Very Secure</th>
<th>% of Adults Who Feel Not at All Secure</th>
</tr>
</thead>
<tbody>
<tr>
<td>Using a landline</td>
<td>16</td>
<td>51</td>
<td>19</td>
<td>12</td>
</tr>
<tr>
<td>Sending text messages</td>
<td>9</td>
<td>35</td>
<td>37</td>
<td>22</td>
</tr>
<tr>
<td>Sending email</td>
<td>5</td>
<td>35</td>
<td>36</td>
<td>21</td>
</tr>
<tr>
<td>Using chat or IM</td>
<td>25</td>
<td>35</td>
<td>32</td>
<td>32</td>
</tr>
<tr>
<td>Using social media sites</td>
<td>14</td>
<td>28</td>
<td>53</td>
<td>53</td>
</tr>
</tbody>
</table>


**Notes**

2. Ibid.
4. Schelihaas, “Are Your Facebook Posts Compromising?”
7. AFOSI, AFOSI Special Product.
8. Bradbury, “Data Mining.”
10. Opanda, ”Power EXIF® Editor.”
14. Ibid.
15. Madden, “Public Perceptions of Privacy and Security.”
Chapter 4

Air Force Social Media Guidance—What’s Missing?

In 2010, the DOD authorized the services and its members to use the dot-mil domain and infrastructure to access social media sites. However, educating the workforce concerning the risks and vulnerabilities of using social media has been challenging. Under the current policy, Airmen can use their government computer for accessing social media sites and commercial emails services while at work as long as it does not interfere with mission related duties. Air Force members can also access government webmail accounts using their computer at home or on the road for accomplishing official government work. This change in policy provides the user with more flexibility but also increases the risk to the network. For example, a mobile computer could be compromised with malware that could make its way into the DOD network via an email attachment or an air-gap transfer using a portable hard drive. With the right malware, an adversary can compromise personal information or the CAC credentials along with the PIN number to gain access to the Air Force network.1

The 2013 release of the “Air Force Social Media Guide” is a huge step in the right direction to educate users about how to use social media. Although the guide is very user-friendly, it only provides basic guidance on posting mission and personal information using social media. Foundationally, the guide provides three main themes to consider about posting information on social media platforms. The first is to encourage Airmen to tell their unique Air Force stories. Second, be honest about unit and mission without violating operations security. Finally, keep interactions conversational and informal, yet professional and tasteful.2 All of this is a good beginning, but it fails to address the vulnerabilities of social media sites and the risk of exposing personal information online.

The following table 1 identifies the Air Force guidance evaluated for the purpose of this paper. The guidelines identified below are source referenced in the Air Force Social Media Guide or associated Air Force Instructions (AFI). Although the “Web Management and Internet Use” AFIs have been rescinded and several others have no direct social media relevance, they are included as a point of reference due to their relationship with the social media guide and cyberspace operations.
Table 1. Air Force guidance evaluated

<table>
<thead>
<tr>
<th>Guidance</th>
<th>Status</th>
<th>Social Media Relevant</th>
</tr>
</thead>
<tbody>
<tr>
<td>Air Force Social Media Guidance, 1 June 2013</td>
<td>Current</td>
<td>Yes</td>
</tr>
<tr>
<td>AFI 1-1, Air Force Culture, Change 1, 12 November 2014</td>
<td>Current</td>
<td>Yes</td>
</tr>
<tr>
<td>AFI 10-701, Operations Security (OPSEC), 8 June 2013</td>
<td>Current</td>
<td>Implied</td>
</tr>
<tr>
<td>AFI 33-129, Web Management and Internet Use</td>
<td>Rescinded</td>
<td></td>
</tr>
<tr>
<td>AFI 33-200, Information Assurance Management, Change 2, 15 October, 2010</td>
<td>Current</td>
<td>No</td>
</tr>
<tr>
<td>AFI 35-101, Public Affairs Missions, 18 August 2010</td>
<td>Current</td>
<td>No</td>
</tr>
<tr>
<td>AFI 35-107, Public Web Communications, 21 October 2009</td>
<td>Current</td>
<td>No</td>
</tr>
<tr>
<td>AFI 35-113, Internal Information, 11 March 2010</td>
<td>Current</td>
<td>Yes</td>
</tr>
</tbody>
</table>

The next table uses the “Air Force Social Media Guide” as a truth source to compare the AFIs addressed from the previous table. The first observation that stands out in the social media guidance under “Things to consider before posting information online,” is that the member is responsible for what they post. This guidance also coincides with the public affairs AFI on internal information. The second major observation is that although gaps between the guidance and AFIs are evident, that does not mean the other AFIs are not relevant. The primary utility of this gap analysis shows what AFIs are out there and which ones may need future attention to aligning with the papers recommendations. The third observation, which is not apparent in table 2 that follows, is the AFIs do not provide any references or best practices to reduce the risks of information compromise, the vulnerabilities of cyberspace operations, or threats from bad actor activities. Overall, the primary deficiency in the guidance is that it does not connect policy, technology, and best practices. It also fails to explain the “so what” of information exposure in cyberspace.
Table 2. Gap analysis: Air Force Social Media Guide contents compared with AFIs

<table>
<thead>
<tr>
<th></th>
<th></th>
<th></th>
<th></th>
<th></th>
<th></th>
<th></th>
<th></th>
</tr>
</thead>
<tbody>
<tr>
<td><strong>Things To Consider before Posting Information Online.</strong></td>
<td></td>
<td></td>
<td></td>
<td></td>
<td></td>
<td></td>
<td></td>
</tr>
<tr>
<td>You are responsible for what you post.</td>
<td>x</td>
<td>i</td>
<td>x</td>
<td></td>
<td></td>
<td></td>
<td></td>
</tr>
<tr>
<td>Consider how a post can be interpreted.</td>
<td>x</td>
<td></td>
<td></td>
<td></td>
<td></td>
<td></td>
<td>x</td>
</tr>
<tr>
<td>Maintain appropriate communications.</td>
<td>x</td>
<td></td>
<td></td>
<td></td>
<td></td>
<td></td>
<td>x</td>
</tr>
<tr>
<td><strong>Social Media for Families</strong></td>
<td></td>
<td></td>
<td></td>
<td></td>
<td></td>
<td></td>
<td></td>
</tr>
<tr>
<td>Do not post exact whereabouts and activities of deployed Airmen.</td>
<td>i</td>
<td>i</td>
<td>i</td>
<td>i</td>
<td>i</td>
<td>i</td>
<td>i</td>
</tr>
<tr>
<td>Be general about dates and locations concerning an Airman’s trip.</td>
<td>i</td>
<td>i</td>
<td>i</td>
<td>i</td>
<td>i</td>
<td>i</td>
<td>i</td>
</tr>
<tr>
<td>Do not make vacation dates public.</td>
<td></td>
<td>i</td>
<td></td>
<td></td>
<td></td>
<td></td>
<td></td>
</tr>
<tr>
<td>Do not publicly post exactly how long a deployment will last.</td>
<td></td>
<td>i</td>
<td></td>
<td></td>
<td></td>
<td></td>
<td></td>
</tr>
<tr>
<td>Be careful about posting children’s photos, names, and schools.</td>
<td></td>
<td>i</td>
<td></td>
<td></td>
<td></td>
<td></td>
<td></td>
</tr>
<tr>
<td>Be image aware.</td>
<td>x</td>
<td></td>
<td></td>
<td></td>
<td></td>
<td></td>
<td>i</td>
</tr>
<tr>
<td>Let children know they should seek help for cyber bullying.</td>
<td></td>
<td></td>
<td></td>
<td></td>
<td></td>
<td></td>
<td></td>
</tr>
<tr>
<td><strong>Useful Social Media Tips</strong></td>
<td></td>
<td></td>
<td></td>
<td></td>
<td></td>
<td></td>
<td></td>
</tr>
<tr>
<td>Do not post classified information.</td>
<td>x</td>
<td>i</td>
<td>i</td>
<td>i</td>
<td>i</td>
<td>i</td>
<td>x</td>
</tr>
<tr>
<td>Stay in your lane.</td>
<td>x</td>
<td></td>
<td></td>
<td></td>
<td></td>
<td></td>
<td>x</td>
</tr>
<tr>
<td>Obey applicable laws.</td>
<td>x</td>
<td></td>
<td></td>
<td></td>
<td></td>
<td></td>
<td>x</td>
</tr>
<tr>
<td>Differentiate between opinion and official information.</td>
<td>x</td>
<td></td>
<td></td>
<td></td>
<td></td>
<td></td>
<td>x</td>
</tr>
<tr>
<td>Use best judgment.</td>
<td></td>
<td></td>
<td></td>
<td></td>
<td></td>
<td></td>
<td></td>
</tr>
</tbody>
</table>

---
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<table>
<thead>
<tr>
<th></th>
<th></th>
<th></th>
<th></th>
<th></th>
<th></th>
<th></th>
<th></th>
</tr>
</thead>
<tbody>
<tr>
<td><strong>Useful Social Media Tips</strong></td>
<td></td>
<td></td>
<td></td>
<td></td>
<td></td>
<td></td>
<td></td>
</tr>
<tr>
<td>Replace error with fact.</td>
<td></td>
<td></td>
<td></td>
<td></td>
<td></td>
<td>x</td>
<td></td>
</tr>
<tr>
<td>Be image aware.</td>
<td>x</td>
<td></td>
<td></td>
<td></td>
<td></td>
<td></td>
<td></td>
</tr>
<tr>
<td>Be cautious with information sharing.</td>
<td></td>
<td></td>
<td></td>
<td></td>
<td></td>
<td></td>
<td></td>
</tr>
<tr>
<td>Avoid the offensive.</td>
<td>x</td>
<td></td>
<td></td>
<td></td>
<td>x</td>
<td></td>
<td></td>
</tr>
<tr>
<td>Do not violate privacy.</td>
<td>i</td>
<td></td>
<td></td>
<td></td>
<td></td>
<td></td>
<td></td>
</tr>
<tr>
<td>Do not violate copyright.</td>
<td>i</td>
<td></td>
<td></td>
<td></td>
<td></td>
<td>x</td>
<td></td>
</tr>
<tr>
<td>Do not misuse trademarks.</td>
<td>i</td>
<td></td>
<td></td>
<td></td>
<td></td>
<td>x</td>
<td></td>
</tr>
<tr>
<td>Do not make endorsements.</td>
<td>i</td>
<td></td>
<td></td>
<td></td>
<td>x</td>
<td></td>
<td></td>
</tr>
<tr>
<td>Do not impersonate.</td>
<td>i</td>
<td></td>
<td></td>
<td></td>
<td></td>
<td>x</td>
<td></td>
</tr>
<tr>
<td>Do not seek personal or financial gain.</td>
<td></td>
<td></td>
<td></td>
<td></td>
<td></td>
<td></td>
<td></td>
</tr>
<tr>
<td>Follow the terms of service.</td>
<td>i</td>
<td></td>
<td></td>
<td></td>
<td></td>
<td>x</td>
<td></td>
</tr>
</tbody>
</table>

x=The AFI addresses the same point as the Air Force Social Media Guidance.
i=The AFI did not specifically address the same point as the Air Force Social Media Guidance but did have similar guidance.

**Notes**

Chapter 5

Recommendations

Air Force personnel at all levels need to be educated on the risk of posting information on social media sites, the vulnerabilities of cyberspace, and bad actor threats. The Air Force annual information awareness training is one method to educate and update the force; however, it is not very useful as an actual reference. The following steps will shore up the guidance to close the gaps in policy, technology, and best practices and do a better job educating Airmen on the risks and vulnerabilities of cyberspace operations:

- Revise the guidelines using the framework addressed in table 3 that follows.
- Collaborate with the Department of Homeland Security (DHS) and Defense Information Systems Agency (DISA) for social media, web surfing, email, and hardware security best practices.
- Provide Air Force specific “Smart Cards” that provide easy to use information to help users configure their systems to minimize exposure to data theft or malware.

Revise the Air Force Social Media Guidance

Revise the social media guidance to address the risks and vulnerabilities of conducting social media activities on the dot mil domain and at home using personal computer networks and mobile devices. Also, as articulated by the FBI, the social media guidance needs to address the fact that any information posted on the Internet or in social media may no longer be private and that the more information posted, the more vulnerable one becomes. Using the following framework of questions in table 4 as an overarching guide will act as a forcing function to ensure the revised guidance remains relevant and addresses critical areas that can put information at risk.
Table 3. Proposed framework of questions to revise the guidance

<table>
<thead>
<tr>
<th>Social Media Guidance Framework</th>
</tr>
</thead>
<tbody>
<tr>
<td>What are the risks and vulnerabilities of conducting official business and social media activities on the dot mil infrastructure and domain?</td>
</tr>
<tr>
<td>What are the risks and vulnerabilities of conducting official business and social media activities using personal hardware and devices at home and on the go?</td>
</tr>
<tr>
<td>Is the social media guidance adequate to protect the mission and the member against bad actor threats?</td>
</tr>
<tr>
<td>Are there deficiencies in guidance that may increase the user's on-line risk?</td>
</tr>
<tr>
<td>How will the Air Force surveil dangerous social media and security practices for official work on the dot mil domain, personal networks at home, and devices on the go?</td>
</tr>
</tbody>
</table>

Best Practices for Cyberspace Operations

Although the cyberspace landscape and technology changes at an incredible rate, there are best practices in use today by DHS that can minimize the risks of cyberspace operations. To help Americans understand the risks of being online, DHS launched a new cybersecurity awareness campaign “Stop, Think, and Connect” in 2010. Another antidote to adopt for social media is “if you would not write your post, message, or email on a whiteboard in the middle of a mall for everyone to see, then don’t post it or send it. It does not matter what it is.” Users need to assume that all posts are public, and everyone can see them. If this principle is understood before posting information, adversaries will need to work a lot harder to find information.

Table 4 that follows is a starting point to address additional social media best practices to protect the user and their information. For example, do not play social media third-party games or surveys. Electing to play or participate in these surveys may be giving a third-party actor access to personal information associated with the service used to launch the application or survey. Even clicking on innocuous web links from a social media platform is risky behavior. Devices can be infected with malware to exploit social media network accounts or take control of the computer. Also, care should be taken with any third-party applications added to one's profile. There is no guarantee that these applications have been reviewed or officially approved by the social media network and may contain malicious code. The best way to avoid becoming a victim is to understand the risks and consequences.
Table 4. Best practices

<table>
<thead>
<tr>
<th>Social Media</th>
</tr>
</thead>
<tbody>
<tr>
<td>Minimize the amount of and type of information you post</td>
</tr>
<tr>
<td>Verify all ‘friend’ or ‘connection’ requests verbally or face-to-face</td>
</tr>
<tr>
<td>Keep profiles private and limit what information ‘friends’ and ‘public’ can see</td>
</tr>
<tr>
<td>Do not post any information that would compromise yourself, your family, or the mission</td>
</tr>
<tr>
<td>Do not use the same passwords on multiple social media profiles</td>
</tr>
<tr>
<td>Keep all social media security settings set to “high”</td>
</tr>
<tr>
<td>Do not give the same access to all groups such as friends, family, or other lists</td>
</tr>
<tr>
<td>Do not play third-party games or participate in surveys found on social media platforms</td>
</tr>
<tr>
<td>Use extreme caution when adding third-party applications to your profile</td>
</tr>
</tbody>
</table>

Table 5 that follows is a starting point to address key areas of concern that should be included in the best practices to educate and inform Airmen. These include web surfing, email, and hardware best practices. For example, when surfing the web, verify or validate all links and file downloads before executing. If the link says “www.hotmail.com” but changes to something else when you place the cursor over the hyperlink, this is a good indication that the link is redirecting you somewhere else and that you should not click on it. If on a mobile device and the link cannot be validated, do not click on it. As another example, turn off the “auto connect wireless and connections to an unsecured network” function on mobile devices—this also applies to Bluetooth connections. If this setting is turned on, an unsecured internet café location or bad actor can auto connect to the device secretly. These are by no means a complete list of best practices; however, it addresses some of the most common mistakes people make in cyberspace. To date, there’s no single Air Force repository of information online where a user can go that addresses the issues raised in this paper.
Table 5. Best practices

<table>
<thead>
<tr>
<th>Web Surfing</th>
</tr>
</thead>
<tbody>
<tr>
<td>Do not surf unfamiliar territory in cyberspace</td>
</tr>
<tr>
<td>Verify or validate any web links or file downloads before executing or opening</td>
</tr>
<tr>
<td>Before you click on a web link, make sure the destination URL is the same as the embedded link</td>
</tr>
<tr>
<td>Never click and open unsolicited messages or pop-up windows when browsing the internet</td>
</tr>
</tbody>
</table>

<table>
<thead>
<tr>
<th>Email</th>
</tr>
</thead>
<tbody>
<tr>
<td>Use purpose-specific throw-away email accounts for unimportant information and to control spam</td>
</tr>
<tr>
<td>Do not download or open attachments until you know they are safe</td>
</tr>
<tr>
<td>Do not use the same passwords on multiple email accounts</td>
</tr>
<tr>
<td>Delete any spam email claiming that it will fix your computer, social media accounts, or financial access</td>
</tr>
</tbody>
</table>

<table>
<thead>
<tr>
<th>Hardware</th>
</tr>
</thead>
<tbody>
<tr>
<td>Hardware and software updates and patching should be automatic, frequent, and transparent</td>
</tr>
<tr>
<td>Review the privacy statement and permissions the program wants to access before installation</td>
</tr>
<tr>
<td>Use strong passwords of at least ten characters that contain letters, numbers, symbols</td>
</tr>
<tr>
<td>Use credible security and virus protection on all of your computer devices</td>
</tr>
<tr>
<td>Use reputable antivirus and firewall software that automatically scans and updates as needed</td>
</tr>
<tr>
<td>Do not store anything you want to protect on any device that connects to the internet</td>
</tr>
</tbody>
</table>

Air Force Smart Cards

Another way to educate and inform Airmen and their families would be to post informational smart cards that go over the basics on how to best configure social media accounts. The FBI created four “Social Media Smart Configuration Cards” that the public can download for use to cover how to configure accounts. As part of Canada’s education after a recent shooting of its troops, they provided their members with similar social media smart cards to update the configuration of their social media accounts; see note for details. The Air National Guard’s 115 Fighter Wing also posted a set of social media...
smart cards to help users configure their accounts.\textsuperscript{10} The Air Force should collaborate with DHS and DISA to create Air Force specific Smart Card solutions as part of an ongoing user awareness campaign. The development of Smart Cards that address web surfing, email, and hardware best practices is recommended to go one step further. Full-page examples of the smart cards in figure 6 below are located in Appendix 1 for reference.

\begin{figure}
\centering
\includegraphics[width=\textwidth]{figure6.png}
\caption{FBI social media smart cards}
\end{figure}

\section*{Notes}

5. FBI, “Internet Social Networking Risks.”
7. FBI, “Internet Social Networking Risks.”
8. FBI, “Social Media Smart Configuration Cards.”
9. Authors Note: On 24 October 2014, two days after a reservist guarding the National War Memorial in Ottawa was shot dead, the Canadian Forces Counter Intelligence Unit issued a new directive regarding social media practices to its soldiers and staff. The new directive asks members of its National Defense Staff and Armed Forces to remove any photographs of military personnel in uniform or reference to their employment from social media profiles. Coorsb, “Military Gets New Social Media Policy in Wake of Attacks.”
10. 115 Fighter Wing, “Smart Cards.”
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Conclusion

Airmen and their families are the Air Force's essential and finite resource. However, if they are in a position where they cannot accomplish the mission, they become a liability. Reckless social media practices and cyberspace operations can put the individual or mission at risk or in a compromising position. Even without being reckless, sensitive personal information is at risk if the person or organization becomes a target of opportunity. Individual users need to understand that they are accountable for their actions in cyberspace. Most users do not understand the connection between a single reckless post or wrong mouse click and the consequences it can create down the road for the mission, the member’s information, or the devices they are using to interact with the internet.

The FBI's key recommendation for self-protection and for protecting the mission is to reduce one's online footprint and presence to minimize the vulnerability of compromising personal information. It is important to understand that no matter how well personal data is protected, friends and family may not be as security conscious. In turn, personal information like contacts and text messages that reside on computer systems can be compromised and put personal information at risk. However, even with the best security practices and software, systems compromised with malware or lost or stolen mobile devices still risk compromising any data stored on the system or mobile device. Ultimately, protecting personal information has less to do with how to use the technology, but more to do with what the technology can reveal about what has been posted, emailed, or searched for in cyberspace.

Revised social media guidance and the use of smart cards can help close the user education gaps between policy, technology, and best practices for cyberspace operations. All of the recommendations addressed in the paper can be implemented using existing resources and partnership with DHS and other DOD organizations with minimal cost to the Air Force. Whether the end product is new guidance or updating the current guidance, it needs to address the risks and vulnerabilities of web surfing, email, and hardware security to educate the users better and close the gaps between policy, technology, and best practices. Additionally, developing Air Force specific smart cards on social media, web surfing, email, and hardware security would be an invaluable quick reference aid that can educate users on smart cyberspace operations while reducing the risk of information exposure or malware infec-
tions. In conclusion, an educated and informed workforce can better protect
the Air Force mission and decrease the danger of becoming a target of op-
portunity for foreign adversaries or criminal actors.

Notes

<table>
<thead>
<tr>
<th>Acronym</th>
<th>Definition</th>
</tr>
</thead>
<tbody>
<tr>
<td>AFI</td>
<td>Air Force Instructions</td>
</tr>
<tr>
<td>BYOD</td>
<td>Bring Your Own Device</td>
</tr>
<tr>
<td>DHS</td>
<td>Department of Homeland Security</td>
</tr>
<tr>
<td>DISA</td>
<td>Defense Information Systems Agency</td>
</tr>
<tr>
<td>DOD</td>
<td>Department of Defense</td>
</tr>
<tr>
<td>EXIF</td>
<td>exchangeable image file format</td>
</tr>
<tr>
<td>FBI</td>
<td>Federal Bureau of Investigation</td>
</tr>
<tr>
<td>ISIS</td>
<td>Islamic State of Iraq and Syria</td>
</tr>
</tbody>
</table>
Appendix

Facebook Smart Card

Social Networks - Do’s and Don’ts

- Only establish and maintain connections with people you know and trust. Review your connections often.
- Assume that ANYONE can see any information about your activities, personal life, or professional life that you post and share.
- Ensure that your family takes similar precautions with their accounts; their privacy and sharing settings can expose your personal data.
- Avoid posting or tagging images of you or your family that clearly show your face. Select pictures taken at a distance, at an angle, or otherwise concealed. Never post smartphone photos and don’t use your face as a profile photo, instead, use cartoon avatars.
- Use secure browser settings when possible and monitor your browsing history to ensure that you recognize all access points.

Minimizing your Facebook Profile

Facebook has hundreds of privacy and sharing options. To control how your personal information is shared, you should use the settings shown below (such as Only Me, Friends Only) for (1) Privacy, (2) Connecting, (3) Tags, (4) Apps/Websites, (5) Info Access through Friends, and (6) Past Posts.

How You Connect

- Who can look up your profile by name or contactinfo?
- Who can send you friend requests?
- Who can see your Facebook messages?
- Who can post on your wall?
- Who can see Wallposts by others on your profile?
- Only Me

How Tags Work

- Profile because of posts friends tag you in before they go on your profile list (tags may still appear elsewhere on Facebook)
- Tag Review of tags that friends want to add to your posts
- Profile Visibility of posts you’re tagged in once they’re on your profile
- Tag Suggestions when friends upload photos that look like you
- Friends

Info accessible through friends

- Up the settings below to control which of your information is available to applications, games, and websites when your friend views them. The more info they share, the more social the experience.

- My address
- My blogs
- Family and relationship
- My photos and videos
- Political views
- My friends
- My website
- My favorite pages
- My status updates
- My music and videos
- My books
- My movies

Save Changes

Facebook Smart Card

Do not login to or link third-party sites (e.g. twitter, blog) using your Facebook account. "Facebook Connect" shares your information, and your friends' information, with third party sites that may aggregate and misuse personal information. Also, use as few apps as possible. Apps such as Farmville access and share your personal data.

**Profile Settings:**

Apply and save the Profile settings shown below to ensure that your information is visible to only people of your choosing.

**Jason Smith**

Date of Birth: May 21, 1975

**Hobbies and Interests:**

- Movies
- Books
- Music
- TV Shows
- Video Games

**Recreation:**

- Movies
- Books
- Music
- TV Shows
- Video Games

**Contact Information:**

- Email: jason.smith@email.com
- Phone: 123-456-7890
- Address: 123 Main St, Anytown, USA
- City: Anytown
- State: USA
- Zip: 12345
- Gender: Male
- Birthday: May 21, 1975

**Relationships:**

- Current Status: Single
- Current Location: Anytown, USA
- Current Relationship Status: Single

**Address:**

- Email: jason.smith@email.com
- Phone: 123-456-7890
- Address: 123 Main St, Anytown, USA
- City: Anytown
- State: USA
- Zip: 12345

**Languages:**

- English

**About Me:**

Self-described as: Fun-loving, outdoorsy, family-oriented

**Deactivating / Deleting Your Facebook Account:**

To **deactivate your Facebook account,** go to Account Settings and select Security. To reactivate your account log in to Facebook with your email address and password.

To **delete your Facebook account,** go to Help Center from the account menu. Type Delete into the search box. Select How do I permanently delete my account then scroll down to submit your request here. Verify that you want to delete your account. Click Submit. FB will remove your data after 14 days post security check.

**Useful Links:**

- Wired Kids: www.wiredkids.org/
- OnGuard Online: www.onguardonline.gov/topics/social-networking-sites.aspx
Linkedin Quick Facts

- There are over 100 million LinkedIn users around the world. Aside from the US, LinkedIn is widely adopted in India, Brazil, and the UK.
- Users tend to share information related to their careers or jobs as opposed to photographs from parties or social events.
- LinkedIn profiles tend to be more visible and searchable than in social networks such as Facebook.
- Paid LinkedIn accounts have access to more information about other users, such as connections, than free accounts.
- The type of information users can see about each other depends on how closely they are connected (1st, 2nd, or 3rd degree).
LinkedIn Smart Card

Account Settings

Apply the Account settings shown with arrows below to ensure that your information is shared in a limited fashion.

Profile
- Privacy Controls
- Email & Password
- Groups, Companies & Applications
- Account

Email Preferences
- Manage Social Advertising

Manage Social Advertising

LinkedIn may sometimes pass an advertisement message with social context from LinkedIn's network in order to make the ad more relevant. Other LinkedIn members may require your personal information. Apply the advertisement settings shown with arrows below to ensure that your information is visible only to people of your choosing.

Manage settings for LinkedIn plugins on third-party sites

If you're signed in to LinkedIn when you view any page that uses our professional plugins, we receive information about the user on websites with LinkedIn plug-in integration. Prevent sharing your activities on third-party websites with LinkedIn by unchecking the box.

Useful Links

A Parent's Guide to Internet Safety
Wired Kids
Microsoft Safety & Security
OnGuard Online

www.fbi.gov/stats-services/publications/parent-guide
www.wiredkids.org/
www.microsoft.com/security/online-privacy/social-networking.aspx
www.onguardonline.gov/topics/social-networking-sites.aspx

Passwords

Use a complex password with capital letters and numbers to ensure that attackers cannot access your account information.

Closing your LinkedIn Account

If you no longer plan to use the LinkedIn service, you can close your account. Click Close your account and confirm that you want to take this action.
Twitter Smart Card

Social Networks: Do’s and Don’ts

- Only establish and maintain connections with people you know and trust. Review your connections often.
- Assume that ANYONE can see any information about your activities, personal life, or professional life that you post and share.
- Ensure that your family takes similar precautions with their accounts; their privacy and sharing settings can expose your personal data.
- Avoid posting or tagging images of you or your family that clearly show your face. Select pictures taken at a distance, at an angle, or otherwise concealed. Never post smartphone photos and don’t use your face as a profile photo, instead, use cartoons or avatars.
- Use secure browser settings when possible and monitor your browsing history to ensure that you recognize all access points.

Managing your Twitter Account

Twitter is a social networking and microblogging site whose users send and read text-based posts online. The site surged to worldwide popularity with 300 million active users as of 2011, generating 300 million tweets and 1.6 billion search queries daily.

Profile Settings

Apply the Profile settings shown below to ensure that your information is visible only to people of your choosing.

Twitter Best Practices

- Avoid using hashtags (#) in updates to avoid being indexed and associated with a topic by Twitter Search.
- Tweet responsibly. Do not provide personal details regarding your whereabouts and activities in your post.
- Do NOT upload links to personal photos or websites on Twitter.
- Do NOT allow Twitter to use your location on mobile devices.
- Change your Twitter username periodically to limit account exposure.
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