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NORTH AMERICAN AEROSPACE DEFENSE COMMAND 
AND 

UNITED STATES NORTHERN COMMAND 

The Bi-national Planning Group (BPG) was established to address the future of 
the Canadian-United States (CANUS) defense relationship. Since December 2002, 
the BPG has worked toward broadening bi-national arrangements for North American 
security and enhancing military cooperation between our nations. This BPG Interim 
Report is the first formal summary of the progress we have made and the way ahead. 

The combined efforts of Canadian and American staffs have contributed to 
significant accomplishments since December 2002. Increased dialogue among 
National Defence Headquarters, the Joint Chiefs of Staff, North American Aerospace 
Defense Command, and United States Northern Command is occurring daily. The 
sharing of information and intelligence is increasing, with both nations shifting from a 
"need to know" to a "need to share'' paradigm. In addition, an exchange of U.S. 
service members to the National Defence Command Center and Canadian maritime 
members to the Combined Intelligence and Fusion Center (CIFC) and the Domestic 
Warning Center is ensuring that actionable information is distributed to the broadest 
audience possible. We are also seeing the value-added of maritime information 
sharing on vessels of interest. 

While significant progress has been made in the 21 months since the inception of 
the BPG, there is more to be done. We are establishing an environment of continuous 
growth and enhanced military cooperation between Canada and the United States. 
The report proposes 42 areas for additional study to stimulate discussions within the 
political, military and interagency communities as we work together to strengthen the 
security of North America. 
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EXECUTIVE SUMMARY 
 
In 2003, the Bi-national Planning Group (BPG) began a formal analysis on enhanced 
military cooperation.  The aim was to determine the changes in concepts, policies, 
authorities, organization or technology needed to facilitate improved military 
cooperation between Canada and the United States (CANUS).  In December 2002, 
the Canadian-U.S. Agreement for Enhanced Military Cooperation directed the BPG to 
determine the optimal defense arrangements in order to prevent or mitigate threats or 
attacks, as well as respond to natural disasters and/or other major emergencies in 
Canada and the United States.  To ensure that the perspectives of all stakeholders 
have been considered, the BPG was fully integrated with members of the Canadian 
Forces, and U.S. representatives from North American Aerospace Defense (NORAD) 
and U.S. Northern Command. 
 
This study addresses each of the tasks assigned to the BPG.  Chapter 1 introduces 
an overview of the tasks as defined by the BPG Terms of Reference.  The group’s  
focus and research methodology are also presented.   
 
Chapter 2 focuses on the review of all CANUS plans.  The state of each operational 
plan is examined and an update of BPG initiatives is presented.  As part of the 
analysis, the BPG assessment model (matrix) using operational functions (command, 
sense/detect, act/defend/defeat, shield/deter/prevent and sustain/focused logistics) 
are explained to create a common lexicon and facilitate analysis.  Chapter 2 also 
addresses the preparation of operations plans or contingency plans.  Overall, the 
CANUS Basic Security Document (BSD), CANUS Land Operations Plan (LANDOP), 
CANUS Maritime Operations Plan –East, and CANUS Maritime Operations Plan–
West are all out of date.  None of the plans address asymmetric threats, and many of 
the organizations in these plans no longer exist.  In addition, while the BSD and the 
LANDOP address military support to civil authorities, they do not address the newly 
created Department of Homeland Security and Public Safety and Emergency 
Preparedness Canada roles as lead federal agencies.   
 
Chapter 3 proposes definitions for Maritime Domain Awareness and Global Domain 
Awareness; and it further addresses the need for closer CANUS cooperation in 
maritime surveillance.  BPG initiatives in this area are discussed along with gaps, 
impediments and areas for additional study or improvement.   
 
Chapter 4 addresses exercises, training and validation of plans within the context of 
Canadian Joint Task List and the U.S. Universal Joint Task List.  Initiatives, 
impediments, and areas for additional study are presented.   
 
Chapter 5 describes and discusses four levels of cooperation.  While the preceding 
four chapters focused on specific tasks with defined boundaries, the focus of this 
chapter looks toward the future of Canadian and U.S. military cooperation.  BPG 
determined that there are many levels of cooperation that may be attained.  These 
levels are discussed within the context of maintaining the ability to act unilaterally, 
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while simultaneously attaining synergy in all domains.  Advantages and 
disadvantages for the various degrees of cooperation are listed and provide the 
foundation for preliminary observations toward an integrated role in all domains. 
 
Chapter 6 provides closing comments and additional areas recommended for BPG 
study.   
 
Through close examination of the CANUS military relationship the BPG has identified 
several issues and this study recommends 42 areas for additional study that will 
enhance Canadian and U.S. military cooperation.  However, individually each 
recommendation may not address the overall deficiencies that exist.  Only a holistic 
approach to our shared complex policy and planning processes will make a 
significant impact on our bi-national relationship and address our common defense 
and security concerns.   
 
There is an opportunity to make bold and meaningful strides towards streamlining 
continental defense and security policy.  NORAD has enjoyed bi-national success in 
reducing the seams and gaps within the aerospace domain over the last 46 years.  It 
is now recognized that the end state for the future is a command that can address all 
domains.  The NORAD concept can be expanded to integrate all domains in a 
coherent military strategy that will seal our common seams and gaps.   
 
A Continental Defense and Security Agreement (CDSA) providing national authority 
and intent could replace the current NORAD Agreement and provide the mechanism 
that streamlines national policy with regard to bi-national defense and security.  The 
new Agreement is envisioned to provide the national policy authority under which an 
all domain command would be established, enabled and matured.  If a CDSA is 
adopted by both Governments, an expanded, multi-domain North American Defense 
Command could be established before the end of 2005.  Through enhanced military 
cooperation, the defense of our two nations can achieve the synergy required to 
defeat the threats that we collectively face in this new millennia.   
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Public sentiment is everything.  
With it, nothing can fail.  

Without it, nothing can succeed.  
                                                        – Abraham Lincoln 

 
CHAPTER 1.  INTRODUCTION 

 
Homeland Defense (HLD) and Homeland Security (HLS) are top priorities for the 

Governments of Canada and the United States1.  For decades we have been partners 
in diplomacy, and in the defense of North America, planning and acting within the 
framework of the Ogdensburg Announcement, the North Atlantic Treaty, the North 
American Aerospace Defense (NORAD) Agreement and the Organization of American 
States Charter.  Thus, our two nations have a long history of cooperation that has 
resulted in economic prosperity as well as freedom for, and safety of, our people.  

  
The terrorist attacks on September 11th, 2001 made it clear that the Atlantic and 

Pacific Oceans no longer insulate our people from foreign aggression.  It is also clear 
that an attack on one nation affects the safety, security, economy and well being of the 
other.  Hence, new strategies for protecting our homelands must strengthen our alliance 
and partnership to meet challenges to our common interests;2 by working together we 
can meet the challenges of a new security environment.  
 

Prime Minister Martin recently expressed a desire “to take a first step toward a new 
relationship with the United States …[emphasizing] the Government (of Canada) will 
engage with the United States to further strengthen North American security while 
facilitating the flow of commerce and travelers. ”3  This was codified within Securing an 
Open Society: Canada’s National Security Policy (NSP), wherein the Prime Minister 
emphasized that “the September 11 attacks demonstrated the profound effect an event 
in the United States could have on Canadians and the need to work together to address 
threats.  Canada is committed to strengthening North American security as an important 
means of enhancing Canadian security. ”4

 
President Bush describes the U.S.—Canada relationship as "vital" stating, "We 

share the same values:  freedom and human dignity and treating people decently. ”5 
Further, within the President’s National Security Strategy (NSS) of the United States of 
America he states, “… there is little of lasting consequence that the United States can 
accomplish in the world without the sustained cooperation of its allies and friends in 
Canada …”6

 
The Canadian Chief of Defence Staff (CDS) identified that the “U.S. is Canada’s 

most important ally and defence partner [and] it is in Canada’s national interest to work 
collaboratively with the U.S. to strengthen continental security. ”7 Similarly, a primary 
objective of the United States is to work closely with Canadian friends and allies to deter 
aggression or coercion,8 and improve information exchange and intelligence sharing. 9
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SCOPE 
 
In view of a renewed spirit of cooperation and at the request of the Minister of Foreign 
Affairs Canada and the Secretary of State of the United States of America, the Bi-
national Planning Group (BPG) was created to address the future of Canada and the 
United States (CANUS)10 cooperation in broadening bi-national defence arrangements 
for North American security. 11  More specifically, the BPG was tasked to examine the 
following areas: 12  
 

(1) Task #1:  “Conduct reviews of all existing Canada-U.S. defense plans (to 
include the Basic Security Document and the [draft] Combined Defense Plan) 
and military assistance protocols with a view toward improving North 
American land and maritime defense as well as potential new mechanisms for 
improving military support to civil agencies in times of major emergencies in 
both Canada and the United States;”13 [Addressed in Chapter 2, Section 1] 

 
(2) Task #2:  “Prepare bi-national contingency plans to respond to threats, 

attacks, and other major emergencies in Canada or the United States, in 
accordance with the U.S. Joint Operation Planning and Execution System 
(JOPES) and the Canadian Forces Operational Planning Process (CF 
OPP);”14 [Addressed in Chapter 2, Section 2] 

 
(3) Task #3:  “Maintain awareness of emerging situations through maritime 

surveillance activities.  Share intelligence and operational information in 
accordance with national laws, policies, and directives under the auspices of 
intelligence arrangements between the Department of Defense and NDHQ.  
This shall include assessment of maritime threats, incidents, and 
emergencies to advise and/or warn Governments. [Addressed in Chapter 3] 

 
(a) The BPG will focus its maritime assessments and warnings to those 

threats (real or perceived) that could affect both the United States and 
Canada.  This is not meant to limit the flow of information between the 
two countries under existing or future agreements.  
 

(b) The BPG shall develop mechanisms and protocols to advise and/ or 
warn both Governments.”15 

 
(4) Task #4:  “Design and participate in exercises;”16 [Addressed in Ch.  4] 

 
(5) Task #5:  “Plan and participate in joint training programs;”17 [Addressed in Ch.  

4] 
 

(6) Task #6:  “Validate plans prior to approval;”18 [Addressed in Ch.  4] 
 

(7) Task #7: “Establish appropriate coordination mechanisms with relevant 
Canadian and U.S. federal agencies.  BPG interactions with U.S. civilian 
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agencies shall be coordinated through the Office of the Secretary of Defense 
via the Joint Staff Strategic Plans and Policy Directorate (J-5).  Interaction 
with Canadian civilian Agencies shall be coordinated through the Deputy 
Chief of Defence Staff (DCDS). ”19 [Addressed in Ch.  5] 

 
METHODOLOGY 
 
 To address these seven tasks, the BPG team followed the standard problem 
solving process:  
 

- Identify the problem  
- Gather relevant facts 
- Discuss the issue [and if required, identify courses of action] 
- Draw conclusions and/or make recommendations 

 
The seven tasks from the BPG Terms of Reference (TOR) provide the preliminary 
direction for this study on enhanced military cooperation.  Gathering relevant facts 
needed to be conducted prior to and during the other steps, and has proven to be the 
most time intensive.  Hence, the BPG team investigated existing and draft agreements 
associated with NORAD and U.S. Northern Command (USNORTHCOM), as well as 
any applicable bi-national agreements impacting upon Canadian Forces (CF), 
Transport-Canada, the U.S. Transportation Command, U.S. Pacific Command, U.S. 
Joint Forces Command, former U.S. Atlantic Command, and the U.S. Forces 
Command.  The BPG team then compiled a list of existing and draft agreements, 
memoranda and other relevant documents associated with CANUS operations; and 
created a web-based library.  This library has expanded to become a comprehensive 
gateway that has captured over 400 documents impacting upon CANUS military 
relationships and operations (see list in Appendix IV). 20

 
After a thorough review of these documents, our researchers understood the 

necessity to develop strong relationships with key Canadian Department of National 
Defence (DND) and U.S. Department of Defense (DoD) entities, Canadian 
Environments, U.S. Services, as well as other government departments or agencies 
(OGD/OGA) to ensure the defense and security of our homelands.  The team also 
recognized that CF and USNORTHCOM were in the process of establishing new 
relationships within the rapidly evolving HLS environment that included widespread 
organizational changes in the executive branches of both governments, such as 
creation of Public Safety and Emergency Preparedness Canada (PSEPC) and the U.S. 
Department of Homeland Security (DHS).  BPG also needed to consider how Canadian 
and U.S. active-duty military forces would coordinate with a host of local, provincial, 
state and/or federal first-response and emergency management organizations to 
accomplish the bi-national mission of military assistance to civil authorities (MACA) or 
civil support (CS) as depicted in Figure 1.  

 
Development for the MACA/CS mission was determined to be dependent on the 

PSEPC and DHS federal government emergency response plans.  Therefore, the BPG 
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team conducted numerous discussions with representatives from Lead Federal 
Departments and Lead Federal Agencies (LFD/LFA).  
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Figure 1.  Missions:  Cross-Cutting Multiple Levels  

 
- In Spring 2003, BPG hosted a maritime conference to gather facts on 

maritime Shared Situational Awareness (SSA) issues.   
- In October 2003, BPG hosted a focus session and conducted extensive 

discussions to gather facts and better understand the roles and missions of 
stakeholders in DND/DoD, as well as CANUS LFD/LFAs.   

- In January 2004, BPG hosted a Table Top Exercise (TTE) with military and 
civilian participants from Canada and the United States to enhance 
information gathering and interactions with emergency managers and 
responders from federal, provincial, and state jurisdictions.   

- In May 2004, BPG held a Counter-Intelligence/Law Enforcement (CI/LE) 
conference.   

- In September 2004, BPG hosted a General Officer/Flag Officer (GO/FO) TTE, 
focusing on bi-national MACA/CS.   

 
Each of these sessions facilitated BPG discussions with representative samples of key 
stakeholders expressing expectations and perceptions of the DND/DoD role in HLD, as 
well as HLS planning, mitigation, response and recovery activities.   
 

BPG used this information to conduct a gap analysis, define requirements, and 
draft recommended approaches for enhancing military cooperation as well as inter-
agency (IA) and intergovernmental collaboration as indicated in subsequent chapters.  
BPG discussions with representatives from PSEPC and USNORTHCOM’s Interagency 
Coordination Group (ICG) highlighted the critical need for IA information sharing and 
cooperation.  [The PSEPC and other representatives consistently emphasized that bi-
national MACA would be needed only under the most extreme conditions, such as over 
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1,000 casualties.] BPG continues to work with staff representatives from the U.S. Joint 
Staff, the DCDS, NORAD and USNORTHCOM to identify additional points of contact as 
well as critical issues related to bi-national mission categories described below.   
 
Mission Categories  
 

This report is focused on enhancing CANUS military cooperation, hence it is 
essential to define the missions and organizations that affect or may be affected by 
greater cooperation.  DCDS and CDR USNORTHCOM have missions of HLD and 
MACA, which are supported by mission assurance (MA) activities that enable and 
support its primary missions (Figure 2).  These mission categories—MA, MACA, and 
HLD—suggest a potential synergy between military and non-military entities that will be 
needed to ensure mission success.   
 

- MA.  MA elements support CF and USNORTHCOM’s ability to execute their 
missions.  For example, DCDS and CDR USNORTHCOM must ensure their 
own continuity of operations (COOP), critical infrastructure protection (CIP), 
as well as anti-terrorism and force protection (AT/FP).  Additionally, 
information assurance (IA) or cyber defense enhances all other Canadian and 
U.S. mission responsibilities due to growing reliance upon open architecture 
systems.   

 
- MACA.  Within MACA, CF Aide to Civil Authorities (ACA) is similar to U.S. 

Military Support to Civil Agencies (MSCA) for domestic disaster responses.  
Likewise, CF Aide to Civil Power (ACP) is similar to U.S. Military Assistance 
to Civilian Law Enforcement Agencies (MACLEA).  In addition, both nations 
must plan for domestic and bi-national response to chemical, biological, 
radiological, nuclear, or high-yield explosives (CBRNE) incidents.  [Domestic 
civil disturbances remain a national responsibility.]  

 

Figure 2.  CANUS Mission Categories  
 

CIP  IA/Cyber  AT/FP     COOP  LogisticsMA
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- HLD.  HLD includes the traditional mission of active defense against a threat 

 

 
Figure 3.  Probability versus Casualties 

 
The CF Strategic Operating Concept (SOC) and the U.S. National Military Strategy 
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that is in one of three domains:  aerospace, maritime, or land.  While a HLD 
event has a low probability of occurrence, it is a high priority that must not fail 
due to a likelihood of significant casualties in the civilian population (Figure 3). 
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(NMS) direct attention toward building strong relationships in these mission categorie
between Canadian and U.S. military forces, and with other commands, departments, 
agencies and organizations that have capabilities in these mission areas, to accomplis
all parts of the mission under any conditions and at any time.  
 
O
  
 
these tasks and give an overview of BPG initiatives.  Furthermore, questions that aros
during discussions, conferences and brainstorming sessions are listed as Areas for 
Additional Study (AAS).  To stimulate additional thought and discussions on causal 
relationships, the AAS have not been confined to DoD and DND; but are focused up
strengthening the alliance and partnership between Canada and the United States to 
dissuade, and if necessary, defeat potential adversaries, counter coercion, and as 
required, provide MACA on either side of the border.  Status will be provided on the
AAS in subsequent BPG reports with a view towards enabling CF, NORAD and 
USNORTHCOM to do their missions more efficiently and effectively.  
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CHAPTER 2.  BPG REVIEW AND PREPARATION OF CANUS DEFENSE PLANS 
 
This chapter provides information on the first and second tasks from the BPG TOR. 
 
TASK 1:  REVIEW OF CANUS DEFENSE PLANS  
 
The first task was to conduct a review of all existing CANUS defense plans with a view 
toward improving defense of Canada and the United States.  The BPG TOR directed:  
 

“Conduct reviews of all existing Canada-U.S. defense plans (to include the Basic 
Security Document and the Combined Defense Plan) and military assistance 
protocols with a view toward improving North American land and maritime 
defense, as well as, potential new mechanisms for improving military support to 
civil agencies in times of major emergencies in both Canada and the United 
States”. 21

 
The BPG reviewed the following CANUS military plans, as well as numerous other 
related documents, which are listed in Appendix IV:   
 

NORAD Agreement 
NORAD Terms of Reference 
NORAD CONPLAN 3310 w/changes  
CANUS Basic Security Document (BSD), MCC 100-35, dated 20 Aug 1999 
CANUS Land Operation Plan (LANDOP), 24 March 1993  
CANUS Maritime Eastern Operations Plan (MAREASTOP), 30 October 1987  
CANUS Maritime Western Operations Plan (MARWESTOP), 20 June 1996  
CANUS Combined Defense Plan (CDP)-Unsigned draft dated 2001 

 
The following national emergency plans were also reviewed:   
 

Canadian National Support Plan (NSP) 
U.S. Federal Response Plan (FRP) 
U.S. National Response Plan (NRP) 

 
Due to the nature of these plans and agreements, background information in the 
political domain is also addressed in an “authorities” paragraph that follows.  We then 
conduct a gap analysis and introduce a matrix model to frame future discussions and 
initiatives.  Next, we describe current BPG initiatives, and potential impediments.   
 
AUTHORITIES 
 

In 1940, President Roosevelt and Prime Minister Mackenzie-King signed the 
Ogdensberg Announcement, which acknowledged the indivisible nature of continental 
security, pledged mutual assistance in the event of hostilities, and formally established 
CANUS defense cooperation.  The Ogdensberg Announcement created the Permanent 
Joint Board on Defence (PJBD) on August 18, 1940.  PJBD co-chairmen report to the 
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Canadian Prime Minister and the President of the United States in order to facilitate 
CANUS defense policy.  To enhance military planning further, the PJBD established the 
Canada-United States Joint Planning Team, which was renamed the CANUS Military 
Cooperation Committee (CANUS MCC) in 1949.  CANUS MCC primary role has been 
the creation and maintenance of bi-national defense plans for the CANUS region.  
 

Canada and the United States joined the United Nations in 1945; then both 
countries entered into the North Atlantic Treaty (April 4th, 1949), which created an 
alliance of ten European and two North American independent nations committed to 
each other's defence as indicated in Article 5:  
 

“The Parties agree that an armed attack against one or more of them in Europe 
or North America shall be considered an attack against them all and 
consequently they agree that, if such an armed attack occurs, each of them, in 
exercise of the right of individual or collective self-defence recognized by Article 
51 of the Charter of the United Nations, will assist the Party or Parties so 
attacked by taking forthwith, individually and in concert with the other Parties, 
such action as it deems necessary, including the use of armed force, to restore 
and maintain the security of the North Atlantic area. ”22  

 
The North Atlantic Treaty provides the over-arching legal authority for the conduct of 
CANUS military operations.  
 

- NORAD Agreement.  At the Foreign Affairs Canada (FAC)/Department of 
State (DoS) levels, the NORAD Agreement is an extension of the North 
Atlantic Treaty, and is focused upon threats in the aerospace domain (top left 
box in figure 4).   

 
- NORAD Terms of Reference.  The NORAD Terms of Reference (TOR) are 

illustrated (in Figure 4) below the NORAD Agreement.  Signed by the CDS 
and Chairman of the Joint Chiefs of Staff (CJCS), the NORAD TOR outline 
mechanisms by which Canada and the United States conduct aerospace 
warning and control.   

 
- NORAD Concept Plan.  The NORAD Concept Plan 3310 (CONPLAN 3310) 

provides theater-level, operational planning for the conduct of air sovereignty 
and aerospace defense.   

 
- Other Agreements.  Within the second column of the figure, one can see that 

detailed political agreements for maritime, land, and MACA missions do not 
exist.   

 
- Basic Security Document.  The CANUS MCC has the responsibility to 

facilitate development of the Basic Security Document (BSD) [formerly named 
the Basic Security Plan or BSP], which establishes the bi-national military 
requirements for CANUS defense.   
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The NORAD Agreement provides the Government of Canada and the U.S. 

Government (GOC/USG) political guidance on a bi-national response to threats in the 
aerospace domain, but there is no equivalent political agreement in maritime, land or 
MACA.  However, the BSD provides strategic planning guidance from CDS and CJCS 
on bi-national land and maritime defense, as well as MACA.  In 1999, the BSD tasked 
the consolidation of three OPLANs (excluding NORAD) into a “Combined Defense Plan” 
(CDP), 23 but the CDP was not approved and remained in draft form.  Therefore, since 
CANUS LANDOP, MAREASTOP, and MARWESTOP have not been formally 
superceded, they remain in effect and are depicted in the figure as stand-alone stove-
piped plans.  
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Figure 4:  Current CANUS Mission Authorities24

 
GAP ANALYSIS 
 

NORAD’s CONPLAN for aerospace defense of North America is a combined 
plan that is reviewed every two years in accordance with CF OPP25 and the JOPES.  
Our review determined that the BSD and each of the other plans do not address the 
new threat realities, and they are all substantially out of date.  Bi-annual reviews and 
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updates were not conducted; nor were there systemic policies and procedures in place 
to ensure that the 2-year review was conducted bi-nationally.  Furthermore, Osama bin 
Laden had published his “Declaration of War against the American’s occupying the 
Land of the Two Holy Places,”26 on August 23, 1996; yet, the CANUS North American 
Threat Assessment was not updated to reflect an asymmetric threat.   

 
Headquarters, organizations and agencies discussed in each OPLAN no longer 

exist and new military organizations and civil agencies have been created since the 
September 11th, 2001 terrorist attacks.  NORAD’s CONPLAN creates synergy between 
Canadian and U.S. Air Forces, however the structure of the other plans, and lack of 
synchronization among the plans lead to significant inefficiencies within and among the 
other domains between both nations.  For instance, these OPLANs are combined, but 
not joint.  “Combined” refers to a plan with two or more nations, whereas “joint” 
connotes plans, activities, operations, organizations, etc., in which elements of two or 
more military departments, environments or services participate.27  Hence, a combined 
plan synchronizes activities between the land forces of both nations; however, the lack 
of combined and joint planning precludes efficient and effective air-ground operations.  
Historically, this has resulted in fratricide or “friendly fire”.  
 

- Canada-United States Basic Security Document.  The BSD28 has become a 
hybrid between a tasking document and an OPLAN.  In addition, since critical 
tasks within the BSD are not systemically embedded in the U.S. Joint Strategic 
Capability Plan (JSCP) or an updated Canadian White Paper, there is not 
sufficient emphasis on bi-national planning or military cooperation between the 
DoD and DND.  BPG initial analysis indicates that the BSD should be a very 
brief strategic concept that outlines bi-national missions, roles, and 
responsibilities (See Appendix 6).   

 
- Canada-United States Land Operation Plan.  The LANDOP addresses defense 

against armed aggressors and military support of civil authorities.  The former 
Canadian Commander, Land Force Command (LFC) and Commander in Chief, 
U.S. Forces Command (FORSCOM) approved the LANDOP in 1993,29 but it 
has not been updated, nor has it been rehearsed.30  Structures have changed; 
in 1993, Commander, FORSCOM had combatant command (COCOM) 
authority, which is no longer true.  Likewise, CDS commands all domestic 
Canadian military operations, and the DCDS now controls such operations on 
his behalf (vice the former Commander, LFC).31   

 
- Canada-United States Maritime Operations Plan-East.  Commander Maritime 

Command and the former Commander-in-Chief, U.S. Atlantic Command signed 
the MAREASTOP in 1987. 32  But, it has not been updated in 17 years or 
routinely rehearsed.  In addition, MAREASTOP fails to create synergy between 
the Canadian and the U.S. Navy as well as the U.S. Coast Guard (USCG) for 
overlaps in mission areas.  This is especially critical in the Great Lakes or Saint 
Lawrence Seaway System (GLSSS).  
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- Canada-United States Maritime Operations Plan-West.  Commander, Maritime 
Forces Pacific and Commander-in-Chief, U.S. Pacific Command signed the 
MARWESTOP in 1996.33 While more recent than MAREASTOP, it too has not 
been routinely updated or rehearsed, nor does it synchronize operations with 
the USCG.   

 
- Only the NORAD CONPLAN is written by a joint and combined staff and 

implemented on a daily basis through a spectrum of operations that ranges 
from the peacetime through the wartime environments.  Although NORAD’s 
CONPLAN meets the intent of the NORAD Agreement and TOR, it is a stand-
alone plan, which addresses threats only in the aerospace domain; it thusly 
permits a seam or gap since it is not fully integrated with other plans for threats 
in other domains.   

 
While all of these plans focus upon HLD, MACA is also addressed in the BSD and the 
CANUS LANDOP.  Two new organizations, PSEPC and DHS, have recently assumed 
primary responsibility for HLS.  Since HLD and HLS missions34 overlap in many areas, 
SSA between DoD, DND, DHS, and PSEPC is essential, but lacking.  In addition, 
DCDS and CDR USNORTHCOM are tasked with HLD and MACA/CS within Canada 
and the United States respectively; therefore SSA in all domains is a key enabler to the 
accomplishment of their missions.  
 

The initial review of all existing CANUS defense plans and contingency plans 
identified a gap among the aerospace, maritime and land domains between our 
countries.  We determined that seams and gaps exist along the geo-political borders 
between our nations, but procedural seams are also prevalent between different 
departments and agencies.  The lack of bi-national SSA, unity of command, and unity of 
effort, all contribute to a seam as notionally depicted in figure 5. 35  
 

Potential Geo - Political Seams seamlessSeams Enhanced Military Cooperation

 
Figure 5.  Seams 
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VISION 
 
To address these seams and gaps, we provide a common model and terminology to be 
used for discussions and potentially, future CANUS negotiations.  Acknowledging the 
advantages of a collaborative defense environment in all domains, we offer this vision:   

 
Provide comprehensive, seamless defense for CANUS across all mission areas 
and all domains, and, when requested, provide bi-national military assistance to 
civil authorities in either nation.   

 
Changes in political agreements and enabling mechanisms would lead to this end state:  

 
Enhanced defense and security of Canada and the United States, such that our 
mutual societies continue to prosper in an environment where our citizens are, 
and feel, free and safe.  
 
Ultimately, this vision must be translated into activities that both nations desire in 

the long term, while avoiding those that could potentially impinge on the sovereignty of 
either nation.  Therefore the matrix model that follows was developed to refine further 
our analysis of existing CANUS plans, and establish a bi-national lexicon that is well 
understood by leaders on both sides of the CANUS border.  In the paragraphs that 
follow, we present a description of the model, and our current assessment of the HLD 
and CS missions.  In so doing, operational functions serve as the basis for identification 
of systemic strengths and weaknesses, which assist in charting our course throughout 
this document.   
 
DESCRIBING THE BPG ASSESSMENT MODEL 

 
 To stimulate discussion within the political and military communities, this chapter 
explores and defines the HLD and MACA mission areas, common to both nations’ 
armed forces across each physical domain:   
 

- Defensive Operations refer to the active defense by joint and combined forces 
against threats in the aerospace, maritime, and land domains, conducted to 
protect Canada and the United States.   

 
- Civil Support.36  The Canadian NSP and the U.S. FRP/NRP designate PSEPC 

and DHS, respectively, as the leads for responses to national disasters and 
emergencies.  However, this mission recognizes that Canadian and U.S. military 
may be tasked to support PSEPC and DHS. 

 
For the purposes of this matrix, the term “domain” reflects the physical environment 
where the threat resides:  
 

- Aerospace Domain.  Threats in the aerospace domain may be deterred or 
defeated by joint and combined forces using Canadian and U.S. fighters, land-
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based radars and air defense systems and ships for the seamless defense of this 
domain.37   

 
- Maritime Domain.  Threats in the maritime domain may be deterred or defeated 

by joint and combined forces using Canadian and U.S. ships, maritime or land 
based aircraft and land based radar or missile systems for the seamless defense 
of this domain.  

 
- Land Domain.  The threat in the land domain may be deterred or defeated by 

joint and combined forces using Canadian and U.S. land, maritime and air assets 
that are involved in defense of our homelands or in CS missions.   

 
To add structure and fidelity to our analysis, the scope of each mission area and domain 
is examined using five operational functions that are similar to U.S. Battlefield Operating 
Systems (BOS)38 and Canadian Combat Functions (CCF).39  The operational functions 
listed in the matrix (in Figure 6) are shown to represent notionally increasing levels of bi-
national cooperation, but do not necessarily have to be implemented concurrently, 
equally or in any particular order.  Command is shown last in this assessment and in the 
matrices that follow, because it represents the bedrock upon which all others rest and is 
an enabling function that creates the greatest level of interoperability.  
 

- Detect or Sense.  Provides the situational awareness, discovered by any means, 
of a person, object or phenomenon of potential military significance.  It provides 
the most thorough knowledge possible, rather than simple data and information.  

 
- Deter, Prevent or Shield.  Facilitates freedom of action.  An effective Shield 

function deters or prevents adversarial action while allowing CANUS 
Commanders greater survivability and freedom of action.  Deterrence is 
convincing a potential aggressor that the consequences of coercion or armed 
conflict would outweigh the potential gains.  Prevention includes procedures 
undertaken to discourage attack.  

 
- Defend, Defeat and Act.  Act involves the relationship between maneuver, 

firepower and information as interdependent systems to defend or defeat the 
threat.  Within the CS context “Act” is performing the primary mission at hand 
such as fighting a forest fire, or saving lives.  Act, as an operational function, 
employs joint and combined forces to create synergy between different 
capabilities and systems.  

 
- Focused Logistics or Sustain.  This includes all activities related to supply, 

maintenance, transportation, health, personnel support, legal, financial, religious, 
public affairs, and sustainment engineering.   

 
- Command.  Command synchronizes all other operational functions to prosecute 

operations at a very high tempo, across the entire area of operations and multiple 
domains.  Within defensive operations, military commanders have this legal 
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authority; however, in CS or consequence management missions, the military 
commander is usually providing “general support” to a civil agency or 
department.   

 
While there are nuances between Canadian and U.S. doctrine, each of these 
operational functions is common to our military forces from the strategic, to the 
operational, and to the tactical levels.  The BPG Assessment Model (see Figure 6) 
depicts defensive operations and CS missions across the top, and operational functions 
along the left, which creates a matrix comprised of thirty cells.  Note that other missions 
and constructs could be used, such as inclusion of defensive or offensive information 
operations, missile defense, etc. 
 

The overall system required to attain seamless defense is composed of many 
different systems and sub-systems.  Therefore, each cell represents bi-national plans, 
processes, procedures and/or other sub-systems (Figure 6).  The lines that separate 
one cell from another represent seams or gaps that must be eliminated to achieve 
synergy among these operational functions and domains.  For example, the thirty cells 
in Figure 6 have been labeled 1.A. through 6.E., where line “A” represents the Detecting 
or Sensing operational function across both missions and all domains.  The top three 
cells listed under “Defensive Operations” include cell 1.A. that represents Aerospace 
Domain Awareness; cell 2.A. represents Maritime Domain Awareness (MDA); and cell 
3.A. represents Land Domain Awareness.  Similarly, cell 4.A, 5.A, and 6.A. represent 
plans, processes and procedures in the aerospace, maritime, and land domains as part 
of the CS mission set.   

Aerospace Maritime Land Aerospace Maritime Land

6.D

6.E4.E

1.D 2.D

DEFENSIVE OPERATIONS

1.A 2.A 3.A

CIVIL SUPPORT

6.A
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6.C4.C

4.A 5.A

5.B

5.C

1.B 2.B 3.B 4.B

1.C 2.C 3.C

5.E1.E 2.E 3.E

3.D 4.D 5.D

DETECT, SENSE

DETER, PREVENT, 
SHIELD

DEFEND, DEFEAT, 
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FOCUSED 
LOGISTICS, 

SUSTAIN

COMMAND

 
Figure 6.  BPG Assessment Model 

 
Bi-national plans, processes and/or procedures represented by each cell in this 

model are assessed with an “X”, which represents cooperation or interoperability 
between military forces of our two countries.  Interoperability is defined as the ability of 
systems, units or forces to provide services to and accept services from other systems, 
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units, or forces, and to use the services so exchanged to enable them to operate 
effectively together.40  In our assessment, we used a bold X to represent a more robust 
relationship, an X (not bolded) to represent a less-robust relationship, and a blank cell 
that represents no formalized relationship.  [Formal or systemic relationships are 
codified in plans policies and procedures and rehearsed; ad hoc relationships are not].  
The objective within each cell is to align CANUS capabilities, and between each cell to 
ultimately eliminate the boundaries, or seams, between all mission areas and domains.  
Our premise is that eliminating seams and gaps makes both nations safer.  
 

To improve analysis in each domain and mission set, the columns in Figure 6 are 
subdivided by the previously described operational functions.  For example, Defensive 
Operations in the Maritime Domain has five cell subsets ranging from 2.A. through 2.E.  
Within the Maritime Domain column, cell 2.A. represents detect and sense, which leads 
to MDA, cell 2.B. represents actions taken to protect the force, cell 2.C. represents 
defending, defeating or acting, cell 2.D. represents focused logistics or activities to 
sustain, and finally cell 2.E. represents the command and control of bi-national forces.  
Key to understanding any assessment using this matrix is the possibility that all of the 
cells may not be implemented equally or simultaneously.   

 
For example, NORAD has fully integrated these five operational functions within 

the Aerospace Domain; therefore the first column is seamless (see Figure 7).  In 
contrast, the Maritime Domain may have a centralized network for MDA, however 
focused logistics or other operational functions may be non-routine.  These concepts 
will be explained further in the current assessment section below.   
 
CURRENT ASSESSMENT  
 

The current assessment as displayed in the matrix (Figure 7) is focused on bi-
national cooperation.  Each cell represents a process, an activity or group of activities.  
Lines that separate each cell represent seams that must be eliminated to achieve 
synergy among operational functions and all domains in each mission area.  This 
assessment considers routine, systemic agreements, plans, and processes – not ad 
hoc relationships, since defense of our nations cannot be left to chance.  
 
Subject matter expert (SME) analysis identified three reasons for these geographic and 
political gaps or seams to include:  (1) lack of Global Domain Awareness (GDA), (2) use 
of multiple, domain-specific (stovepipe) headquarters that are not unified under one 
commander, and (3) restrictions on foreign disclosure and release of classified and 
other information.  However, to add further detail to this study, each cell was reviewed 
separately to provide a credible assessment.  Hence critical tasks are identified by 
function and are discussed below with comments geared to each of the cell addresses.  
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Figure 7.  Current Assessment 
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than simple data and information.41 Enhanced military cooperation among CANUS 
forces is highly reliant upon Detecting or Sensing as an enabler to leverage intellige
surveillance, and reconnaissance (ISR), to use sensors to gain and maintain information 
superiority and to detect actionable information.42  
 

under the defensive operations mission set.  A bold X is marked in this cell 
because NORAD has developed plans, processes and procedures to 
implement each of the key tasks.43  Other critical mechanisms contribu
sensing in the aerospace domain such as:  Cheyenne Mountain Operations 
Center (CMOC), Region Air Operations Centers (RAOC) and Air Defense 
Sectors (ADS), numerous sensors (radars and satellite imagery), a Combin
Intelligence and Fusion Center (CIFC), a refined CONPLAN, and other 
processes and procedures.  Finally, air track data is imported for SSA fr
civilian sensors such as the U.S. Federal Aviation Administration (FAA) to 
assist interagency cooperation.   

under the defensive operations mission set.  Two plans exist to facilitate 
maritime defense of Canada and the United States:  CANUS MAREASTO
and MARWESTOP.  Unfortunately, these plans do little to facilitate bi-nationa
MDA, and critical mechanisms that could contribute to detecting or sensing in 
the maritime domain are not robust as those serving NORAD.  MDA is 
contingent upon cueing, passive and active sensors and voluntary 
compliance; hence a maritime version of FAA does not exist.  In ad
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maritime sensors that would emulate NORAD and FAA detection and 
identification are limited in quantity, capability and availability.  Finally, 
automated, bi-national common operational picture (COP) that integrates all 
military and commercial maritime traffic, and assists in identifying vessels of 
interest (VOI) does not exist, with mechanisms in place to facilitate 
continuous 24/7, bi-national implementation of critical MDA tasks.  A
formal agreements, policies, and procedures are not as robust as in the 
aerospace domain, significant work has been accomplished toward CAN
interoperability by the MDA working groups, the Office of Naval Intelligence, 
DCDS, USNORTHCOM, NAVNORTH, and the BPG, therefore X is bold.  

a fully 

lthough 

US 

 
- Cell 3.A. represents detecting or sensing within the land domain and under 

e 

 
- Cell 4.A., cell 5.A., and cell 6.A. represent detecting or sensing function within 

l plans, 

ce 

rgy 

reat 

 
eter, Prevent, or Shield.  Shield facilitates freedom of action by deterring and 

ers 
s 

- Cell 1.B. represents deterring, preventing, or shielding CANUS aerospace 

to 

C/ 

command, control and communications facility in physical and cyber realms.   

the defensive operations mission set.  Although a CANUS LANDOP exists, 
the X is not bold because policies, and procedures are not as robust as in th
aerospace domain.  In addition, mechanisms do not currently exist to facilitate 
bi-national implementation of the critical tasks.   

the CS mission set for the aerospace, maritime and land domains 
respectively.  These cells are not marked indicating a lack of forma
policies and procedures to support bi-national detecting or sensing for CS 
missions.  For example, U.S. space-based infrared sensors could provide 
information to CF and PSEPC on forest fires; similarly Canadian surveillan
aircraft could provide U.S. military or DHS information on natural disasters or 
emergencies.  However, the lack of formal bi-national, interagency plans, 
policies, and procedures, and the lack of other mechanisms, prohibits syne
among these key departments or agencies.  ISR critical tasks supporting 
defensive operations might be of less use on forest fires, but could be of g
use in countering terrorist activity and/or responding to emergencies as a 
result of an attack.   

D
preventing44 adversarial actions in each domain while allowing CANUS command
greater freedom of action.45 Deter, Prevent, or Shield can include DND and DoD effort
in defense related critical infrastructure vulnerability analysis (CIVA) and the protection 
of critical infrastructure46 within the physical realm, as well as efforts to ensure the 
protection of both information and/or Information Sharing Systems (ISS).   
 

forces under the defensive operations mission set.  A bold X is indicated in 
this cell because NORAD has developed plans, processes and procedures 
implement each of the critical tasks.  In addition, critical mechanisms 
contribute to shielding in the aerospace domain such as:  CMOC, RAO
ADS, the CIFC, and NORAD’s CONPLAN, processes and procedures.  
CMOC, within Cheyenne Mountain, is a superb example of shielding a 
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forces under the defensive operations mission set.  The cell receives a non-
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- g, preventing, or shielding within the land domain 

and under the defensive operations mission set.  The X is not bold because, 

 
- present the deterring, preventing, or 

shielding functions within the CS mission set for the aerospace, maritime and 
mal 

 are 

 
DEFEND, , or ACT.  In CS, Act involves doing the primary task at hand, such 

s fighting a fire.  In HLD, Defend, Defeat and Act involve the relationship among 

erent 
 

reat within the 
aerospace domain.  A bold X is indicated in this cell because NORAD has 

n 

Cell 2.B. represents deterring, preventing, or shielding CANUS maritime 

bold X to indicate that there is a less formal relationship among the Cana
Maritime Forces, the U.S. Navy, and the USCG; part of the reason for this 
assessment is that DND and DoD have formalized relationships through the 
MCC process; however, the USCG is assigned to a different department, th
DHS.  Canadian Maritime-Atlantic and U.S. Atlantic Fleet deploy together as 
part of the North Atlantic Treaty Organization (NATO) and more recently 
during the Global War on Terror (GWOT), however, the X is not bold to 
indicate that deterring, preventing, or shielding plans, policies and proced
have not been formalized between our two nations.  MAREASTOP and 
MARWESTOP do little to facilitate bi-national shielding or bi-national 
implementation of critical tasks, and do not acknowledge the role of the 
USCG as a first responder.  

Cell 3. B. represents deterrin

even though a CANUS LANDOP exists, the policies, and procedures are not 
robust and mechanisms do not currently exist to facilitate bi-national 
implementation of critical tasks.  

Cell 4.B., cell 5.B., and cell 6.B. re

land domains respectively.  They are not marked indicating a lack of for
plans, policies and procedures to shield friendly forces during military to 
military support of CS missions.  Deterring, preventing, or shielding may or 
may not be essential during a natural disaster; however, the critical tasks
applicable in the event of a terrorist attack.  In addition, since PSEPC and 
DHS normally lead federal responses to a large emergency, the CF and U.S. 
military forces may be called upon to shield first responders from further 
attacks.  

 DEFEAT
a
maneuver, firepower and information as interdependent systems, with the goal to 
integrate joint and bi-national employment of forces to create synergy between diff
capabilities and systems.47 [However, consideration is always given to the need to
preserve the capability of our sovereign nations to perform unilaterally].  

 
- Cell 1.C. represents defending, defeating, or acting against a th

developed operational plans, processes and procedures to implement each of 
the mission essential tasks within the NORAD Area of Operations (AO).  
Critical mechanisms contribute to defending, defeating, or acting in the 
aerospace domain such as:  CMOC, RAOC, ADS, and assigned Canadia
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and U.S. aircraft.  In addition to a fully developed CONPLAN, refined 
processes and procedures ensure accomplishment of all essential tasks.   

Cell 2.C. represents defending, defeating, or acting threats within the 
 
- 

maritime domain, under the defensive operations mission set.  Canadian 
 have 

 

 
t to 

the 

 
- ating, or acting within the land domain 

and under the defensive operations mission set.  Although CANUS LANDOP 
 

 
any 

 

 
- nction within the CS mission set 

for the aerospace and maritime domains respectively.  Both of these cells are 

 
s 

n 
livery, 

 
-  function within the CS mission set in the land 

domain.  CANUS BSD and LANDOP address CS, but the X is not bold 

sks.   

Naval Task Groups consisting of destroyers, frigates, and supply ships
deployed with the U.S. Navy in support of the GWOT.  However, Canadian
and U.S. fleets do not routinely train for the specified mission to defend our 
homelands.  Also, MAREASTOP and MARWESTOP do little to facilitate 
defending, defeating, or acting against asymmetric threats attacking Canada
or the U.S., hence the X is not bold.  In addition, mechanisms do not exis
ensure fully synchronized operations among the Canadian Forces, U.S. 
military, and PSEPC, and DHS.  For example, during maritime defensive 
operations, synergy is not fully attained with Canadian or U.S. Navy and 
USCG due to a lack of bi-national plans, policies, and procedures that cut 
across departments and agencies.  

Cell 3.C. represents defending, defe

provides limited direction, the X is not bold because policies and procedures
are not well defined, and mechanisms do not exist to facilitate bi-national 
implementation of each of the mission essential tasks.  Although CF and U.S.
military have worked closely together in Afghanistan, there have not been 
brigade-level joint training or exercises between Canadian Forces and the 
U.S. military in over a decade, partly due to Canadian withdrawal of forces 
from Germany in 1993; in addition, movement of CF into the United States,
and vice versa, has not been rehearsed.48   

Cell 4.C. and cell 5.C. represent the acting fu

empty indicating a lack of formal, bi-national plans, policies, and procedures 
to act in support of civil authorities.  Acting in the aerospace and maritime 
domains may not have been considered critical in the past, however it is time
to expand our thinking.  A major earthquake resulting in thousands of death
may require the amphibious crafts that are unique to the U.S. Marine Corps 
(USMC), to support PSEPC and DHS-FEMA in CS missions such as 
evacuations or consequence management.  Likewise, aerospace assets ofte
act in support of civil authorities performing missions such as water de
surveillance, search and rescue or transportation during CS missions.  
Hence, there is a need to streamline and formalize policy and procedures 
represented by these cells.   

Cell 6.C. represents the acting

because policies, and procedures are not robust and mechanisms do not 
exist to facilitate rapid bi-national implementation of mission essential ta
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COMMAN  among 
ll other operational functions.  In Canada, the DCDS is responsible for execution of 

 

reement, NORAD Terms of 
Reference, and the plans, processes and procedures established by NORAD 

 

 LOGISTICS, SUSTAIN.  The operational function of focused logistics (or 
s
financial, religious, public affairs and sustainment engineering.49

 
- Cell 1.D. is marked with a bold X since NORAD has pla

Agreement and NORAD CONPLAN, as well as NORAD Headquarters a
critical mechanisms that contribute to the accomplishment of each of the 
mission essential tasks.  [An example might be air-to-air refueling using U.S
tankers in support of CF18 aircraft].  

Cell 2.D. is marked with an X because

amount of direction.  Standard NATO Agreements (STANAGs) exist, howe
Canadian and U.S. Atlantic and Pacific fleets need to rehearse and train 
routinely with the USCG to provide synergy toward efficient and effective 
accomplishment of all mission essential tasks.  

Cell 3. D. is marked with an X because CANUS 

plans, policies, and procedures between CF and U.S. land forces must be 
developed to provide synergy in the event of an attack on either country.  

Cell 4.D., cell 5.D., and cell 6.D. represent focused logistics or sustaining 

domains respectively.  These cells are not marked indicating a lack of form
plans, policies and procedures to support bi-national military-to-military 
assistance to civil authorities.  Although unmarked, this operational function 
(across all domains) may be the most important since consequence 
management often requires provision of sustaining assets to the deploying 
military units as well as the civil agencies, and/or disaster victims.  

D.  Finally, Command is the bedrock activity, which creates synergy
50a

land, maritime and air operations (non-NORAD air ops); and within the United States, 
Commander USNORTHCOM has these responsibilities.  Legal authority gives these 
commanders control over resources to accomplish their missions.  Within HLD, military
commanders have this primary legal authority; however, within MACA, the military 
commander is providing general support to a LFD/LFA.  
 

- Cell 1.E. has a bold X because the NORAD Ag

Headquarters ensures the efficient and effective performance of each of the
mission essential tasks in the aerospace domain.  Per the NORAD TOR, 
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Commander NORAD has operational control (OPCON) of Canadian and U
Air Force assets.  

.S. 

 
- Cell 2.E. is marked with an X since the MAREASTOP and MARWESTOP 

st 

 
- Cell 3. E. is marked with an X since CANUS LANDOP provides limited 

r, 

  
 

- Cell 4.E., cell 5.E., and cell 6.E. are not marked indicating a lack of formal 

 
EAMS 

All five operational functions are marked in the first column of Figure 7, which 
repres es 

 

e.  

, 

The second column represents maritime defense across all five operational 
functio ines 

The third column represents land defense across all five operational functions; 
howev  

The fourth through sixth columns represent CS mission, which is the primary 
respon

nction 

provide limited direction toward the conduct of bi-national operations again
a threat in the Maritime Domain.  However, seamless plans, policies and 
procedures for the command and control of CANUS maritime assets, to 
include the USCG, do not exist.  

guidance toward the conduct of operations in the land domain.  Howeve
plans, policies, and procedures for the seamless command and control of 
CANUS land forces are not in place to accomplish mission essential tasks.

plans, policies and procedures to support bi-national and/or cross border 
military assistance to civil authorities.  

S
 

ents aerospace defense of Canada and the United States.  Furthermore, the lin
between each cell have been removed to represent seamless interaction between the 
processes represented by each of the cells.  Hence, aerospace defense can be viewed
as a holistic “system” that is supported by a set of five sub-systems, which are 
synchronized together toward the accomplishment of the overall aim or objectiv
Multiple mechanisms contribute to systemic processes and elimination of seams to 
ensure success such as the NORAD Agreement, NORAD TOR, NORAD CONPLAN
fully integrated operations centers and assigned forces.   
 

ns.  Although the column has “X” indicated in each operational function, the l
remain around each cell in this column to represent seams or gaps.  These seams exist 
vertically within the maritime defense domain, and horizontally across the other domains 
and mission sets.  
 

er, seams and gaps exist among and between all operational functions due to a
lack of policies and procedures.  The seams and gaps are significant since there have 
not been bi-national land forces exercises for the defense of North America.   
 

sibility of PSEPC and the U.S. DHS.  Although there are instances when the 
military is asked to provide assistance, CS/MACA has not been practiced in a bi-
national environment, and therefore the X (in cell 6.C.) marking the operational fu
Defend, Defeat, or Act may be overly optimistic.  Lines between all cells represent 
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seams or gaps since military and interagency plans, processes and procedures are
well-defined and exercised for bi-national and/or cross-border CS operations.   
 

 not 

onclusion for Task 1   

BPG completed the task to review all CANUS defense plans.  We determined 
that, w e 

 

his section provided a matrix model and common terminology for discussions 
and po  

 

US 

C
 

ith the exception of the NORAD CONPLAN, the operations plans are out of dat
and lack the level of detail required for effective implementation.  It is time therefore to 
rethink the division of labor that leads to stove-piped functions and organizations within
the military and other government agencies, since the lines between security and 
defense have become blurred.   

 
T
tentially future CANUS negotiations to enhance military cooperation.  Using cells

to represent plans, processes or procedures, and using lines around each cell to 
represent seams or gaps, the matrix model improves our understanding on how to
eliminate seams or gaps among missions, domains and operational functions to 
improve synergy.  The model also facilitated a detailed review of all existing CAN
defense plans with a view toward improving North American defense.  Now that the 
gaps have been identified, the next section of this chapter discusses initiatives to fix 
these shortcomings.  
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TASK 2.  PREPARE BI-NATIONAL CONTINGENCY PLANS   
 

“Prepare bi-national contingency plans to respond to threats, attacks, and other 
major emergencies in Canada or in the United States, in accordance with the 
U.S. Joint Operations Planning and Execution System [JOPES] and the 
Canadian Forces Operational Planning Process [CF OPP]. ” 51

 
BPG analysis of this task reveals two separate subtasks.   
 

- “Prepare bi-national contingency plans to respond to threats [and] attacks” is 
a traditional military active defensive mission as discussed in Chapter 1 and 
the preceding section.  Within Canada, DCDS has the lead and within the 
United States, CDR USNORTHCOM has the lead in HLD.  

- “Prepare bi-national contingency plans to respond to … other major 
emergencies in Canada or in the United States” is a specified task to look at 
both natural disasters and/or man-made emergencies, such as bi-national 
responses to terrorist events.  The NSP and FRP/NRP assign PSEPC and 
DoS with lead responsibilities in Canada and the United States for this 
mission; however, military forces from DND and DoD have a supporting role.    

 
The remainder of this chapter addresses operational functions/mechanism analysis that 
addresses gap analysis in this area.  The chapter concludes with BPG Initiatives and a 
list of AAS.   
 
Authorities 
 

- The North Atlantic Treaty provides the over-arching political authority for 
developing operations plans between our countries as NATO members.   

 
- The authority for Canadian and U.S. land forces to cross the CANUS border 

derives from an accommodation or agreement between Canada and the 
United States on “Principles and Procedures for Temporary Cross-Border 
Movement of Land Forces”, dated 13 March 1968; and a letter from the 
Deputy Secretary of Defense to the Canadian Minister of Defense, dated 26 
December 1968.  Operational movements may be approved in the following 
four instances:52 

 
1. Military Emergency:  If a CANUS State of Alert has been declared.   
2. MACA resulting from enemy attack:  Following a decision by the 

receiving government that MACA is requested and required.   
3. MACA in disasters other than those resulting from enemy attack: 

following a decision by the receiving government that military 
assistance is requested and required.   

4. Combined exercises designed to rehearse the BSD defense 
measures.53  
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- The Enhanced Canadian/U.S. Security Agreement (6 Dec 2002) provides 
authority for planning of bi-national and/or cross border responses to major 
emergencies in Canada or the United States.   

 
- At the strategic-military level, the BSD directs CANUS Commanders to plan 

for military assistance to civil authorities in the event of a disaster or 
emergency.  

 
Operational Functions and Mechanism Analysis 
 

BPG used the previously described matrix to analyze strengths and weaknesses 
in each of the thirty cells.  This provided a good starting point for a brainstorming 
session to explore “mechanisms” that would enable bi-national success.  Therefore, to 
fully analyze mechanisms that enable the HLD and CS mission sets, the BPG again 
used five operational functions:  “Detect or Sense”, “Deter, Prevent, or Shield”, “Defend, 
Defeat, or Act”, “Focused Logistics or Sustain”, and Command.  These operational 
functions have varying degrees of impact upon the HLD and CS missions discussed in 
the paragraphs that follow.  
 
Detect, Sense 
 
Due to the agility of organizations that pose an asymmetric threat to Canada and the 
United States, the mechanisms to ensure that information and intelligence sharing 
should be robust.  As an example, Figure 8 shows potential detecting and sensing 
mechanisms in the center box, such as military operations centers, civil emergency 
operations centers (EOC), LFD/LFA, Law Enforcement Agencies (LEA), and information 
sharing/fusion, and sensors as potential “mechanisms” for this operational function.  
Some or all of these mechanisms would need to be activated in order to provide 
commanders with reconnaissance, information and analysis in a CS mission.  Similarly, 
our analysis determined that the same mechanisms could enable surveillance, 
reconnaissance, detection, identification, analysis and intelligence support of multi-
domain HLD and maritime awareness (addressed extensively in the next chapter).  
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Figure 8:  Detect or Sense 
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Mechanisms to enhance detecting and sensing may consist of a range of options from 
net-based interoperability between the pre-existing “intelligence watches” from both 
nations to other alternatives such as a Joint and Combined, Operations, Information, 
and Inter-Agency Center (JCOIIAC), which is manned by Canadian and U.S. personnel.  
In either example, both Canadian and U.S. Intelligence Staffs could potentially maintain 
a 24/7 presence in the EOCs of PSEPC and FEMA to ensure that information flow is 
standardized rather than ad hoc.  The convergence of digitized information, computers, 
networks, cellular communications, satellites and data fusion technologies has 
translated into quantifiable improvements in volumes of data exchanged.54 Hence, due 
to interoperability of data and information sharing systems, the intelligence staffs might 
not be collocated in the same building, or even the same country; and may only have a 
virtual presence.   
 
For our common defense, dedicated staffs on both sides of the CANUS border must 
routinely discuss, share, analyze and inform one-another.  Presently, much of U.S. or 
Canadian intelligence and law enforcement information is marked “Not Releasable to 
Canada” or “Not Releasable to the U.S.” respectively; whereas, material dealing with 
HLD and CS should be releasable due to our common border and goals.  Shifting 
information sharing paradigms from exclusion to inclusion is the most essential first 
step.  In addition, a strong focus on information sharing supports DND and DoD 
transformation,55 and network centric warfare goals.  
 
Deter, Prevent, or Shield 
 

In a defense scenario, the emphasis on operations security, and the physical 
protection of friendly forces from attack is a standard part of each nation’s military 
training and operations.  However, reliance upon digital data, automated information, 
and network-based command, control, communications, and ISS requires greater 
coordination between U.S. and Canadian communication and Information Assurance 
(IA) experts.  Due to integrated communications networks between Canada and the 
United States, a cyber-attack on one nation will impact upon the operations of the other 
nation.   
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Figure 9:  Deter, Prevent, or Shield 
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Also, in contrast to HLD, MACA communications are normally conducted “in the clear” 
or in a non-encrypted communications environment using commercial equipment as a 
primary means, with radios as back up.  Unfortunately, public networks have shown 
themselves vulnerable to penetration, disruption and manipulation;56 hence, despite the 
expansion of public safety or first responder communications into the 800 MHz 
bandwidth, civilian reliance on military secure communications would most likely 
increase in the event of a substantial terrorist or cyber attack.57  
 

Mechanisms that support HLD and CS may include an operational headquarters 
such as a bi-national Standing Joint Force Headquarters (SJFHQ) that plans for 
contingencies impacting upon a commander’s freedom of action.  Communication and 
ISS working groups may be created to focus on interoperability between Canadian and 
U.S. forces in the land and maritime domains providing recommendations for enhancing 
military cooperation.  An operational headquarters may also serve as a proponent for 
CIVA, which would add synergy to responses in the event of natural disaster, 
emergencies, or HLD.  Finally, military operational headquarters would need to 
continuously communicate with each other as well as the applicable civilian EOCs on 
both sides of the border.   
 

The creation of Canadian PSEPC and the U.S. DHS provide national focal points 
for HLS.  Since CANUS CS missions support PSEPC or DHS, (or other lead agencies) 
continuous communication between all four entities will enhance military cooperation for 
the Detect or Sense as well as the Deter, Prevent, or Shield operational functions.  As 
determined via discussions, conferences, TTEs and focus sessions, we acknowledge 
that CS is a national responsibility; therefore if DHS and PSEPC require bi-national 
military support, military assets of one nation would be under the operational control of 
military commanders from the other nation, when in support of a LFD/LFA.  
 
Defend, Defeat, or Act 
 

Defend, Defeat, or Act is dependent upon Detect, Sense in support of HLD and 
CS missions.  The ability to plan for and implement a coherent response to a natural 
disaster, a terrorist event (during either HLS or HLD), or HLD mission is also dependent 
upon the critical mechanisms that are in place such as:  operational headquarters, Joint 
Task Forces (JTF), liaison officers, EOCs, LFD/LFA, LEA, or supporting units, 
equipment and people.  For instance, although the CANUS LANDOP was in existence 
as a bi-nationally approved CANUS OPLAN since 1993, there have not been formal 
mechanisms or agreements to train and exercise key provisions of this plan in over a 
decade.   

 
U.S. Forces Command was formerly a combatant command that was later 

subordinated to U.S. Atlantic Command, and subsequently U.S. Joint Forces 
Command.  As changes in operational headquarters took place, the bi-national 
LANDOP was not updated to stay abreast of these changes, hence, planning for both 
HLD and CS suffered.  In addition, operational headquarters are the driving force 
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behind joint and combined training exercises that train units to respond to either national 
or bi-national HLD and CS situations.   
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Figure 10:  Defend, Defeat, or Act 

 
The degree to which Canadian and U.S. military plan and train together for HLD and 
MACA will determine the degree of success to act in each geographic domain 
supporting the adage, that it is better to sweat in training than to bleed in war.  
 
Focused Logistics, Sustain  
 
Within the BSD, sustaining one’s forces is normally the responsibility of the parent 
nation.  However, with the potential of bi-national and cross-border HLD and CS 
operations, there are common requirements of the military from both nations that must 
be considered.  [A simple example might be determining whether Canadian and U.S. 
military use the same filters within their chemical masks, prior to responding to CBRNE 
events, during bi-national operations].  
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Figure 11:  Focused Logistics, Sustain 

 
The HLD and CS missions overlap heavily in relation to the Focused Logistics or 

Sustaining operational functions.  The range of planning mechanisms for sustaining 
forces involved in HLD could include a CANUS Logistics Forum, logistics planners from 
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operational staffs and/or the logistics element of a JTF.  These planning mechanisms 
remain the same for all missions, however additional external coordination with EOCs 
would drive much of the “Focused Logistics or Sustain” function during a CS mission.  I
addition, the military elements supporting civil authorities may also interface to varying 
degrees with LFD, LFA, and non-governmental organizations.  The “Memorandum of 
Understanding between the Department of Defense (DoD) of the United States of 
America and the Department of National Defence (DND) of Canada Concerning M
Support” and a “Memorandum of Understanding on Integrated Lines of Communications
(ILOC)” facilitate the provision of mutual logistic support, supplies and services (LSSS) 
and establish reciprocal relationships between DND and DoD.  These MOUs should be 
updated and expanded to include provision of LSSS for CS missions, as well as 
focused logistics across all domains.   
 

n 

utual 
 

ommandC
 

Within Canada, the DCDS, on behalf of the CDS, is responsible for execution of 
land, m

e 

However, in a CS mission, the roles and responsibilities of CANUS Commanders 
were n

ly, 

Figure 12:  Command 
 
Conclusions 

aritime, and air operations (non-NORAD air operations); and within the United 
States, Commander, USNORTHCOM has these responsibilities.  The CANUS BSD, th
CANUS LANDOP, CANUS MAREASTOP, CANUS MARWESTOP provide the authority 
to accomplish key missions in the event of a HLD mission.   
 

ot fully enumerated, therefore the revision of the BSD and creation of a CANUS 
Civil Assistance Plan (CAP) will bridge this gap.  In addition, the DCDS and CDR, 
USNORTHCOM would retain ‘Full Command’ or ‘Combatant Command’ respective
over their own forces, even when these forces may be under OPCON of another 
commander, hence sovereignty issues are minimized.   
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the BPG brainstormed the five operational functions in the attempt to 
ppreciate fully the myriad of mechanisms that enable the HLD and CS missions.  

 
In this section, 
a
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Some of the mechanisms were as simple as hosting working groups that could discus
CANUS ISS needs; other mechanisms included secure communications, greater 
cooperation and training between CF and U.S. military and coordination with civilian 
EOCs.   
 
 Th

s 

e most significant conclusion is that Command is the key, critical enabler for all 
ther functions.  Without a political agreement that outlines the command or control 

ic 

ally, with the exception of the NORAD CONPLAN, the family of CANUS 
PLANs is dysfunctional.  CF OPP and U.S. JOPES both require a formal review of 

 in 

o
arrangement between Canada and the United States, then many of the other functions 
will not achieve the interoperability levels needed to defeat a symmetric or asymmetr
threat.   
 
 Fin
O
plans every two years, so that friendly responses are kept up-to-date with changes
the threat environment.  This has not been systemically conducted.  Policies and 
procedures must be put in place to ensure that benign neglect does not continue.   
 
BPG Initiatives 
 
Task 2 required BPG to initiate development of plans to respond to threats, attacks, and 
ther major emergencies in accordance with CF OPP and U.S. JOPES.  So, the BPG 

 
Based upon this prelimina rt HLD and CS, the 

llowing BPG initiatives are being pursued in this order:   

o
followed the deliberate planning process as discussed in the paragraphs below.   
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Figure 13.  The Planning Process58

ry analysis of mechanisms that suppo
fo
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1. Development of a BSD that provides strategic level guidance for the planning of 

bi-national operations for the defense of the CANUS region.59 The draft BSD 

ts.  

ilar in 

R 

 
2.  CANUS CAP, which supplements the pre-existing NSP and 

FRP/NRP, with an aim to synchronize bi-national military-to-military assistance 

 
3. nse Plan (CDP) that will be staffed with the 

DCDS, USNORTHCOM, and NORAD planning staffs in order to establish a 

 
4. OM J-5 staffs, development of draft 

elements of an expanded NORAD Agreement for cooperation in the aerospace, 

 
nt Elements: 

now incorporates overarching guidance that was derived from the Canadian 
Prime Minister’s NSP, the 1994 Canadian White Paper on Defence, and the 
U.S. President’s NSS, as well as guidance from key DND and DoD documen
[The NSS is signed by the President and contains strategic guidance 
concerning the continued security and prosperity of the United States; the NSP 
serves a similar role in the Canadian system].60 Hence, the BSD is sim
scope to the U.S. JSCP, as it is intended to provide strategic guidance from the 
CDS and CJCS (on behalf of the SECDEF), to operational commanders:  CD
NORAD, DCDS, and CDR USNORTHCOM.  [The BSD “pre-decisional draft” is 
at Appendix 6].  

Development of a

in support of CS missions.  The draft CAP follows the JOPES approved 
functional plan (FUNCPLAN) format and is being staffed with the DCDS and 
NORAD/USNORTHCOM staffs.  

Development of a Combined Defe

synchronized defense of North America in all domains, with a focus at the 
strategic-theater level.  The CDP will facilitate a shift from combined plans 
which stove-piped CANUS operations in a functional realm, to a joint and 
combined focus on seamless defense.  

In concert with NORAD and USNORTHC

maritime and land domains.  The current and “pre-decisional draft elements” 
are listed below:   

Existing Agreeme  
 

hreat, and proliferation of weapons of mass 
destruction 

 
o ning as the monitoring of man-made objects in 

space and the detection, validation and warning of attack against Canada 

 
o rol as providing surveillance and defense of the 

airspace of Canada and the United States 
 

o Invokes North Atlantic Treaty 
 
o Mentions constant symmetric t

Defines aerospace war

and the United States  

Defines aerospace cont
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o Specifies command relationships and administrative requirements 
 

 Commander and Deputy 

 Integrated staffs 

ion 
al control (when applicable) 

 
Pre-dec nts

 Reporting relationships 

 Financing 
 Status of forces applicat
 Defines operation

isional Draft Agreement Eleme :  
 
o Affirms each nation’s sovereignty 

o Recognizes each Government is responsible for unilateral actions 
 
o Recognizes domain-less focus of non-state actors 

 
o Identifies a greater need for information sharing 

 
o Recognizes need for bi-national interoperability and cooperation to 

or our continent 

s 
between our forces and seal any geo-strategic gaps in our common 

 

ational effectiveness  
 Leveraging resources 

 
o De ring of maritime traffic 

approaching and/or operating in all coastal waters of Canada and the 
United States, as well as the GLSSS region, and appropriate inland 

 
o  

 
o Affirms continuing an emphasis on emerging capabilities 

 
o Recognizes need for CANUS military-to-military assistance in support of 

 

enhance maritime, land and aerospace defense f
 
o Expanded and/or future command would be responsible to both 

Governments for combined and joint operations to create synergie

defense, focusing on:  

 Information sharing 
 Maximizing oper

fines “maritime surveillance” as the monito

waterways 

Allows option to conduct active defense operations against weapons
platforms  

 
o Defines border crossing authority for all domains 

civil authorities  
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o Authorizes and encourages direct liaison among PSEPC, DHS, DCDS 
and CDR USNORTHCOM 

 
merican States as authority for missions 

 
Impediments 
 
The NORAD Agreement and TOR serve as key documents for the provision of bi-

ace defense.  Signed by the Minister of Foreign Affairs Canada and the 
.S. Secretary of State, the NORAD Agreement provides the requisite authority for 

ional 

ry 

ased upon the detailed analysis with an overall view toward enhancing military 
S are being analyzed and/or considered.  These AAS 

present BPG initiatives, which will be addressed periodically in subsequent BPG think 

 
o In addition to North Atlantic Treaty, invokes United Nations Charter, and

Charter of Organization of A
 
o Includes continuous improvement as part of our mandate to explore the 

possibility of expanding into other mission areas and domains 
 
o Includes a timely amendment process within the life of the agreement 

national aerosp
U
NORAD, both as a concept, and as an organization.  However, the lack of a bi-nat
political agreement at the FAC and DoS level for multi-domain defense and security of 
Canada and the United States may impede progression toward fully enhanced milita
cooperation against threats in the maritime and land domains in the near term.  
Therefore, expansion of the NORAD Agreement into other missions and domains 
should be a top priority.61

 
Areas for Additional Study 
 
B
cooperation in all domains, AA
re
pieces, papers and reports.  
 
CHAPTER 2:  AAS-01 through AAS-20 
 
AAS-01:  SHOULD THE PERMANENT JOINT BOARD ON DEFENCE (PJBD) MEMBERSHIP BE 
EXPANDED TO INCLUDE REPRESENTATIVES FROM THE DHS AND PSEPC DUE TO 
OVERLAPPING AREAS OF RESPONSIBILITY WITH DOD AND DND RESPECTIVELY? 
SHOULD THE TERMS OF REFERENCE BE EXPANDED TO ENCOMPASS BOTH DEFENSE AND 
SECURITY? SHOULD THIS BODY BE RENAMED TO PERMANENT JOINT BOARD ON 
DEFENSE AND SECURITY? 
 
AAS-02:  SHOULD THE CANUS MILITARY COOPERATION COMMITTEE (MCC) INCLUDE 
PERMANENT REPRESENTATIVES FROM NORAD, USNORTHCOM, AND DCDS? 
 
AAS-03:  WHILE NOT A MILITARY FUNCTION, SHOULD THE EMERGENCY MANAGEMENT 
ASSISTANCE COMPACT (EMAC) ORGANIZATION BE EXPANDED, SO THAT IT INCLUDES 
CANADIAN PROVINCES IN ADDITION TO AMERICAN STATES, IN ORDER TO PROVIDE 
GREATER CAPABILITIES FOR CONSEQUENCE MANAGEMENT? SHOULD THE TERMS OF 
THE EMAC ALSO CONSIDER USE OF BI-NATIONAL MILITARY ASSETS? 
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AAS-04:  SINCE AUTHORITY IS OFTEN AN ISSUE OR CONSIDERATION, SHOULD 
PROVISIONS OF THE PACIFIC NORTHWEST EMERGENCY MANAGEMENT ARRANGEMENT 
(1996) OR THE INTERNATIONAL EMERGENCY ASSISTANCE MOU (2001) BE DEVELOPED TO 
ENCOMPASS THE ENTIRE CANUS BORDER FOR ADJACENT PROVINCES AND STATES? 
WOULD THIS PROVIDE GREATER LEGITIMACY FOR SHARING BI-NATIONAL 
CAPABILITIES FOR CONSEQUENCE MANAGEMENT ACROSS THE BORDER? 
 
AAS-05:  NORAD HAS BEEN SUCCESSFUL IN REDUCING THE SEAMS AND GAPS BETWEEN 
CANADA AND THE UNITED STATES WITHIN THE AEROSPACE DOMAIN.  SHOULD THIS 
SAME CONCEPT BE PURSUED BY CANADA AND THE UNITED STATES IN EACH OF THE 
OTHER DOMAINS? SHOULD AN ALL DOMAIN AGREEMENT REPLACE THE CURRENT 
NORAD AGREEMENT?   
 
AAS-06:  SHOULD THE BSD BE CHANGED TO AN ABBREVIATED DOCUMENT THAT 
PROVIDES A BI-NATIONAL STRATEGIC GUIDANCE FOR THE AIR, LAND, AND MARITIME 
DEFENSE OF NORTH AMERICA? SHOULD THE BSD MIRROR THE U.S. JOINT STRATEGIC 
CAPABILITIES PLAN (JSCP), THE UNIFIED COMMAND PLAN (UCP), AND THE FORCES FOR 
UNIFIED COMMANDS (FORCES FOR) IN SCOPE? 
 
AAS-07:  SHOULD A SINGLE COMBINED DEFENSE PLAN (CDP) THAT INCORPORATES AIR, 
LAND, AND MARITIME DEFENSE OF NORTH AMERICA BE PRIORITIZED BY THE DCDS 
AND COMMANDER NORAD/ USNORTHCOM?  SHOULD THE REQUIREMENT FOR A CANUS 
COMBINED DEFENSE PLAN (CDP) BE INCORPORATED INTO THE U.S. JOINT STRATEGIC 
CAPABILITIES PLAN (JSCP) TO ENSURE PROPER RESORTING? 
 
AAS-08:  SHOULD THE RELATIONSHIP BETWEEN NORAD, USNORTHCOM, AND CANADIAN 
FORCES (CF) BE FORMALIZED TO ENSURE STREAMLINED PLANS, POLICIES, AND 
PROCEDURES FOR AEROSPACE, LAND, AND MARITIME DEFENSE OF NORTH AMERICA? 
 
AAS-09:  SHOULD THE RELATIONSHIPS BETWEEN DHS, PSEPC, DND, DOD, NORAD, 
USNORTHCOM, AND CF BE FORMALIZED TO ENSURE STREAMLINED PLANS, POLICIES, 
AND PROCEDURES FOR BI-NATIONAL MILITARY ASSISTANCE TO CIVIL AUTHORITIES 
(MACA) IN SUPPORT OF EITHER NATION? WHAT FORMAT SHOULD THIS TAKE? 
 
AAS-10:  SHOULD INFORMATION SHARING IN THE LAND, MARITIME, AND AEROSPACE 
DOMAINS BETWEEN THE NATIONAL DEFENSE COMMAND CENTER (NDCC) AND THE 
USNORTHCOM DOMESTIC WARNING CENTER- CURRENT OPERATIONS GROUP (DWC-
COG), AND NORAD BE FORMALIZED? SHOULD THE SSA INCLUDE INFORMATION ON 
AEROSPACE, LAND, AND MARITIME DEFENSE AS WELL AS POTENTIAL DISASTERS AND 
EMERGENCIES? IN WHAT FORM SHOULD SSA PLANS, PROCESSES AND PROCEDURES BE 
CREATED WITH A VIEW TOWARD STANDARDIZATION?  
 
AAS-11:  SHOULD WORK TOWARDS NETWORK-CENTRIC INFORMATION SHARING AMONG 
THE DHS, DOD, DND, AND PSEPC BE PURSUED? SHOULD PERMANENT USNORTHCOM 
REPRESENTATION WITHIN THE DHS OPERATIONS CENTER, AND DCDS REPRESENTATION 
IN PSEPC BE PURSUED?  
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AAS-12:  SHOULD INTEGRATION OF CANADIAN AND U.S. SYSTEMS INTO THE GLOBAL 
INFORMATION GRID (GIG) BE PURSUED TO DEVELOP NET-CENTRIC COMMUNICATIONS 
WITH INFORMATION SHARING AMONG DOD, DND, DHS, PSEPC, NDHQ, NORAD, 
USNORTHCOM, AND ALL COMPONENTS? 
 
AAS-13:  SHOULD CANADIAN MANNING FOR THE USNORTHCOM DWC-COG BE 
CONSIDERED, TO ENSURE SEAMLESS ISSA BETWEEN THE U.S. AND CANADA? SHOULD 
N/NC IO/PA AND NDHQ IO/PA DEVELOP STRATEGIES FOR INCREASED COORDINATION 
AND SYNCHRONIZATION OF EFFORTS? 
 
AAS-14:  SHOULD AMERICAN MANNING TO THE NDCC BE PROVIDED? 
 
AAS-15:  SHOULD SECURE, REDUNDANT 24/7 COMMUNICATIONS AMONG USNORTHCOM 
DWC-COG AND ALL STATE NATIONAL GUARD STANDING JOINT FORCE HEADQUARTERS, 
OR STATE EMERGENCY OPERATIONS CENTERS, AND DHS-FEMA REGIONAL OPERATIONS 
CENTERS BE DEVELOPED? 
 
AAS-16:  SHOULD SECURE AND REDUNDANT COMMUNICATIONS BETWEEN NATIONAL 
DEFENCE COMMAND CENTER (NDCC), ALL LAND FORCES AREA HEADQUARTERS, AND 
ALL DND REPRESENTATIVES AT THE PROVINCIAL EMERGENCY OPERATIONS CENTERS 
BE DEVELOPED? 
 
AAS-17:  SHOULD “THE AGREEMENT BETWEEN CANADA AND THE UNITED STATES ON 
PRINCIPLES AND PROCEDURES FOR TEMPORARY CROSS-BORDER MOVEMENT OF LAND 
FORCES”, DATED 13 MARCH 1968, BE UPDATED SO THAT CANUS FORCES CAN SUPPORT 
ONE ANOTHER DUE TO EXTRAORDINARY CIRCUMSTANCES [SUCH AS DEFENSE, 
EMERGENCIES, OR NATURAL DISASTERS].  SHOULD THE AGREEMENT BE MODIFIED TO 
ADDRESS LAND, MARITIME, AND AEROSPACE FORCES (VICE LAND ONLY)?  
 
AAS-18:  SHOULD DEFAULT CLASSIFICATION FOR INFORMATION AND INTELLIGENCE 
RELEVANT TO DEFENSE OF NORTH AMERICA BE “RELEASABLE TO CANADA” OR 
“RELEASABLE TO THE UNITED STATES” RESPECTIVELY, RATHER THAN “CANADA-EYES 
ONLY” OR “SECRET-NOFORN”? HOW CAN THIS BE PURSUED WITHIN THE CURRENT 
PARADIGM?  
 
AAS-19:  SHOULD A BI-NATIONAL REVIEW OF THE RULES OF ENGAGEMENT (ROE), USE 
OF FORCE (UOF), AND RULES ON THE USE OF FORCE (RUF) BE INITIATED TO ESTABLISH 
AN APPLICABLE SET FOR BOTH CANADIAN AND U.S. FORCES, WHICH ARE COMPLIANT 
WITH LAWS OF BOTH NATIONS IN EACH DOMAIN FOR (1) DEFENSE, AND (2) CIVIL 
SUPPORT? 
 
AAS-20:  AS PART OF BI-NATIONAL MISSION ASSURANCE, SHOULD DEFENSIVE 
INFORMATION OPERATIONS (IO), OR CYBER-SECURITY, BETWEEN CANADIAN AND U.S. 
MILITARY INFORMATION SYSTEMS BE PURSUED? 
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CHAPTER 3.  MARITIME DOMAIN AWARENESS  
 
The BPG tasking addressed by this chapter is to:  
 

“Maintain awareness of emerging situations through maritime surveillance 
activities.  Share intelligence and operational information in accordance with 
national laws, policies, and directives under the auspices of intelligence 
arrangements between the Department of Defense and NDHQ.  This shall 
include assessment of maritime threats, incidents, and emergencies to advise 
and/or warn Governments.”62

 
Using the BPG matrix introduced previously, this chapter is focused only upon cell 2.A.  
For greater clarity, this chapter is focused upon operational function “Detect or Sense”; 
however, it is not specifically focused upon “Deter, Prevent, or Shield”, “Defend, Defeat, 
or Act”, “Focused Logistics or Sustain” or Command.  
 

 
Figure 14:  Domain Awareness 

 
uthorities   

- The Ogdensberg Announcement (1940), the North Atlantic Treaty (1949), and 
or 

 
- CANUS MAREASTOP and CANUS MARWESTOP provide authority for the 

s.   
 

- The Canada/United States General Security of Information Agreement provides 

t release the information to a third Government without the 

b.  substantially the same degree 

c. given; 
e secrets, 

 

Aerospace Maritime Land Aerospace Maritime Land

GDA GOAL:

3.A

CIVIL SUPPORT
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X
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X X
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DEFENSIVE OPERATIONS
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A
 

The Enhanced Canadian/U.S. Security Agreement (2002) all provide authority f
enhanced maritime awareness.   

conduct of maritime surveillance and intelligence in support of HLD operation

authority for sharing classified information communicated directly or indirectly in 
that recipients:   

a. “will no
approval of the releasing Government; 
will undertake to afford the information
of protection afforded it by the releasing government; 
will not use the information for other than the purpose 

d. will respect private rights, such as patents, copyrights, or trad
which are involved in the information.”63 
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- The Rush-Bagot Agreement of 1817 (as modified) provides for a practical 
 

 
- The Proliferation Security Initiative (PSI) is focused on interdiction of proliferation-

 
efinitions 

efore conducting a gap analysis, one must begin with a definition of MDA, which is 

MDA is the effective understanding of anything in the maritime 

 
DA is a subset of the operational function “detect and sense”; however, it is greater 

incial/ 

that:  the 

  

GDA is the knowledge in all environments, of anything that could 

 
ence, GDA is achieved if the Detecting or Sensing function is seamlessly integrated 

ns 

- Modes of transportation within the land domain feed ships within the maritime 

-  blurs the boundaries between air, land, and 

- ic maritime threats expand the wide array of threat vectors 
t the 

 

 
These simple examples are not all-inclusive, but assist in shifting outdated Cold 

War paradigms65 related to the threat and our responses.  Traditional thinking does little 

disarmament of the Great Lakes.64  In 2003, Canada and the United States
agreed that the Rush-Bagot Agreement was not intended to cover law 
enforcement vessels with light armament.   

related shipments at sea, in the air, and on land (May 2003).  

D
 
B
proposed herein as  
 

environment that could adversely affect CANUS security, safety, 
economy or environment.   

M
than mere surveillance since it is very broad in scope and geography, acts as an 
enabler for all maritime missions and must be a fully integrated effort for local/prov
state/ & federal governments as well as the private sector.  Since the shipment of 
commodities or passengers in the maritime sector come from other modes of 
transportation, there are many inter-dependencies crossing this domain, such 
land domain is crucial and must be integrated into a multi-domain COP; LEA on land 
provides cues for a maritime intercept; and MDA must be viewed as an end-to-end 
international transportation problem as well as a subset of GDA, which we define as
 

adversely affect CANUS security, safety, economy or environment.   

H
across all domains, resulting in synergy within all other operational functions.  Due to 
multiple interdependencies and inter-connectivity, GDA supports a spectrum of missio
across many agencies and organizations, civilian and military.  Examples include:  
 

domain (and vice versa) 
Inter-modal transportation
maritime 
Asymmetr

- Law enforcement agencies may have the best sensing information, bu
military may have the best response capabilities, or vice versa, reinforcing a
need for interagency cooperation   
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to defe

 matrix model in the last chapter, BPG assessed the state of maritime 
urveillance between Canada and the United States as deficient based upon seams 

and a 

- Interagency (DND, DoD, DoJ, PSEPC, DHS, and FEMA) 
Air, and Land Forces, and USCG) 

rtation) 

. maritime 
forces have no peer.  However, the asymmetric focus of threats will attempt to exploit 
non-tra

r 
 of 

 

azardous cargos 
- Deceptive crew or cargo lists 

ield 
 

d passive surveillance 
f Canadian Coastal regions, as does the United States [limited in part because 

surveil
gle, bi-

n 

tion 

at an asymmetric threat, for instance:  the USS COLE was not attacked by an 
enemy destroyer; the Pentagon was not attacked by fighter aircraft or cruise missiles; 
and the withdrawal from Mogadishu, Somalia was not the result of a high technology, 
armored threat.  The boundaries have become blurred between defense, security and 
law enforcement, resulting in even greater need for bi-national GDA.  
 
Gap Analysis 
 

Using the
s

lack of mechanisms, plans, policies and procedures.  
 

- International (Canada and U.S. border) 

- Inter-service (Canadian and U.S. Navy, 
- Inter-modal transportation (land, maritime, and air transpo
 
When faced with a symmetric threat the combined Canadian and U.S

ditional delivery systems.  Ocean vessels and sea-launched cruise missiles or 
unmanned aerial vehicles are credible delivery systems that may become available to 
adversaries.66 Other asymmetric maritime activity may include the hijacking of large 
passenger vessels such as ferries or cruise ships, the use of small vessels for mining o
vehicle borne improvised explosive device (VBIED) attacks, smuggling and transport
terrorists and CBRNE via inter-modal containerized cargo, and attempts to detonate 
large oceanic vessels carrying certain dangerous cargos.  Additionally, adversaries may 
try to exploit under-protected, geographic seams along shared maritime borders such
as the GLSSS sub-region, or the Straits of Juan de Fuca.  Asymmetric threats in the 
maritime domain may result in death, injury, and/or property loss with an economic 
impact upon both nations partly due to:  
 

- Non-cooperative vessels with h

- Unmatched damage potential due to explosives y

Canada has maritime assets that provide limited active an
o

lance is not conducted 24/7, and the entire coastline is not covered].  Unlike 
mechanisms that support NORAD’s role in the aerospace domain, there is no sin
national, centralized hub of information to Detect or Sense maritime military or civilia
activities that may adversely affect our nations.  More must be done to improve and 
integrate DND/DoD ISR assets between each other and among other agencies.  This 
integration must occur with all stakeholders to include PSEPC, DHS, DoJ, the law 
enforcement agencies, the USCG and maritime forces from nations.  Being able to 
control what goes on above and under the waters within Canadian and U.S. jurisdic
requires mechanisms that facilitate critical capabilities to:   
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- Know exactly who is using those waters (ISR/MDA)  
- Fulfill the responsibilities implicit in claiming jurisdiction over certain bodies 

each country and the economy  

e function 

 
All of these functions may be performed by Canada or the United States, however 
ynergies can be achieved if conducted by Canada and the United States together.  In 

 the 

hared mechanisms such as a joint and combined headquarters, or a 
lly manned and fully networked ISR and maritime information fusing capabilities 

lligence Analyst, inside the CIFC, 
ho works closely with an American Maritime Intelligence Analyst.  Combined 

up 

nt of a 

 capabilities and bi-national cooperation, 
etween military and civilian intelligence coordination centers, have been identified in 

itime 

the 
PG pursues the bi-national staffing of a revised BSD and CDP through the CF OPP 

of water  
- Further our international relations and contribute to good order at sea to the 

benefit of 
- Maintain a clear expression of government authority in those waters and to 

investigate incidents:  a patrol and presenc
- Be able to respond appropriately to any violation of the law or threat to 

national security.67 

s
addition, a quick glance at Figure 7 (in Chapter 2) reveals significant seams among
cells in the maritime domain, and between the other domains.  This represents 
significant risk to Canada and the United States from maritime threats.   
 
BPG Initiatives 
 
Due to a lack of s
fu
between Canadian and U.S. operations centers, the BPG developed a maritime 
awareness concept that provides information sharing and awareness on VOI, as a 
temporary work-around for maritime awareness.   
 
This proof-of-concept positioned a CF Maritime Inte
w
information on the VOI is then provided to the Canadian National Defence Command 
Center (NDCC) and the U.S. Domestic Warning Center-Current Operations Gro
(DWC-COG).  Additional research is being conducted by the BPG’s C4ISR and 
Maritime staffs, and will be conducted between the Canadian and U.S. staffs in the 
areas of ISR, automated information sharing, intelligence fusion, and developme
shared COP in the maritime domain.   
 
Additional gaps in maritime surveillance
b
the GLSSS.  A bi-national team is investigating activities to improve strategic mar
domain awareness for the GLSSS.  Maritime ISR issues were also highlighted and 
discussed at a TTE that involved a CBRNE attack against Detroit and Windsor.   
 
Finally, the development of additional coordination issues will naturally evolve as 
B
and U.S. JOPES processes.   
 

38 



Impediments 
 

NORAD has a maritime picture incorporated into their COP that is shared 
between both countries.  This maritime picture includes the Canadian Maritime picture 
that is developed between the two navies and forwarded to USNORTHCOM from 
Atlantic Fleet and is received through a guard device.  Hence, the most significant 
impediment to enhanced maritime surveillance is the lack of seamless interagency MDA 
and ISR.  The efforts of DND, PSEPC, DoD, and DHS must be seamless 24/7 in 
GDA/MDA between all elements to include, but not limited to:  
 

- CA NDCC 
- CA MARPAC Athena 
- CA MARLANT Trinity 
- U.S. Coast Guard Sectors and Regions 
- U.S. National Maritime Intelligence Center (NMIC) 
- U.S. Maritime Intelligence Fusion Center Atlantic (MIFC LANT)  
- U.S. Maritime Intelligence Fusion Center Pacific (MIFC PAC) 
- USNORTHCOM DWC-COG 
- Other Interagency Centers (PSEPC, DHS, DoJ, ICE, RCMP, etc. ) 

Figure 15.  Notional Connectivity for MDA 

Not intended to be geographically accurate
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Additionally, for long term stability in MDA and GDA, the NORAD Agreement and TOR 
should be updated to include these new mission areas as elements of the agreement.  
Without the addition of MDA and GDA as NORAD mission areas, we increase risk to 
the defense of both nations due to continued ad-hoc relationships.  
 
Conclusions 
 
One of the most important elements in enhancing CANUS military cooperation is GDA.  
GDA describes the collective combination of people, processes, organizations and 
technologies that form the brain and central nervous system of bi-national military 
efforts.68  Therefore, CANUS forces must leverage both nations’ asymmetric 
advantages to the fullest extent possible, drawing upon robust command, control, 
communications, computers, intelligence, surveillance and reconnaissance (C4ISR) 
capabilities.  However, to provide GDA, these C4ISR assets must be compatible 
between the domains and across the borders to ensure network-centric warfare (NCW) 
capabilities.  NCW translates information superiority into combat power by effectively 
linking CANUS forces within the battle space, providing information superiority and 
shared awareness (ISSA) of the situation, and enabling more rapid, effective decision 
making.  In turn, communications will no longer be vertical (top-down, or bottom-up), but 
must resemble a spider’s web as depicted below [not all inclusive]:  

 

CMOC

NDCC

MARPAC Athena

MARLANT Trinity

USCGNIMC

MIFC PAC

MIFC LAT

NC-DWC

ISSA

DWC-COG

  
Figure 16:  NCW-Information Superiority and Shared Awareness 

 
Some military and civilian leaders may insist on focusing only upon their mission or 
domain, without sharing information between services, environments or across the 
CANUS border:  this is short sighted and results in a seam that could be exploited by an 
asymmetric threat.  The new rules of information-age NCW place significant emphasis 
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on information superiority and situational awareness (ISSA) as displayed in the figure 
above.69  
 
MDA is a subset of GDA, which supports a spectrum of missions across many agencies 
and organizations, and these missions drive additional requirements for awareness.  
Each node that has continuous responsibility to receive or transmit defense and security 
information must address bi-national users and sources:  
 

- Who needs the information, what is needed, how soon is it needed?  
 
- Where does the information originate and who can provide it? 

 
The focus on information sharing must shift from a “need to know” to a “need to 

share” paradigm between Canada and the United States security and defense forces.  
However, an attitude shift must also occur among different agencies within each 
country.  For example, during exploratory discussions and TTEs, the greatest push back 
on NORAD involvement in MDA came from mid-grade Navy and Coast Guard officers, 
not from senior personnel.  When one considers that the USCG is the U.S. first line of 
defense against threats in the maritime domain, and there is a reluctance by some 
officers to share information, then leaders must create a paradigm shift from a “need to 
know” to a “need to share” within the United States as well.  From a warfighter’s 
perspective a lack of Interagency (DoD and DHS), as well as inter-modal (air, land, 
sea), information sharing can result in vulnerabilities that can be as severe as a lack of 
information sharing between Canada and the United States.   
 

Furthermore, in accordance with United States Code, Title 14, Part 1, Chapter 1, 
Section 3, the USCG will work for the U.S. Navy when so directed:   

Upon the declaration of war or when the President directs, the Coast Guard shall 
operate as a service in the Navy, and shall so continue until the President, by 
Executive order, transfers the Coast Guard back to the Department of Homeland 
Security.  While operating as a service in the Navy, the Coast Guard shall be 
subject to the orders of the Secretary of the Navy who may order changes in 
Coast Guard operations to render them uniform, to the extent he deems 
advisable, with Navy operations. 70

 
Therefore, from a bi-national perspective, the USCG Districts as depicted upon the map 
in Figure 17 could create additional concerns about information sharing at the 
operational level.  On the Pacific Coast, MDA must include the Canadian Maritime 
Pacific, U.S. Navy-North (USNAVNORTH), and U.S. Pacific Fleets, but also the USCG 
Pacific Area Commander (PACAREA), the 11th, 13th, 14th, and 17th Districts.  On the 
Atlantic Coast, the information sharing must be seamless between Canadian Maritime 
Atlantic, USNAVNORTH, the U.S. Atlantic Fleet, the USCG Atlantic Area Commander 
(LANTAREA), and the USCG 1st, 5th, 7th, 8th, and 9th Districts. 
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US Coast Guard

Figure 17:  USCG Districts 
 
In addition, the GLSSS is a unique maritime region since it straddles the border 
between Canada and the United States.  Hence, the responsibilities of the USCG 
District 9 are significant, hence the funding and resources should be commensurate 
with this level of responsibility.  
 
Based upon the matrix model assessments in the previous chapter, one should not ask 
whether we need MDA or GDA, but how soon could we achieve it?  
 
Recommendations 
 
Canada and the United States share similar defense and security goals in all domains, 
therefore, the ability to Detect or Sense, which is to collect data, and share information 
and knowledge is essential for the protection of both nations.  In addition, Detect or 
Sense creates the conditions for success in all other operational functions and domains; 
hence it should receive the highest priority for bi-national implementation in the near 
term, since release of information between Canada and the United States, and among 
various agencies is critical to minimize gaps between security and defense roles.   
 
The superb work being facilitated by the USCG and the MDA working group should be 
expanded to include Canadian representation.  In addition, to eliminate gaps between 
air and sea, a steering committee could be created for GDA or Wide Area Surveillance 
to ensure sharing of information between the bi-national North American Air 
Surveillance Council, maritime, land and other working groups.  
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Figure 18.  Global Domain Awareness 
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A
with Initial Operational Capability (IOC) NLT May 2006.  As a bi-national organization
NORAD has numerous advantages to include:  
 

- Synergistic, bi-national execution 
- Experience in bi-national collection
- Experience in bi-national exercises 
- Communications infrastructure 
- Canadian presence throughout 

A
addition of MDA would eliminate seams or gaps that may otherwise be exploited b
symmetric or asymmetric forces using inter-modal transportation of people or 
equipment.  
 
C
NORAD to staff maritime sections that have the responsibility of interfacing with 
NORAD and USNORTHCOM J2, J3, and J5 continuously.  At the end of the BPG
Charter, Canadian personnel from the BPG could be tasked for this effort.  In additi
the United States should also consider positioning Maritime Intelligence Analysts as 
U.S. Exchange Officers within the Canadian NDCC and potentially the Athena and 
Trinity sites.  
 
A
 
B
Cooperation within the maritime domain the AAS 21-27 are proposed as listed bel
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CHAPTER 3:  AAS-21 THROUGH AAS-27 
 
AAS-21:  IN VIEW OF A GEO-POLITICAL SEAM THAT COULD BE EXPLOITED ALONG THE 
GREAT LAKES OR SAINT LAWRENCE SEAWAY, SHOULD THE RUSH-BAGOT AGREEMENT 
OF 1817 BE MODIFIED, SO THAT CANUS FORCES CAN POST ARMED WARSHIPS IN THE 
GLSSS AS NECESSARY? HOW CAN CANADA AND THE UNITED STATES EXPEDITE 
EFFORTS TO ADD SYNERGY TO BI-NATIONAL DEFENSE AND SECURITY ON THE GLSSS? 
 
AAS-22:  SHOULD FULLY INTEGRATED NET-CENTRIC, MARITIME SSA BETWEEN 
CANADIAN MARITIME NODES, AMERICAN MARITIME NODES, AND DOD, DND, DHS, 
PSEPC, CANADIAN AND U.S. BORDER & CUSTOMS AGENCIES, DCDS, NORAD, 
USNORTHCOM, AND ALL COMPONENTS BE PURSUED, AS A FIRST STEP TOWARD A 
MARITIME MISSION FOR NORAD? 
 
AAS-23:  SHOULD CONTINUOUS GLOBAL, DATA TRACKING ON MERCHANT AND 
PLEASURE SHIPS (OVER 300 TONS) DURING THEIR APPROACHES TO CANADIAN AND U.S. 
WATERS BE PURSUED? SHOULD THE AUTOMATED IDENTIFICATION SYSTEM (AIS) AND 
GLOBAL MARITIME DISTRESS AND SAFETY SYSTEM (GMDSS) BE IMPLEMENTED FOR 
ALL VESSELS IN CANUS WATERS? ALSO SHOULD A BI-NATIONAL INITIATIVE IN CAPITAL 
INVESTMENTS, IN ADDITIONAL SHORE-BASED STATIONS, TO RECEIVE AIS SIGNALS BE 
PURSUED? 
 
AAS-24:  SHOULD MARITIME FORCES TRACK AND ANALYZE THE PORTS OF CALL AND 
DECLARED CARGO OF MERCHANT SHIPS PRIOR TO THEIR ARRIVAL IN CANUS WATERS? 
SHOULD CANADA INVESTIGATE AN ARTICULABLE SOLUTION (WITH METRICS) TO 
FACILITATE AN INCREASED NOTICE-OF-ARRIVAL RULE TO 96 HOURS? 
 
AAS-25:  SHOULD INTELLIGENCE SHARING ON MARITIME THREATS BETWEEN THE U.S. 
AND CANADA, USING A FLOW OF INFORMATION AMONG THE NATIONAL MARITIME 
INTELLIGENCE CENTER (NMIC), ONI, TRINITY, ATHENA, DCDS, AND USNORTHCOM BE 
FORMALIZED? 
 
AAS-26:  SHOULD REAL TIME INTELLIGENCE FROM THE U.S. NATIONAL MARITIME 
INTELLIGENCE CENTER FOR CORRELATION AND FUSION WITH THE CANADIAN 
MARITIME INTELLIGENCE CENTER CONTINUE TO BE USED? HOW SHOULD THIS BE 
FORMALIZED TO MAKE THIS ENDEAVOR ROUTINE? 
 
AAS-27:  SHOULD DIRECT CONNECTIVITY WITH THE EVOLVING U.S. NATIONAL 
MARITIME SURVEILLANCE SYSTEM BE ESTABLISHED? SHOULD DATA LINKS FOR 
MARITIME AWARENESS BECOME NET-CENTERED, AND SHARED BETWEEN THE NDCC 
AND USNORTHCOM DWC-COG? 
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CHAPTER 4.  EXERCISES, TRAINING, AND VALIDATION  
 
This chapter addresses BPG TOR tasks #4, 5, and 6:   
 

- Task #4.  Design and participate in exercises  
- Task #5:  Plan and participate in joint training programs 
- Task #6:  Validate plans prior to approval 

 
Each of these tasks is an enabling task of the preceding mission areas and support the 
CF OPP and the U.S. JOPES, therefore they are addressed in this chapter collectively.   
 
Overview 
 

NORAD regularly conducts training programs and exercises to respond to threats 
in the aerospace domain.  However, Canada and the United States do not routinely 
conduct joint and combined training exercises at the strategic or the JTF/operational 
levels, in the land or maritime domains.  Joint, bi-national training and exercises 
conducted across all domains would enhance defense of our homelands, but could also 
provide added benefits to CF and U.S. forces should they deploy to an overseas crisis, 
disaster or emergency.  Capitalizing on the 46-year success of NORAD, an exercise 
and training program could be planned and implemented by NORAD/USNORTHCOM 
J7 and NDHQ DPDT/J7, to enhance military cooperation in the land and maritime 
domains, if so directed by our respective governments.  

 
Excluding NORAD exercises that are focused on threats in the aerospace 

domain, no major bi-national exercises have occurred in a joint and combined manner 
through this year, however, plans are under development to do so.  For instance, 
Canadian Strategic Collective Training Guidance 2004 articulates specific strategic 
collective training objectives (CTO), which include “Defence of North America 
Operations in conjunction with U.S. Forces and IAW CANUS Op Plans.”71 Two CTO 
sub-tasks include:   
 

CTO 021 – Defend Canadian and U.S. territory, in cooperation with U.S. forces, 
against potential threats to security.  

 
CTO 022 – Conduct operations and exercises in concert with U.S. forces in a 
bilateral or multilateral context.   

 
Given the assumption that these CTO will be allocated sufficient resources (time, 
money and personnel), CANUS training and exercises will be enhanced.  However, the 
key to continuous improvement is routinely scheduled bi-national exercises that are 
benchmarked against metrics.  
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Discussion 
 

This chapter identifies tasks that enhance CANUS military cooperation.  Using 
the Canadian Joint Task List (CJTL) and U.S. Universal Joint Task List (UJTL) as 
benchmark metrics, the critical tasks required for seamless defense of Canada and the 
United States can be trained, exercised and rehearsed.  Once identified, the specified 
and implied Joint Mission Essential Task Lists (JMETL) derived from the CJTL and 
UJTL72 provide the lexicon, or common language, that can be used to document 
warfighting needs and to develop joint and combined (bi-national) training plans that 
directly support CANUS operations plans.  In addition, by conducting a bottom-up 
analysis in a systemic manner, one can also identify the tasks that have, or have not, 
been made routine.  In addition, once tasks are identified at the strategic-theater (ST) 
level, then the mechanism needed to perform the task can be identified more easily.   
 

The analysis in Chapter 2 addresses the current status of CANUS operational 
plans, but does not look at a functional analysis by task.  Hence, the eight CJTL and 
nine UJTL strategic-level tasks as indicated in Figure 19 and 20 are discussed further 
herein.  This analysis is focused on whether the task is conducted in the aerospace, 
maritime, or land domain in support of bi-national HLD or CS.  Figure 19 lists critical 
strategic tasks from the CJTL and UJTL.  For example, an “X” is listed in the first 
column (defensive operations, aerospace domain) to indicate that NORAD is doing 
each of these tasks bi-nationally.  

Are these tasks conducted binationally, in a routine and systematic manner?
A
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CJTL
S 1 MILITARY STRATEGIC COMMAND X
S 2 MILITARY STRATEGIC INFORMATION AND INTELLIGENCE X
S 3 CONDUCT MILITARY STRATEGIC OPERATIONS X
S 4 MILITARY STRATEGIC MOBILITY X
S 5 MILITARY STRATEGIC FORCE PROTECTION X
S 6 SUSTAIN X
S 7 MILITARY STRATEGIC FORCE GENERATION X
S 8 CORPORATE STRATEGY AND POLICY X

UJTL
SN 1 CONDUCT STRATEGIC DEPLOYMENT AND REDEPLOYMENT X
SN 2 DEVELOP BI-NATIONAL STRATEGIC INTELLIGENCE, SURVEILLANCE AND RECON X
SN 3 EMPLOY FORCES X
SN 4 PROVIDE SUSTAINMENT X
SN 5 PROVIDE STRATEGIC DIRECTION AND INTEGRATION X
SN 6 CONDUCT MOBILIZATION X
SN 7 CONDUCT FORCE DEVELOPMENT X
SN 8 FOSTER BI-NATIONAL AND INTERAGENCY RELATIONS X
SN 9 MANAGE STRATEGIC DETERRENCE OF CBRNE WEAPONS X

Defensive 
Operations Civil    Support

 
 

Figure 19:  Bi-national Mission Essential Tasks – Multi-Domain 
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As an example, CJTL S-2, “Military Strategic Information and Intelligence”, and UJTL 

:  
.  

Figure 20:  Task Hierarchy 
 

(1)  The SN level is addressed by CANUS leaders through the development of 

 of 

 
)  The ST level guidance is addressed by the BSD, which was described in 

 

ST-2 “Develop Strategic Intelligence, Surveillance, and Reconnaissance” (ISR) are 
further subdivided into HLD and CS missions within aerospace, maritime, and land 
domains.  Figure 20 shows the hierarchical linkage between the following four levels
strategic national (SN), strategic theater (ST), operational (OP), and tactical (TA) levels
Within CANUS relationships, the “mechanism” by which each level has been addressed 
is as described in the paragraphs, which follow:  
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the NORAD Agreement, which addresses air sovereignty and aerospace 
defense.  Although the current NORAD Agreement addresses the defense
Canada and the United States in the aerospace domain, it does not address 
response to threats in the maritime and land domains.  

(2
Chapter 2.  
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(3)  OP-level tasks have previously been addressed through mission analysis 
within four separate operations plans that were described in Chapter 2:  
NORAD CONPLAN, CANUS LANDOP, MAREASTOP and MARWESTOP.  
However, excluding NORAD, none of these plans cascades from the theater 
to the operational level of planning, and down to the OP and TA tasks 
required to train or implement them.   

 
(4) TA-level tasks include joint/interoperability tactical tasks and the applicable 

Service tasks, but are not be developed or addressed in this analysis.  
 
At the ST-level, the senior Commander develops the overall bi-national theater 

strategy in support of the Canadian National Security Plan and the U.S. NSS, and in 
compliance with the Canadian SOC and the U.S. NMS.  This strategic concept is 
normally formalized at the joint and combined level through an OPLAN or CONPLAN 
developed in accordance with CF OPP and/or the U.S. JOPES.  After the CDS and the 
CJCS approve a bi-national OPLAN or CONPLAN, it must be exercised to ensure 
synchronization of the concept at the operational level.  Exercises and training are 
normally geared towards the JMETL developed from the CJTL/UJTL and the OPLAN.   
 

Within the CJTL/UJTL, one of the critical strategic tasks is to conduct theater ISR 
in the aerospace, maritime and land domains.  This task is further subdivided into 
aerospace, maritime and land ISR at the operational and tactical levels.  As indicated in 
Figure 20, the maritime and land domains are indicated by red (CA) or blue (U.S.) 
blocks to indicate that these ISR tasks are being conducted separately by Canadian and 
U.S. military, but not bi-nationally.  At the OP- and TA-levels, there are two blocks in the 
center of Figure 20 for “Aerospace Intelligence, Surveillance and Reconnaissance” that 
are shown in dual blue and red colors because aerospace ISR is conducted bi-
nationally by NORAD.  Hence, cells in the chart that was introduced in Figure 19 can be 
marked with an X on the ISR line and under the aerospace domain heading.   

 
Some might argue that other cells could be checked under several of the other 

domains and missions, however, they are not because this section addresses whether 
the tasks are conducted routinely, or systemically.  This chapter has a more rigorous 
examination than that conducted in Chapter 2, because we are not merely addressing 
whether there are plans in place, but whether the plans, processes and procedures are 
trained routinely in order to create synergy, enhance interoperability and optimize costs 
(costs may be personal, monetary or other resources).  
 

To add further substance to this analysis, sub-tasks were also reviewed from a 
bi-national context (as in Figure 19).  Although each of these subtasks is routinely 
conducted at the theater and operational levels for defense against threats in the 
aerospace domain, they are not systemically conducted bi-nationally against threats in 
the maritime or land domains, since formal mechanisms do not exist to do so.  Nor are 
they routinely trained or exercised bi-nationally across all domains for military 
assistance to civil authorities.  
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Aerospace Maritime Land Aerospace Maritime Land

GDA GOAL:

3.A

CIVIL SUPPORT

6.A

X

4.A 5.A

X X

DETECT, SENSE

DEFENSIVE OPERATIONS

1.A 2.A

X X X

US-UJTL
SN 2. Develop Bi-national Strategic Intelligence, Surveillance, 
and Reconnaissance
SN 2.1 Plan and Direct Strategic Intelligence Activities
SN 2.2 Collect Strategic Information
SN 2.3 Process and Exploit Collected Strategic Information
SN 2.4 Produce Strategic Intelligence
SN 2.5 Disseminate and Integrate Strategic Intelligence
SN 2.6 Evaluate Intelligence Activities

CJTL
S 2 Military Strategic Information and Intelligence
S 2.1 Plan and Direct Intelligence Activities
S 2.2 Manage and Exploit Information, Communications and 
Information Systems (CIS) and Procedures
S 2.3 Direct the Production of Strategic Intelligence
S 2.4 Disseminate and Integrate National Intelligence
S 2.5 Evaluate Intelligence Effectiveness

 
Figure 21.  Bi-National Intelligence, Surveillance, and Reconnaissance 

 
The initial step of this analysis determined that information sharing and/or ISR, is 

robust in the aerospace domain, but not routinely conducted bi-nationally in the other 
domains for defense, and not systemically in the CS mission area and domains.  As 
indicated in Chapter 3, MDA and subsequently GDA are essential to fight symmetric or 
asymmetric threats effectively.  Hence, mechanisms needed to ensure that information 
sharing occurs across each mission and all domains are needed to enhance CANUS 
military cooperation.  Information sharing and ISR are communications dependent and 
may occur in the cyber realm only and/or may occur using physical or “bricks and 
mortar” interfaces such as liaison officers.  The need to share information has been a 
consistent theme throughout this study, and provides support for a JCOIIAC, which is 
discussed in the next chapter.  Using this same methodology, the remaining CJTL/UJTL 
tasks are discussed in the paragraphs that follow.   
 

Canada and the United States routinely schedule and conduct deployment and 
redeployment of aerospace forces under the direction of CDR NORAD and NORAD 
Region Commanders, practicing the tasks listed in Figure 22.  On occasion, the CF 
maritime forces in the Pacific and Atlantic deploy with U.S. Navy Carrier Battle-Groups 
however, the maritime deployments are not routinely scheduled and executed with a 
focus on interoperability for the defense of CANUS territory.  The same is true of 
Canadian and U.S. land forces.  CF and U.S. forces deployed separately to Afghanistan 
for the GWOT, but the most recent deployment was not synchronized as a bi-national 
operation.  Yet synergies may have been achieved if the preparation, deployment and 
employment were approached bi-nationally at home, for missions overseas.  
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US-UJTL CJTL
SN 1 Conduct Strategic Deployment and Redeployment S 4 Military Strategic Mobility

SN 1.1 Determine Transportation Infrastructure and 
Resources

S 4.1 Determine the Requirement for Deployment and 
Recovery Support

SN 1.2 Conduct Deployment and Redeployment S 4.2 Initiate Deployment and Recovery

Figure 22:  Strategic Deployment and Redeployment 
 

Similarly, CS in each nation has remained a national issue, hence bi-national 
deployment, employment and redeployment has not been synchronized or 
standardized.  The Temporary Cross-Border Movement of Land Forces Between the 
United States and Canada Agreement, dated 13 Mar 1968 permits cross border 
movement for deployment and employment of CANUS forces in four instances, 
however it has not been proactively or systemically used for bi-national JTF-operational 
level deployments, exercises or rehearsals in over a decade.  In addition, the 
agreement has a stovepipe focus upon land, rather than multiple domains.  
 

US-UJTL CJTL
SN 3 Employ Forces S 3 Conduct Military Strategic Operations
SN 3.1 Coordinate Forward Presence of Forces in 
Theaters S 3.1 Shape the Theatre of Operations
SN 3.2 Manage Strategic Firepower
SN 3.3 Employ Strategic Firepower
SN 3.4 Protect Strategic Forces and Means 
SN 3.5 Provide Space Capabilities S 5 Military Strategic Force Protection
SN 3.6 Conduct Survivable Mobile Command Center 
Operations and Planning Functions S 5.1 Define the Protection of the Force

S 3.2 Co-ordinate Provision of Military Operations Across 
the Spectrum of Conflict

Figure 23:  Employ Forces Bi-nationally 
 
 Similarly, Canada and the United States routinely conduct employment of 
aerospace forces under the direction of CDR NORAD and NORAD Region 
Commanders, accomplishing the tasks listed in Figure 23 (firepower is loosely 
interpreted as any weapons platform).  Despite existence of LANDOP, MAREASTOP, 
and MARWESTOP the training for and actual employment of bi-national forces have 
existed systemically in the aerospace domain, but has been ad-hoc in other domains.   
 

Sustainment of forces has predominantly been a national responsibility,73 but 
NORAD has achieved synergies in this task as well.  For instance, Canadian CF-18 
aircraft exercise air-to-air refueling with USAF tankers.  Sustainment between CANUS 
land forces could occur, but is not routinely scheduled or exercised through 2004.   
 

Although PSEPC and DHS-FEMA are primary departments or lead agencies for 
most disasters or domestic emergencies, the CF and U.S. military may be tasked to 
provide support to them or other agencies.  Most CS missions tasked to military forces 
are logistics oriented such as providing:  medical support, transportation, supplies, etc.  
Hence, synergies could be attained in CS across all domains by focusing on logistical 
plans, policies, procedures, and the bi-national training or exercise of tasks that are 
listed in Figure 24.  In addition, the training and exercises among bi-national aerospace, 
maritime, and land forces in the defense of Canadian and U.S. territory also has the 
benefit of greater operational, tactical, and logistical interoperability between our forces 
when they conduct real-world missions overseas.  
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US-UJTL CJTL

S

 
Figure 24:  Sustain Forces Bi-nationally 

 
 Strategic directi rol, communications, 

nd computers (C4) tasks.  Hence, CJTL S-1 and UJTL SN-5 are focused not only upon 

 the 
he 

 Conducting force generation is a national responsibility.  However, the aerospace 
domain is marked (Fi obilization and 
xpansion of NORAD forces are geared to the NORAD CONPLAN and graduated force 

on is typically dissected into command, cont
a
the leadership that provides strategic direction, but also the physical communications 
and information systems that facilitate decision-making.  Commander NORAD and his 
bi-national staff provide this assessment within the aerospace domain.  None of the 
cells in the other missions and domains (Figure 19) are marked with an X because 
these tasks occur separately in Canada and the United States, not in a bi-national 
manner.  These tasks are contingent upon nation-to-nation consultations resulting in
NORAD Agreement, which is focused only upon bi-national response to threats in t
aerospace domain.  Hence, expansion of NORAD into multiple domains should be a 
key element of the discussions for a new agreement in 2006.  
 
 

N 4 Provide Sustainment S 6 Sustain

SN 4.1 Procure and Distribute Personnel S 6.1 Sustain the Force with Materiel and Services
SN 4.2 Provide for Base Support and Services S 6.2 Develop Sustainment Base
SN 4.3 Provide for Personnel Support  S 6.3 Direct Personnel Support
SN 4.4 Reconstitute Forces and Means
SN 4.5 Set Sustainment Priorities
SN 4.6 Acquire Materiel
SN 4.7 Acquire, Manage and Distribute Funds

US-UJTL CJTL
SN 5 Provide Strategic Direction and Integration S 1 Military Strategic Command

SN 5.1 Operate and Manage Global Strategic 
Communications and Information Systems

S 1.1 Provide Military Strategic Direction to the Forces

SN 5.2 Assess Worldwide and Regional Strategic 
Environment

S 1.2 Determine the Objectives to Attack the Adversary

SN 5.3 Determine Military Strategic Direction
SN 5.4 Provide Strategic Direction to Forces Worldwide
SN 5.5 Coordinate Worldwide Information Operations
SN 5.6 Provide Public Affairs Worldwide
SN 5.7 Manage DoD Resources
SN 5.8 Provide Direction and Coordination for historical 
Documentation of Operations

 
Figure 25:  Bi-national Strategic Direction 

 

gure 19) for defense of CANUS because the m
e
options (FO).  NORAD FOs provide triggers for Canadian and U.S. Air Forces to 
increase numbers of fighters and other units.  The CJTL/UJTL mobilization tasks in 
each of the other domains do not have processes and procedures that trigger 
expansion of CANUS land or maritime units.   
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US-UJTL CJTL
SN 6 Conduct Mobilization S 7 Military Strategic Force Generation

SN 6.1 Prepare for Mobilization
SN 6.2 Alert Forces for mobilization
SN 6.3 Mobilize at Home Station S 7.2 Assemble and Train Elements and Joint Forces
SN 6.4 Move to Mobilization Station S 7.3 Activate Reserve Forces

S 7.4 Direct Personnel Requirements

SN 6.6 Mobilize CONUS Sustaining Base
SN 6.7 Provide Command and Control over Mobilized 
Forces

S 7.1 Formulate Doctrine, Requirements and Force 
Development

SN 6.5 Prepare Units and Individuals at Mobilization 
Station or CONUS Replacement Center for Deployment S 7.5 Provide Defence Science and Technology Support

Figure 26:  Mobilization 
 
 The remaining CJTL/UJTL strategic tasks are listed in Figure 27.  Once again, 

areas. 
 

 
Figure 27:  Government-wide Support 

 
CONCLUSIONS 
 

Training and exercises are “mechanisms” to produce greater interoperability, 
which is defined as the ability of systems, units, or forces to provide services to and 
accept services from other systems, units or forces, and to use the services so 
exchanged to enable them to operate effectively together.  However, training and 
exercises are normally conducted to rehearse JMETL in support of operations plans 
that have been created to address a specific mission; and current bi-national OPLANS 
that address threats in the maritime and land domains are deficient in part due to the 
lack of training.   

 

US-UJTL CJTL
SN 8 Foster Bi-National Inter-Agency Relationships S 8 Corporate Strategy and Policy

SN 8.1 Support Other Nations and Groups
SN 8.2 Provide Government-wide Support
SN 8.3 Coordinate Military Activities within the Interagency 
Process

S 8.2 Foster Alliance and Regional Relations and Security 
Arrangements
S 8.3 Assist in the Development of Policies for National 
and International Security
S 8.4 Support Government-Wide Programs or Initiatives

S 8.1 Identify Strategic Priorities, Provide Policy and 
Planning Guidance

the tasks are accomplished in support of a bi-national response to threats in the 
aerospace domain for defense of CANUS, but there is a lack of systemic bi-national 
cooperation across each of the other tasks in each of the other domains.  Although 
USNORTHCOM has made significant progress in interagency coordination within the 
United States, the lack of codified bi-national procedures in SN 8, “Fostering [Bi-
national] Interagency Relations” may become cause of great concern if another attack 
similar to September 11th, 2001 occurs.  Likewise, CDS/DCDS has made great strides 
in task S 8, however our nations currently lack a bi-national response in these critical 

74
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The unique roles of the CDS, Deputy CDS, and CDR USNORTHCOM facilitate 
joint operations and training within Canada and the United States respectively.  
However, to ensure successful bi-national and/or cross-border operations, training must 
be a high priority between CF and USNORTHCOM.  The DCDS and Commander, 
NORAD-USNORTHCOM should be empowered and funded to conduct regularly 
scheduled, joint and combined training that enhances the capabilities of Canadian 
Forces, as well as U.S. active duty and reserve forces, and State National Guard forces.  
Training and exercises should occur across the entire spectrum of threats, both 
symmetric and asymmetric.  Prioritization, emphasis and funding must also occur for 
training on the mitigation and remediation of the effects of attacks from CBRNE 
attacks.75  

 
Canadian NDHQ J7 Doctrine a tandardization (DLLS) 
ompile the joint and combined lessons learned data base; similarly, the U.S. Joint 

 
vents 

 

i-

 
prove bi-national operations plans.  

 

nd Lessons Learned and S
c
Center for Lessons Learned (JCLL) is to collects, processes, analyzes, distributes, and
archives lessons learned, issues and key observations from operations, training e
and other sources to enhance the combat effectiveness and interoperability of joint 
forces.  Lessons learned or After Action Reports (AAR) are normally developed after
each training exercise and they are currently compiled in Kingston, Ontario and 
Leavenworth, Kansas for land operations.  Likewise, lessons learned from each b
national, joint training exercise should also be developed and used to continuously 
improve response time, efficiency, and effectiveness in all domains.  The AARs would 
then serve as a repository of on-line information for operational planning that would be
used to im

• Analyze reason for not 
making desired results

• Determine what 
changes to make to 
better achieve desired 
results

• Standardize if desired 
results are achieved

Plan
• What to do?
• How to accomplish it?

• Carry out the plan• See if desired results 

Do
were achieved 

k

Act

Chec

Figure 28:  PDCA Cycle 
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 PG analysts assessed OPLANS in Chapter 2, however, the development of 
plans c

  

hat, 
nce 

PLAN 

heck.  The AAR or lessons learned are developed during and after the 
exercise to ensure that the desired results were obtained in accordance with 

r 

dress 
 in 
.  

 for improvement.  

In addition, the adage to “train the way you fight” leads to the understanding that 
each of the critical tasks should be part of systemic or routine operations.  Since the 
majority of these tasks are already conducted unilaterally within Canada or the United 
States, the major seam or gap addressed throughout this chapter is the lack of bi-
national interoperability.  Hence, a bi-national staff (such as NORAD) could facilitate 
success in each mission area and multiple domains.   

 
Building upon NORAD’s successes in the aerospace domain, the staff could be 

expanded to include missing specialties.  As an example, the CIFC has sufficient 
numbers of aerospace intelligence analysts, but would require additional maritime 
intelligence analysts to systemically address bi-national strategic ISR or MDA for real-
world and training purposes.  Levels of bi-national interoperability, potential expansion 
of staff, and organization of operational units is further addressed in the next chapter.    
 
BPG Initiatives 
 

In this chapter, BPG discussed strategic tasks from the CJTL/UJTL, which 
applied to each operational function across all domains and mission sets to facilitate bi-
national operations.  The intent of this analysis was to provide a current assessment 
ased upon strengths that exist

B
annot be viewed in isolation.  Using the plan, do, check, act (PDCA)76 cycle in 

Figure 28, we can focus on a holistic approach to CANUS defense and security. 
 

1. Plan.  A bi-national OPLAN or CONPLAN is developed to answer who, w
when, where, and how defense or security will be conducted in accorda
with the Commander’s Intent, as developed per CF OPP or JOPES.  

 
2. Do.  Bi-national training and exercises are conducted to rehearse the O

or CONPLAN.   
 

3. C

measurable objectives established that are focused upon CJTL/UJTL o
mission essential task lists as discussed above.   

 
4. Act.  Bi-national plans, processes and procedures are then refined based 

upon the successes and opportunities for improvement identified.  
 
This PDCA cycle is alive and well within N/NC J7 for bi-national exercises that ad
threats in the aerospace domain.  However, a bi-national focus on PDCA for threats
the maritime or land domain, as well as bi-national MACA missions is not developed
Part of the reason that MAREASTOP, MARWESTOP, and CANUS LANDOP are not 
synchronized like the NORAD CONPLAN is due to a lack of prioritization, a lack of 
training, and hence a non-existent PDCA cycle

 

b  or areas for improvement.  Once the CAP and CDP are 
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fully developed and approved, BPG can then chart a path forward for future training a
exercises to rehearse these critical bi-national plans.  An example of the CJTL/UJTL 
analysis was shown previously in figures 19 and 20.  At the SN-level, the bi-nationa

nd 

l 
ission essential tasks would include:  “Accomplish objectives of bi-national military 

strateg
 

Bel plish 
objectives of bi-national theater strategy. ” The senior commander’s theater strategy is 
normally d
a “Strategic Concept. ” [Note that both of these blocks are colored with blue and red to 

present bi-national constructs. ] Still at the ST-level, are nine other blocks; the one 
that is 
 

At th
accomplis omponent Commanders or 
ther operational commanders.  The five blocks state:  

 
- sk) 
- Conduct Theater Land ISR (colored in blue to indicate U.S. Task) 

  

ical ISR.  The entire 
JMETL is predicated upon rehearsal of a strategic plan (such as the CDP and CAP).  
The tra

 

 
lyses of natural disasters and 

terrorist incidents.  Lessons learned from each TTE on processes, functions, and 
mecha

ture 
  

 

echanisms with relevant Canadian Departments and U.S. Federal Agencies.  

Finally, in February 2004, twenty-eight Canadian Forces and OGD/OGA 
person ce 

g 

m
y.”  

ow this block, at the ST-level, the JMETL would also include:  “Accom

eveloped in accordance with the CF OPP and/or the U.S. JOPES, resulting in 

re
highlighted in blue and red reads:  “Conduct Theater Strategic ISR.”  

e OP-level, five separate blocks represent mission essential tasks that are 
hed by Joint Force Aerospace, Maritime, or Land C

o

Conduct Theater Maritime ISR (colored in blue to indicate U.S. Ta

- Conduct Theater Aerospace ISR (colored in blue and red to indicate bi-
national task) 

- Conduct Theater Maritime ISR (colored in red to indicate a Canadian Task)
- Conduct Theater Land ISR (colored in red to indicate a Canadian Task) 

 
At the tactical level, the critical tasks cascade further into tact

ining and exercises between land and maritime forces would then validate (or 
invalidate) the operations plan.  Hence, the BPG tasker to validate plans will occur as
the CAP and CDP near completion.  
 

On a near term basis, as part of the CAP development, the BPG initiated a TTE
program to provide scenario-driven discussion and ana

nisms are being embedded in both defense and CS planning.  By design, these 
TTEs were joint and combined, and included military and civilian stakeholders.  Fu
TTEs will also assist in validating plans prior to submission for bi-national approval.
This is compliant with the OPP/JOPES processes where a plan is developed through 
the deliberate planning process and then exercised to refine the plan. 77 The TTEs also
serve to establish, and then refine, the appropriate coordination processes and 
m
 

nel observed USNORTHCOM’s Exercise UNIFIED DEFENSE 04 to introdu
NDHQ J-Staff representatives to USNORTHCOM’s operational processes and key 
personnel.  This was a good first step toward enhanced cooperation in CANUS trainin
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and exercises.  The next step must be actual participation at the strategic and 
operational levels, geared toward joint and combined UJTL/CJTL tasks.  
 
Impediments 
 

1. A previous lack of funding (prior to 2004) dedicated to bi-national 
s 

 dedicated 
budgets to this end.  

 

nd is 
upport of 

 operandi for training within BPG since inception.   
 
Area or A

Base

training and exercises has been identified as one of the many reason
that CANUS LANDOP, MAREASTOP, and MARWESTOP were not 
rehearsed in the past.   

 
2. The primary impediment to bi-national training was, and is, a lack of 

prioritization in the non-aerospace domains, as evidenced by

3. Need to prioritize bi-national training in multiple domains among DCDS, 
NORAD and USNORTHCOM.  

 
4. BPG is not sufficiently manned to develop large-scale exercises, a

therefore limited to creating smaller training and exercises in s
plan development, TTEs, focus sessions or symposiums.  This fact has 
been modus

s f dditional Study 
 

d upon the detailed analysis with an overall view toward enhancing CANUS 
Cooperation within all domains, AAS-28-36 are proposed for further research.  
 
CHAPTER 4:  AAS-28 through AAS-36 
 
AAS-28:  SHOULD FUNDING BE PROVIDED TO ENSURE BI-NATIONAL TRAINING OF CANUS 
FORCES FOR HLD, AS WELL AS HLS AND CIVIL SUPPORT TRAINING ROUTINELY? 
 
AAS-29:  SHOULD COMMANDER, USNORTHCOM BE ASSIGNED COMBATANT COMMAND 
AUTHORITY OVER 1ST AND 5TH CONTINENTAL U.S. ARMY, AS WELL AS THE STAFFS OF 
HIS COMPONENT COMMANDS? [COCOM OVER 1ST AND 5TH CONUS PERMITS 
COMMANDER, USNORTHCOM TO INFLUENCE TRAINING OF THE RESERVE COMPONENTS 
FOR HLD AND HLS. ]  
 
AAS-30:  SHOULD COMMANDER, USNORTHCOM HAVE APPORTIONED AND ASSIGNED 
FORCES TO CONDUCT HIS MISSION, WHICH WOULD BE DEDICATED TO HOMELAND 
DEFENSE OR CIVIL SUPPORT? SHOULD TRAINING BE CONDUCTED BETWEEN U.S. AND 
CANADIAN FORCES IN THESE MISSION AREAS? 
 
AAS-31:  SHOULD DEFENSE COORDINATION OFFICERS (DCO) AND EMERGENCY 
PREPAREDNESS LIAISON OFFICERS (EPLOS) BE ASSIGNED TO USNORTHCOM, FOR 
GREATER EFFICIENCIES DURING DISASTERS OR EMERGENCIES, AS WELL AS TRAINING 
EXERCISES? 
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AAS-32:  IN ORDER TO CREATE A MEDICAL SURGE CAPABILITY, FOR TRAINING OR REAL 
WORLD MISSIONS, SHOULD CHANGES IN LEGISLATION BE ADVOCATED, WHICH WOULD 
ADDRESS CREDENTIALING ISSUES AND PROTECT MILITARY DOCTORS AND MEDICAL 
CAREGIVERS FROM LAWSUITS, IF RENDERING AIDE TO CIVILIANS, AS A RESULT OF 
MILITA  RESP  RY ONSE TO HOSTILE ATTACK OR MILITARY ASSISTANCE TO CIVILIAN
AUTHORITIES? 
 
AAS-33:  LIKEWI E SE, SHOULD POLICY CHANGES BE ADVOCATED TO ENHANCE THE ROL
OF CANUS MILIT T OF A MILITARY RESPONSE TO HOSTILE ARY CHAPLAINS AS PAR
ATTACK OR MILITARY ASSISTANCE TO CIVILIAN AUTHORITIES? 
 
AAS-34:  SHOULD LEGISLATIVE CHANGES BE ADVOCATED TO PERMIT THE WEAPONS OF 
MASS DESTRUCTION-CIVIL SUPPORT TEAMS (WMD-CST) TO ASSIST CANADA (IF 
REQUIRED)? 
 
AAS-35.  SHOULD A TRAINING AND EDUCATION INSTITUTE BE ESTABLISHED, WHICH 
WOULD PROMO  COOPERATION FOR INTERAGENCY TE BI-NATIONAL CIVIL-MILITARY
TASKS? 
 
AAS-36.  SHOULD GREATER ATTENDANCE BY CANADIAN OFFICERS IN THE U.S. JOINT 
FORCES STAFF COLLEGE (JFSC) TO FACILITATE BETTER UNDERSTANDING BETWEEN CF 
AND U.S. FOR JOINT AND COMBINED OPERATIONS BE ADVOCATED? 
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CHAPTER 5.  Future Levels of Cooperation 

alysts initially focused upon development of an endstate.  After 

lization resulted in the 
llowing endstate:   

uch 

 
Overview  
 
The BPG was given the overarching task to determine how to enhance military 
cooperation between Canada and the United States.  Therefore the BPG military 
lanners and anp

considerable debate, we achieved consensus not only on the importance of ensuring 
freedom and safety, but also the need to ensure that the population perceptions, trust 
and confidence were positively supported by this reality.  That rea
fo
 

“Enhanced defense and security of Canada and the United States, s
that our mutual societies continue to prosper in an environment where they 
are, and feel, free and safe. ”   

 
This endstate could be achieved with varying degrees of success, based upon 

proveim ments in our “criteria for success”, which include better information and 
d 

  As outlined in 
revious chapters, the BPG has already achieved success in each of these areas; 
ence we have generated synergy and forward movement toward our endstate.  

 
Using a methodical approach, BPG planners conducted an analysis of the information 
and intelligence, maritime defense and MDA, land defense, and CS mission sets as 
each related to the five operational functions.  This analysis helped determine the 
“mechanisms” by which to ensure effective and efficient mission accomplishment.  As 
introduced in Chapter 2, “mechanisms” (in Figure 29), are not necessarily synonymous 
with “organizations”.  Key mechanisms may be net-centric, web-based, plans, policies, 
procedures, agreements and/or organization-centric approaches.  

 
Figure 29:  Interrelationship Analysis  

intelligence sharing, interagency cooperation and awareness, maritime surveillance an
situational awareness, a renewed focus on the threat environment (both symmetric and 
asymmetric) and the development of plans, policies and procedures.
p
h

MISSIONS:
FUNCTIONSFUNCTIONS

Maritime Defense & 
MDA

Land Defense

Civil Support

Info & Intelligence
Detect, SenseDetect, Sense

Deter, Prevent, Deter, Prevent, 
ShieldShield

Defend, Defeat, ActDefend, Defeat, Act

Focused Logistics, Focused Logistics, 
SustainSustain

CommandCommand

MECHANISMMECHANISM

MECHANISMMECHANISM

MECHANISMMECHANISM

MECHANISMMECHANISM
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During BPG brainstorming sessions, discussions, analysis, TTEs and development of 

els, consideration was given to bi-national and multi-national cooperation.  
 addition, we determined it was essential to ensure that national sovereignty is 

as well 

Figure 30:  Need for Freedom of Action-Unilateral Levels 

n, 

 

 
 Each of the levels in the following diagrams was analyzed with relation to the 
aforementioned operational functions, and within the context of the following guiding 
principles:   

 
- Response time to a crisis 
- Time to implement the level 
- Relative cost to implement (notional) 
- Flexibility of response 
- Ease of unilateral action by either government 
- Compatibility with existing bi-national agreements 
- Potential for expansion to multi-national military cooperation 

 
hese metrics are qualitative rather than quantitative by nature, and are not necessarily 

all-inclusive.  The last tw es to the U.S. Unified 

different lev
In
protected by maintaining the ability to conduct unilateral operations (Figure 30), 
as bi-national (or multi-national) cooperative or coordinated operations.  

Unilateral
OperationsCanada

Bi- or Multi-National 
Combined 
Operations

 

 
By conducting this analysis with a view to assessing current mechanisms 

impacting upon the five functions and the successful accomplishment of the missio
the BPG analysis team ascertained that there are several credible levels to enhance 
military cooperation [Note that any level assessed as infeasible was dropped from 
further consideration and is not in this report; likewise there may be other credible levels
that have not yet been considered].   

T
o are intended to address potential chang

Unilateral
Operations

Bi- or Multi-National 
Coordinated
Operations

United States
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Command Plan (UCP), as well as the potential for some degree of increased 

 
Figure 31.  Levels of Cooperation 

 

 of 

 leadership on these levels of cooperation, BPG 
an evaluate the full range of solutions and present more refined levels and/or 

- Level 1:  Coordination between NDCC and DWC-COG continues on a 
management by exception (MBE) basis.  Formal information sharing is 

anadian and U.S. Operations Centers without 
, and there is no change to existing 

 combined operations and 
hanges.  

- Level 3:  Bi-national, joint command that has regionally-based 

cooperation with other North or South American nations.  Authority for expanding 
beyond a CANUS-only agreement may be realized through the Charter for the 
Organization of American States.   

Nonlinear
Improvement
Over Time

Higher

LEVELS
OF

COOPERATION

Lower

Each level is a point on the 
Spectrum of Cooperation

1940
Ogdensburg

PJBD

1958
NORAD
created

9/11
NORAD
Responds

2002
BPG

NOW:
NORAD 
+ NC + 
BPG

Level 1 

Level 2 

Level 3

Level 4 

SENSE

ACT

COMMAND
SHIELD

SUSTAIN

BPG 

The BPG highlighted four points or levels (but there may be more) on Figure 31.  The 
determination as to where on the range the nations decide to execute a solution is 
dependent on the national governments willingness to accept the relative measures
the metrics (provided in this report and expanded metric evaluations in future studies).  
Given additional guidance from senior
c
recommendations.  The four considered to date are as listed:  
 

conducted between C
personnel augmentation
organizational structures.  

 
- Level 2:  Parallel Commands with use of a

intelligence center and with liaison officer exc
 

subordinate commands.  
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- Level 4:  Bi-national, joint command that has functionally-bas
subordinate commands.  

 
Note:  The BPG is not recommendin

ed 

g any one solution to enhance bi-national 
cooperation.  We emphasize that all solutions on this range of possibilities, can be 
executed successfully, and contribute to enhanced military cooperation.  Each level 
represents a step-wise increase in degrees of interoperability and training required to 
eventually result in enhanced domestic HLD and MACA operations; this also results in a 
commensurate increase in Canadian and U.S. mission success when deploying and 
operating together in an international or a coalition environment, such as Afghanistan.   
 
Level 1 -- Virtual Connectivity 
 

Coordination between the Canadian NDCC and the USNORTHCOM DWC-COG 
is on an MBE basis.  Canadians do not serve in the U.S. DWC-COG, and Americans do 
not serve in the NDCC.  This level does not advocate the creation of a bi-national 
operations center in the physical plane.  However, this level is focused on enhancing 
military cooperation via a greater web-presence, enhanced ISR, data sharing, as well as 
information and intelligence fusion.  Improvements in a “virtual connectivity” between 
the NDCC and the DWC-COG are merely the first incremental step in enhanced military 
cooperation.   
 

A key task for the accomplishment of this level is greater intelligence sharing.  At 
resent, much of U.S. intelligence and law enforcement information is marked “Not 
eleasable to Canada”, w ling with HLD and CS 
hould be releasable betw  of over classification, the 

 

p
R hereas upon a review of material dea

een both countries.78 As an examples
list of CANUS MOUs obtained and reviewed by the BPG was marked SECRET-
NOFORN. Creating a paradigm shift from “exclusion” to “inclusion” is the essential first
step.  
 
Although this list is not exhaustive, some advantages and disadvantages of Level 1 are 
enumerated below:   
 

Advantages 
 

- teral 
t is unimpinged  

 

C and 
tion via 

- Detect or Sense - U.S. and Canadian Command Centers use network-
based information systems that may be used to share information and 
awareness electronically   
Command - There are no “sovereignty” issues.  Ease of unila
action by either governmen

- There are minimal personnel and cost issues once the “net” is set-up 
- Response times in the event of MACA or HLD should improve 

Minimal time is needed to implement this level  - 
- Relative cost to implement is very low when using existing NDC

DWC-COG systems.  Cost may be low enough for implementa
current funds  
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- It is compatible with existing international agreements such as N
and OAS  

ATO 

- There is potential for expansion to multi-national military cooperation, 

missile defense mission)  

 

 
Disadvan

dependent upon the language skills of the network members  
- Little requirement to change existing organizational structures or 

missions   
- Little impact if either nation made changes to their internal 

organizations (such as fusion of USNORTHCOM with 
USSOUTHCOM)   

- No significant change to NORAD in this option (if we exclude the 

 
United States 
Government

Canadian 
Government

Figure 32.  Level 1 - Information Sharing Only 

tages 
 

ct.  
-

ce is to 

- The current state of outdated CANUS plans is due to benign negle
Hence, excluding current operations, this level has potential for less bi
national interaction in each operational function on a regular basis.  

- Detect or Sense - Current paradigm in information and intelligen
withhold information.  There is a need to shift this paradigm so that 
information sharing is the norm, which may not happen in the near 
term without exchange of personnel, despite good intentions.   
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- Detect or Sense - The lack of lower echelon coordination between 
Canadian and U.S. major subordinate commands (MSC) may not 

ave 

that improves interoperability between Canadian and U.S. 

-  only focused on 
.  

sed 
rove current operations, but may not 

enhance military cooperation in plans, policy or procedures.  Also, 
of 

 
Level 2 builds p
operations ce e
commands, with
center (JCOIC) a
commands.  The , and 

substantially enhance military cooperation above the status quo.  In 
addition, when subordinate commands deploy, they may not h
connectivity to the information hub without deployment-ready 
equipment 
operational units.   
Flexibility of response may be limited since this level is
information sharing

- Defend, Defeat, or Act, Deter, Prevent, or Shield, Sustain or Focu
Logistics - Level 1 may imp

without socialization that results from combined training, the lack 
familiarity slows response in mission areas.  

 
Level 2 – Parallel Commands 
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Government

Canadian 
Government

Commander 
US Air 

Component

Comd 
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Forces

US Combatant
Commander

CDS
DCDS

Comd 
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Comman
US Mar

der 
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Command
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Figure 33:  Level 2- Parallel Commands 

 u on the SSA concept within Level 1, since the net-centric “virtual” 
nt r continues to exist.  Additionally, Level 2 proposes the use of parallel 

 development of a joint and combined operations and information 
s well as exchanges of liaison officers between major subordinate 
 JCOIC is different from the CIFC in that operations, intelligence
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all other staff n
however, CIFC r IC 
may request J2 l
 

Doctrinally DS/ 
DCDS would con
Commander, USNORTHCOM would retain COCOM over U.S. component commands.  
However, this v
national and bi-n ss the aerospace, land and maritime domains.  
However, a d ia
Combined Force sk 
Force (CJIATF) 
and/or may have d 
operations.  [The  report.] However, 

hatever the mechanism is called, the functions would remain the same as explained in 
es below.   

Alternatively, the JCOIC concept could be expanded to include representatives 
from Canadian and U.S. Agencies that are stakeholders in both defense and security 
missions, expanding this concept to a Joint and Combined, Operations, Information, 
and Interagency Center (JCOIIAC) for Canada and the United States as shown below.   
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 

 

fu ctions are addressed in a real-time or near real time environment; 
emains intact and still feeds intelligence to JCOIC, however the JCO
iaison during times of crisis. 

, there is no single commander in a parallel command.  The C
tinue to exercise Full Command over Canadian Forces, and the 

 le el is distinct in that a JCOIC would provide enhanced GDA or SSA for 
ational operations acro

ev tion from this level might have a deployable Standing Joint and 
 Headquarters (SJCF HQ), a Combined and Joint Interagency Ta
instead of or in addition to a JCOIC as the “integrating mechanism”, 
 a Combined and Joint Planning Group (C-JPG) to enhance plans an
se concepts will be expanded in the next BPG

w
the advantages and disadvantag
 

 

 
 
 

Figure 34:  JCOIIAC Concept 
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In addition, another option to be explored is whether the NORAD and USNORTHCO
J3 and J5 staffs should be (or could be) combined into a dual-hatted element as are all 
other staff elements (J1, J2, J4, J6, J7, and J8

M 

) serving both commands.  
 

Advantages 
 

- Detect or Sense - U.S. and Canadian Command Centers use network-
based information systems that may be used to share information and 
awareness electronically.  Detect or Sense is further enhanced through
a bi-nationally manned JCOIC/JCOIIAC, which enhances GDA/M
(ISR, information sharing, and situational awareness) between both 
nations, without a command or control mandate.   

- “Command” - There are no “sovereignty” issues.  Ease of unilateral 
action by either government is favorable.  This level is expandable
from a bi-national JCOIC to a multi-national JCOIC/JCOIIAC with 
relatively minor investments

 
DA 

 

 in both equipment and personnel.   
- “Defend, Defeat, or Act” is enhanced by the exchange of liaison 

 

national and/or cross-border MACA or HLD will improve as well.  
- The amount of time needed to imp  level is primarily based 

upon personnel availability.  Potentia
already serving in Canada could b ed to support this level, 
and CF members serving in the U.S. (such as those in BPG) could be 
re-tasked to implement this level as w

- Relative cost to implement is very low when using existing NDCC and 
DWC-COG C4I network-based systems.  Cost might be low enough for 
implementation via current funds.  

- It is compatible with existing international agreements such as NATO 
and OAS.  Therefore, there is potential for expansion to multi-national 
military cooperation.   

- No requirement to change existing organizational structures or 
missions (except for JCOIC/JCOIIAC manning).  

- No impact if either nation made changes to their internal organizations 
(such as potential fusion of USNORTHCOM with USSOUTHCOM).   

- No significant changes to NORAD.  
 

Disadvantages

officers and/or the direct liaison authorized between component 
commands.  Liaison officer exchanges can occur between the senior 
headquarters, and/or subordinate commands based upon personnel
and/or monetary constraints.  Response times in the event of bi-

lement this
lly, some U.S. service members 

e transferr

ell.   

 
 

- The current state of outdated CANUS plans is due to benign neglect.  
Hence, this level may also have the potential for less bi-national 
interaction in each operational function (excluding current operations 
and intelligence) on a regular basis.   
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- Also, although the JCOIC/JCOIIAC enhances current information 
and/or operations per Detect or Sense and potentially Defend, Defeat, 
or Act operational functions, the JCOIC/JCOIIAC does not necessarily 
assist deliberate planning per JOPES or CF OPP.  

tect or Sense - Current paradigm in information and intelligence is to 
withhold information.  There is a need to shift this paradigm so that 

- 

- 
 a multi-national 

 
Level 3 – Bi- (or
[The NORAD Mo
 
This level has re
implications that 
joint and combin
with aerospace, r 
areas.  Regional -
national Com

 
Figure 35:  Bi-National Command with Regional Sub-Commands 

 
One may consider that political boundaries of each country in this alliance may be 
considered a p
between the Uni rity 
for such an arran
Charter for the O   
 

- De

information sharing is the norm, which may not happen without 
exchange of personnel 
Flexibility of responses may be limited since this level is only focused 
on information sharing.  
 Command - Absence of a single bi-national commander may slow 
crisis operations and cooperation in a bi-national or
environment.  

 Multi-) national Command with Regional Sub-Commands  
del] 

gionally-based subordinate commands.  Level 3 has resource 
are likely more significant than Level 1 or 2 because this level has a 
ed staff in a bi-national (or multi-national) command, which is tasked 
land, and maritime defense of North America, and potentially othe
 Commands would be under the OPCON of the bi-national or multi

mander.   

 se arate regional command.  The authority for such an arrangement 
ted States and Canada is the North Atlantic Treaty, whereas autho
gement with other nations from the “Americas” could be found in the 
rganization of American States (OAS).
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As shown in F u nd 
or COCOM) from
aerospace, land 
Canadian, and o epresent increased 
emphasis on e
designated and a
may be dual-hatt
responsibility wo  and efficient operations throughout all 
regions.   
 

Like N
nations, and the  
And as per Level 2, liaison officers may be exchanged between the major subordinate 
ommands of adjacent countries, and a COIC would ensure full integration of current 

l of combined and joint training, and technical integration.  In 
ddition, interoperability levels will increase over time or maturation of the organization.  

ig re 35, this level would guarantee command authority (Full Comma
 the applicable government, to their senior military leaders, and to their 
and maritime forces.  Additionally, the dashed lines from U.S., 
ther agencies to the bi- or multi-national command r

int ragency coordination and cooperation.  A single commander would be 
pproved by each nation; that commander may be single-hatted, or 
ed as the senior commander of his/her national forces.  His/her 
uld be to ensure effective

ORAD, the commander and deputy commander could be from different 
staff should be fully integrated with representation from each nation. 

c
operations and intelligence.  Likewise, the degree of interoperability would be 
proportional to the leve
a
 

Advantages 
 

- Detect or Sense - U.S. and Canadian Command Centers would 
continue to use network-based information systems that may be us
to shar

ed 
e information and awareness electronically.  Detect or Sense is 

enhanced by the joint and combined headquarters as well as the 
regionally based major subordinate commands that control all three 
domains:  land, aerospace, and maritime.  

- Command - as an operational function is greatly enhanced by one 
commander for all forces throughout U.S. and Canada (or other 
countries) and in all domains.  A new or expanded agreement could 
stipulate that each nation may retain command, while the bi-national 
strategic headquarters has either OPCON or TACON.  Under this 
relationship, there are few sovereignty issues.  Ease of unilateral 
action by each government is improved due to a regional orientation.   

- This level supports expansion from a bi-national command to a multi-
national command as well.   

- Defend, Defeat, or Ac” is enhanced through the seamless integration 
of bi-national or multi-national forces due to a single region 
commander in all domains, and a fully integrated bi-national staff at the 

- Deter, Prevent, or Shield is greatly enhanced through the reduction in 
ther 

plans will be enhanced due to 
a standing staff with representation from each nation.  

strategic level.   

seams between Canadian and U.S. sub-regions (and potentially o
countries).   

- Planning is enhanced since there is a single joint and combined 
headquarters that is focused on the entire defense in all domains.   

- The state of HLD and MACA operations 
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- Flexibility of response and response times in the event of MACA or 
HLD would improve substantially.  

- Focused Logistics or Sustain - may be enhanced through coop
between different domains, but within each region.  

- Interagency coordination is enhanced with the bi-national staff via the 
JCOIIAC as described in Level 2.  

 

eration 

Disadvantages 
 

- Detect or Sense - Current paradigm in information and intelligence is to 

 

 
 and 

 

to implement this level for the creation of a multi-national staff.  
ts of expanding ISR systems to other nations may be born by 

wealthier nations in a multi-national context.  
 

- 

- s 

 
 
 

dle 

 
Level 4 – Bi- t
functionally base
 

Level 4 en  that is 
tasked with aero
the future South dinate functional commands include a Combined and 
Joint Force A
Component Com
Component Commander (CJFMCC).   

 
Like Leve

nations, and  
too.  In addition, C) would have 

withhold information.  Optimally, this paradigm would shift in Level 1 
and 2, so that information sharing is the norm.  However, with addition
of other nations beyond CANUS this paradigm shift may slow down.   

- Resources - Creation of a bi-national staff (with aerospace, land, and
maritime representation) would require more time, personnel,
monetary resources to implement this level in comparison to Level 1
and 2.  More time, personnel, and monetary resources will be needed 

- Cos

- Language differences will be heightened if this level results in the
inclusion of non-English speaking countries.  
Command under a single headquarters may create the perception of 
sovereignty issues.   
Seams may be exploited by threat forces between each of the region
if not effectively coordinated.  

- Expansion to a multi-national command, beyond Canada and the 
United States would require formal agreements or instruments to
implement, since other countries within North and South America are
not signatures to the North Atlantic Treaty.  Hence, mechanisms such
as a non-NATO status of forces agreement would be a political hur
to overcome.  

na ional Command with Functional Sub-Commands.  Command with 
d subordinate commands.  

visions a bi-national (or potentially multi-national) command
space land, and maritime defense of North America (and potentially in 
America).  Subor

ir Component Commander (CJFACC), Combined and Joint Force Land 
mander (CJFLCC), as well as a Combined and Joint Force Maritime 

l 3, the commander and deputy commander would be from different 
the staff should be fully integrated with representation from each nation 

each of the functional Commanders (such as the CJFLC
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deputy comm d  
the borders of ea  the major subordinate commands 
(MSC) would t
Hence, the MSC on from each 
nation.  
 

 
Figure 

 
Advantag

an ers from different nations.  Level 3 aligned Regional Commands with
ch sovereign nation, but in Level 4,

 cu  across every region in the aerospace, land, and maritime domains.  
 staff should also be fully integrated with representati

36:  Bi-National Command with Functional Sub-Commands 

es 
 

- Detect or Sense - operational function is enhanced by the bi-national 
(or potentially multi-national) headquarters, and the bi-national major 
subordinate commands for land, aerospace, and sea.   

 

of 
rces (and potentially other nations) due to a 

- Command as an operational function is greatly enhanced by 
designating one commander for all forces throughout U.S. and Canada
(and potentially other nations) and in all domains.  Nations may retain 
command, while the bi-national headquarters has OPCON/TACON of 
joint and combined forces.  

- Defend, Defeat, or Act is enhanced through the seamless integration 
U.S. and Canadian Fo
single Joint Force Component Commander (JFCC) in each domain, 
and an integrated bi-national staff at the strategic and operational 
levels.   
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- Deter, Prevent, or Shield is enhanced through the reduction in seams 
between Canadian and U.S. forces (and potentially other nations).  

- Focused Logistics or Sustaining is enhanced through cooperation 
between similar domains.  

- Planning is enhanced since there is a single bi-national headquarters 
that is focused on the entire continental defense (and potentially 
hemispheric defense).  

- The state of HLD and CS operations plans will be enhanced due to a 
standing staff with representation from each nation.  

- Flexibility of responses and response times in the event of CS or HLD 
would improve more, assuming that improved training results in greater 
interoperability.  

- Enhanced interagency coordination by the bi-national staff.  
 

Disadvantages 
 

- Command under one commander may create perceptions of 
sovereignty issues; hence control may be the greatest expectation.  

- All resources (money, personnel, equipment) may increase due to the 
addition of a CJFLCC, CJFACC, and CJFMCC headquarters or 
element, unless dual-hatted with a pre-existing HQ.   

- Costs of expanding ISR/SSA systems to other nations may be born by 
wealthier nations in a multi-national context.  

- Language differences will be heightened if this level results in the 
inclusion of non-English speaking countries.   

- Expansion to a multi-national command, beyond Canada and the 
United States would require formal agreements or instruments to 
implement, since other countries within North and South America are 

 such 
political 

le to overcome.  

reliminary O s
 
 In earlier p
determine the o r 
mission.  How v
towards efficienc
situational aware
be conducted in 
 

Level 1 r
between Canada
information shar
information shari
embedded in Levels 3 and 4 as well.  Additionally, all levels offer the potential for 

not signatures to the North Atlantic Treaty.  Hence, mechanisms
as a non-NATO status of forces agreement (SOFA) would be a 
hurd

 
P b ervations   

ortions of this paper, each mission area was assessed separately to 
 m st appropriate mechanisms to ensure success in the particula
e er, in this portion of the paper, all areas were reviewed with a view 

y and effectiveness in all missions.  The preliminary conclusion is that 
ness, information sharing, operational and intelligence planning must 
a joint and combined environment.   

 p ovides improvements to the existing situation for information sharing 
 and the United States.  Level 2 provides an ability to enhance 

ing via the proposed JCOIIAC from a bi-national to a multi-national 
ng and awareness center.  This proposed JCOIIAC could be 
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expansion fro  a
America.  
 

Whether a , a bi-national structure with region 
commanders r 
best option for en per 
offers different levels, which can be adopted or stair-stepped based upon availability of 
resources wit  
various levels.   

 
Additional

Control mechanisms during the BPG TTEs scheduled for 2004.  However, our analysis 
recognizes th n or Ac” are 
addressed in a joint (multi-service) and combined (multi-national) environment, where 
Detect ominantly a J2 staff function and Defend, Defeat, or Act is 
predominantly a J3 staff function.  Detect or Sense and Defend, Defeat, or Act can be 
enhanced in n mmand 
or control relation he 
case in the d l-
could achieve th
 

 
d 

cus 
with one intelligence and operations officer per shift (total of 5 in CIFC and 5 in JCOIC 

m  bi-national to a multi-national command structure throughout North 

 parallel command structure
, o a bi-national structure with functional component commanders is the 

hanced military cooperation is still under study.  However, this pa

hin each nation and the willingness of each government to participate at 

 consideration and assessment will be given to these Command and 

e ecessity to ensure that Detect or Sense and Defend, Defeat, 

 or Sense is pred

bi- ational or multi-national HLD or CS without changing either co
ships, but by ensuring integrated staff representation, as is already t

ua hatted N/NC J1, J2, J4, J6, J7 and J8.  A notional mechanism that 
is synergy under Level 2, 3, or 4 is as indicated in Figure 37.   

Interoperability
Enhanced via:

Bi-
Na

or Multi-
tional J2

Bi- or Multi-
National J3

Bi- or Multi-
National J5

J2 Air x each nation
J2 Land x each nation

Future 
Planning

J2 Sea x each nation

One J2 Rep from each
Nation per shift (5)
In the CIFC

J3 Sea x each nation

J3 Rep from each
Nation per shift (5)
in the JCOIC/JCOIIAC

J5 Sea x each nation
(9 le)

CIFC + 
JCOIC:
(10 people)

J3 Air x each nation
J3 Land x each nation

J5 Air x each nation
J5 Land x each nation

 peop

 
Figure 37:  Enhanced Planning Staff 

Staff

Coordination can be achieved in the near term without the potential constraints impose
by national sovereignty issues, and command or control issues.  A minimum of 19 
people could be split between current operations and intelligence in the JCOIC and the 
planning staffs.  Ten people would be needed for an enhanced current ops/intel fo
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or JCOIIAC), who has a reach-back capability to their own nation’s command center.  
addition, a 

In 
marginal increase of one aerospace, land, and maritime analyst in 

telligence, operations and plans, would permit enhanced integration of a bi- or multi-
nationa .  As a 

More importantly, the JCOIC or JCOIIAC concepts should be expanded to include 
repres rt 

 

 
Figure 38:  Shift from Linear to Non-Linear 

 

 

in
l staff for a minimum of nine (9) additional people per participating country

historical precedent, coalition operations within the U.S. Central Command AOR used 
this building block approach.  Additional personnel would be needed for supervision, 
and to account for leave, sickness, etc.  Our initial analysis indicates about seven 
personnel for each 24-hour billet.  
 

entatives from applicable agencies such as PSEPC, RCMP, DoJ, DHS, Transpo
Canada, and both Coast Guards to ensure full integration of information across all 
domains, boundaries, and agencies.  This expansion would result in a JCOIIAC that is 
focused upon GDA for the defense and security of Canada and the United States.  This
would shift cold-war paradigms from linear, symmetric thinking to inter-relational, 
asymmetric thinking as shown in Figure 38.   
 

Greatest need in both nations is to think inter-relationally rather than linearly
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Areas for Additional Study are listed below:  
 
AAS-37:  SHOULD THE GOVERNMENTS OF CANADA AND THE UNITED STATES EXPAND 
THE NORAD CONCEPT TO INCLUDE ALL DOMAINS?  
 
AAS-38:  STAFF PRINCIPALS IN NORAD/USNORTHCOM ARE DUAL-HATTED WITH THE 
EXCEPTION OF J3 AND J5.  AS PART OF THE NORAD AGREEMENT, SHOULD NORAD AND 
USNORTHCOM J3 AND J5 STAFFS BE DUAL-HATTED AS A MOVE TOWARDS OPERATIONS 
AND PLANNING SYNERGY IN ALL DOMAINS? 
 
AAS-39:  SHOULD DCDS AND CDR USNORTHCOM IMPLEMENT PROPOSED INFORMATION 
SHARING CONSTRUCTS SUCH AS THE JCOIC OR JCOIIAC CONSTRUCTS DURING PERIODS 
OF INCREASED POTENTIAL THREAT, OR 24/7? 
 
AAS-40:  SHOULD CDR USNORTHCOM ADVOCATE TO DHS FULL INCLUSION OF 
CANADIAN CIVIL AGENCIES SUCH AS PSEPC INTO THE JCOIIAC AND OR IATF CONCEPT? 
 
AAS-41:  SHOULD THE JOINT INTERAGENCY TASK FORCE-NORTH (JIATF-N) CONSTRUCT 
BE EXPANDED TO INCLUDE BI-NATIONAL REPRESENTATIVES? 
 
AAS-42:  HOW SHOULD CANADA AND THE UNITED STATES COORDINATE RESPONSES 
AND EFFORTS FOR CRITICAL INFRASTRUCTURE PROTECTION (CIP) THAT IMPACT UPON 
BOTH NATIONAL INTERESTS?  
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CHAPTER 6.  CLOSING COMMENTS 
 
Status of BPG Tasks 
 
This paper was written to satisfy the requirement to provide an update on the BPG 

o tasking “to improve military cooperation between both nations. ” The BPG was tasked t
examine the following:  
 

- Task #1:  “Conduct reviews of all existing Canada-U.S. defense plans (to include 

support to civil agencies in times of major emergencies in both Canada and the 

Status Task #1

the Basic Security Document and the draft Combined Defense Plan) and military 
assistance protocols with a view toward improving North American land and 
maritime defense as well as potential new mechanisms for improving military 

United States” 
 

.  The review of all existing CANUS defense plans is complete, 

military cooperation 
and they require significant rewrites before they will be viable OPLANS.  The 
OPLANS must then be rehearsed to achieve enhanced 
between CANUS forces.   

 
- Task #2:  “Prepare bi-national contingency plans to respond to threats, attacks, 

and other major emergencies in Canada or the United States, in accordance with 
the U.S. Joint Operation Planning and Execution System (JOPES) and the 
Canadian Forces Operational Planning Process (CF OPP)”; 

 
Status Task #2.  By the conclusion of the current mandate (December 2004), the 
BPG will have completed the elements to contribute to a draft CANUS Defense 
and Security Agreement (CDSA), a complete rewrite of the CANUS BSD, will 
have finished the final draft of the CANUS CAP, and will have a preliminary draft 
of the CANUS CDP.  All documents will be submitted for bi-national review and 
approval; however, due to the lengthy coordination time experienced for bi-
national review, these three critical CANUS documents may not be approved 
prior to December 2004.  Once approved, they provide military authority and 
direction for conducting joint and combined operations and training in support of 
bi-national, cross-border HLD and MACA missions and increased interoperability 
between both nations and in all domains.  

 
- Task #3:  “Maintain awareness of emerging situations through maritime 

surveillance activities.  Share intelligence and operational information in 
accordance with national laws, policies, and directives under the auspices of 
intelligence arrangements between the Department of Defense and NDHQ.  This 
shall include assessment of maritime threats, incidents, and emergencies to 
advise and/or warn Governments.  

 
Status Task #3:This is focused on MDA, and although BPG has initiated an 
action on sharing information on VOI, the current NORAD Agreement would 
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need to be expanded to ensure bi-national MDA, and the resources associated 
with either MDA or GDA.   

- Task #4
 

:  “Design and participate in exercises”; 
- Task #5:  “Plan and participate in joint training programs”; 
- Task #6:  “Validate plans prior to approval”; 

 
Status.  Task #4 and #5 focus on training and exercises.  The BPG has 

ust 
es 

need to be scheduled and funded.  This too would be contingent 
upon the expansion of the NORAD Agreement into other domains.   

 
- 

conducted TTEs and focus sessions to assist in the analysis and subsequent 
creation of the CAP and CDP.  In addition, Task #6, mandates validation of 
plans, however as explained in Chapter 4, bi-national training and exercises m
be part of a PDCA cycle for continuous improvement to bi-national plans polici
and procedures.  Bi-national joint exercises among NORAD, USNORTHCOM, 
and DCDS still 

Task #7:  “Establish appropriate coordination mechanisms with relevant 
Canadian and U.S. federal agencies.  BPG interactions with U.S. civilian 
agencies shall be coordinated through the Office of the Secretary of Defense via 
the Joint Staff Strategic Plans and Policy Directorate (J-5).  Interaction with 
Canadian civilian Agencies shall be coordinated through the Deputy Chief of 
Defence Staff (DCDS). ” 
 
Status Task #7:  Requires the establishment of appropriate coordination 
mechanisms and remains an ongoing or continuous process.  The most 

US 

important mechanism identified is the need to renew the NORAD Agreement, 
with an expansion into other missions and/or domains.  Without this political 
agreement many recommendations within this report may not occur, and CAN
enhanced military cooperation will advance at a much slower rate.  In addition, 
the Bi-national library created by BPG is an important mechanism that has 
captured over 400 documents impacting upon CANUS civilian and military 
relationships.   
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BPG F
 

Even if none of the levels discussed in the previous chapter are selected for 
imp m the benign neglect of CANUS 
pla , ss toward the 
end a are three levels with respect to the 
BPG future.  
 

 
 

 
New M

uture 

le entation, the BPG team has already addressed 
ns and has already enhanced military cooperation with progre
st te.  In view of these accomplishments, there 

1. Allow the BPG charter to expire in December 2004 [This would require a 
transfer of roles and responsibilities in bi-national planning to another 
organization, or efforts will once again become disparate.]  

 
2. Extend the mandate for a longer period [This would not require changes to 

the mandate, but would be a continuation and refinement of work already 
started.] 

3. Change or modify the mandate to include new mission areas or other
considerations as described below.   

ission Areas.  New mission areas for enhanced cooperation may include:  

Joint and combined C
 

- ANUS exercises 
- Missile defense arrangements 
- 
- 
- 

 

on join s.  
While k of 
synerg tric 
threat could potentially exploit, and therefore should be studied for the development of 
measurable tasks and functions as well.   

 
For example, cruise missiles are considered an “air breathing threat,” which is a 

NORAD mission once launched, but may also fall into DCDS or CDR USNORTHCOM 
mission sets prior to launch.  In addition, the potential for cruise missile threats from a 
maritime platform on one of the CANUS seams should be studied for Detect or Sense 
and Defend, Defeat, or Act initiatives.  Joint and combined command post and field 
training exercises would also reveal additional potential areas for improvement within 
the CANUS operations plans using a PDCA cycle.   
 

The Government of Canada recently expressed a willingness to discuss missile 
defense with the United States.  Since the missile defense mission area has 
implications for numerous organizations, the BPG could study and recommend the 
optimal defense arrangements for the inclusion of CF into the missile defense mission.  

Enhanced interagency cooperation and coordination 
Information operations 
Multi-national defense agreements 

Upon approval of the BSD, CDP, and CAP there should be a renewed emphasis 
t and combined exercises between CANUS land, maritime and aerospace force
the aerospace domain was not originally included in the BPG charter, the lac
y among all domains represents a “seam” that a conventional or an asymme
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Enhanced Interagency cooperation is being pursued between PSEPC and Canadian 
epartments, as well as DHS and U.S. LFAs.  However, enhanced interagency 

coordin ust 
1 

ole 

As mentioned in the Deter, Prevent, or Shield operational function, the reliance 
on dat es 
to “cyber-t rmation 
Operation main as well.  
 
Concl
 

In conclusion, Canada and the United States are joined in the political domain 
through a common heritage and common goals, as well as formal Agreements such as 
the Og
Organizat hip in the United Nations.  In addition, 

anada, the United States, and Mexico entered into the North America Free Trade 

 
It is r multi-national agreements that 

would enhance North American HLD and CS.  Should senior decision makers choose to 
imp ment e implementation 
thereof.  Conversely, if senior leaders provide additional guidance and or metrics that 
the ish to ssed; and actionable tasks, functions, 
nd milestones will continue to be developed as well.   

 

- First, the national will must be present for enhanced military cooperation.  

e 

 

D
ation between PSEPC and DHS, as well as Canadian LFDs and U.S. LFAs m

be pursued for CS missions.  Lessons learned from the attacks of September 11th, 200
have taught the U.S. that the response to terrorist attacks will not be under the s
jurisdiction of just one agency, nor will it impact upon the domains of just one country.   
 

a and Information Sharing Systems presents new concerns about vulnerabiliti
hreats”.  BPG could serve as a catalyst for bi-national planning for Info
s, enhancing CANUS force protection in the non-physical do

usion 

densberg Announcement, the North Atlantic Treaty, the Charter of the 
ion of American States, and members

C
Agreement uniting all three countries in the economic domain.   

therefore prudent to look at bi-national o

le Level 1, 2, 3, or 4, the BPG stands ready to assist in th

y w  consider then they too will be addre
a

Possible Impediments 
 
In all actions considered during this exploratory investigation of enhanced military 
cooperation there are some potential, albeit significant impediments.   
 

While the political will may be present today, it may wax and wane based 
upon changes in political administrations, elections, and the international 
environment.   

 
- Secondly, resource constraints (such as personnel) when considering th

expansion of operations centers or the enhancement of unified, joint, or 
combined headquarters.   

- Likewise, funding for these initiatives (monetary resources) may be a 
constraint.   
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The Way Ahead 
 

The greatest threat to CANUS economy, security and relationships would be a 
terrorist attack that is launched from Canadian territory against the United States, or 
vice versa.  Therefore strengthened CANUS relationships are essential in this new 
threat environment.  Hence, building, sustaining, and enhancing relationships between 
the DND and DoD, as well as intergovernmental and interagency relationships with key 
federa

t, 
ell-trained military assets to assist in CS missions.   

Investments in joint and combined training of bi-national, or multi-national forces 
will lea  

e 

 the BPG charter continues beyond December 2004, then BPG will focus on the 
AAS lis

S, 

Finally, when the BPG is dissolved, assigned personnel could be transferred into 
ally depicted in Figure 37.  In addition, select members may be 

osted to the CANUS MCC to provide manpower necessary to ensure that it has 

l departments and agencies, province, state, and local organizations, and other 
entities are critical enablers to improving the conditions for success.  Enhanced military 
cooperation is necessary to ensure the defense and security of the North American 
homeland in view of the asymmetric threats we now face, and to provide fast, efficien
w
 

d to increased interoperability.  Increased interoperability between forces in the
domestic aerospace, land, and maritime domains will then have a synergistic effect on 
future coalition operations in the international environment as well.  To facilitat
enhanced planning, increased training, and interoperability the BPG chose to take a 
holistic approach to all of these ideas.  

 
If
ted herein.  We anticipate that many of the AAS will be answered during 

implementation of the JOPES and CF OPP processes.  If the BPG can resolve these 
issues, then we will do so as time and analysis permit.  If unable to resolve these AA
then this will be stated in the next version of the BPG Report, which is due in Summer 
2005.   
 

the directorates as notion
p
sufficient resources to fulfill its mandate.  However, these issues will be better 
developed in the next BPG Report.  
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Terms of Reference (TOR) for the Bi-National Planning 
Group (BPG): 24 Aug 03 
 

1.  The BPG was established through an exchange of Diplomatic Notes signed by the 
Canadian Minister of Foreign Affairs and the United States Secretary of State on 3 and 5 
December 2002, respectively.  This exchange of notes constitutes an agreement between 
the Governments of Canada and the United States and will remain in effect for a period 
of 2 years, during which its terms may be reviewed at any time at the request of either 
Government.  This agreement may be terminated by either Government or extended by 
agreement of both Governments, following 3 months' written notice. 

 

2.  These TOR constitute the Canadian Chief of the Defence Staff (CDS) and 
Chairman of the Joint Chiefs of Staff (CJCS) direction to the head of the BPG.  They 
serve to supplement the BPG agreement by clarifying and delineating, where necessary, 
military responsibilities directed or implied by the agreement.  Changes to these TOR, 
which can be initiated at any time, must be staffed through the Military Cooperation 
Committee (MCC) for approval by the CJCS and the CDS, or higher authority, as 
appropriate.  These TOR, and any subsequent changes, shall be consistent with the 
principles set forth in the BPG agreement and do not restrict the terms contained in the 
BPG agreement.  

 

3.  The terrorist attacks of 11 September 2001 represented a dramatic change in the 
geostrategic environment for North American security. The overall threat to North 
America from the air, land and sea has greatly increased, including the potential for the 
use of weapons of mass destruction delivered by unconventional means. To counter this 
threat, the governments are convinced that close military cooperation, as detailed herein, 
conducted within the framework of the North Atlantic Treaty Organization (NATO), 
remains vital to their mutual security, compatible with their national interests and an 
important element of their contribution to the overall security of the NATO area. 

 

4.  Both Canada and the United States view the continued participation in the current 
North American Aerospace Defense Command (NORAD) Agreement as critical for the 
aerospace defense of North America. Both governments also affirm the merits of 
broadening bi-national defense arrangements to: 

 a. Prevent or mitigate attacks or threats by terrorists or others on Canada or  
  the United States; and 

b. Ensure a cooperative and well-coordinated response to national requests 
for military assistance in relation to terrorist, or other, threats or attacks, 
natural disasters or other major emergencies in Canada or the United 
States. 

A-1/3 
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5.  The BPG is tasked to develop detailed bi-national maritime, land and civil support 
contingency plans and decision-making arrangements in the event that threats, attacks, 
incidents, or emergency circumstances require bi-national military or civil/military 
responses to maintain the security of Canada or the United States.  To implement these 
requirements, the BPG shall: 

a. Conduct reviews of all existing Canada-U.S. defense plans (to include the 
Basic Security Document and the Combined Defense Plan) and military 
assistance protocols with a view toward improving North American land 
and maritime defense as well as potential new mechanisms for improving 
military support to civil agencies in times of major emergencies in both 
Canada and the U.S.;  

b. Prepare bi-national contingency plans to respond to threats and attacks, 
and other major emergencies in Canada or the United States, in 
accordance with the U.S. Joint Operation Planning and Execution System 
and the Canadian Forces Operational Planning Process; 

c. Maintain awareness of emerging situations through maritime surveillance 
activities.  Share intelligence and operational information in accordance 
with national laws, policies, and directives under the auspices of 
intelligence arrangements between Department of Defense and NDHQ.  
This shall include assessment of maritime threats, incidents, and 
emergencies to advise and/or warn Governments.   

(1)  The BPG will focus its maritime assessments and warnings to 
those threats (real or perceived), which could affect both the 
United States and Canada collectively.  This is not meant to limit 
the flow of information between the two countries under existing 
or future agreements. 

  (2)  The BPG shall develop mechanisms and protocols to advise and/or 
   warn both Governments. 

 d. Design and participate in exercises; 

 e. Plan and participate in joint training programs; 

 f. Validate plans prior to approval; and 

 g. Establish appropriate coordination mechanisms with relevant Canadian 
and U.S. federal agencies.  BPG interactions with U.S. civilian agencies 
shall be coordinated through the Office of the Secretary of Defense via the 
Joint Staff Strategic Plans and Policy Directorate (J-5).  Interaction with 
Canadian civilian agencies shall be coordinated through the Deputy Chief 
of Defence Staff. 

6.  In addition to any personnel assigned specifically to the BPG by each nation, 
NORAD can provide personnel to work in the BPG as dual-hatted NORAD/BPG 
personnel.  US Northern Command (USNORTHCOM) can provide personnel to work in 
the BPG as dual-hatted USNORTHCOM/BPG personnel.   
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The BPG may be further assisted with technical expertise and/or support provided by 
either NORAD or USNORTHCOM through their dual-hatted personnel. 

7.  All provisions in the NORAD Agreement (and its supporting documents 
including the current NATO Status of Forces Agreement) concerning the administration, 
discipline, internal organization, training, and status of forces shall apply. 

8.  Financing and cost sharing of expenditures connected with the BPG shall be 
arranged by mutual consent between appropriate agencies of the two Governments. 

9.  The head of the BPG shall be the Deputy Commander of NORAD and will 
operate under the authority of the Commander, NORAD. The deputy head of the BPG 
will be the Deputy Commander, USNORTHCOM. The head of the BPG (or in his 
absence his deputy) will report to the Canadian and U.S. Governments on matters of 
interest relative to the BPG mission as follows: 

 a.  Canada - CDS through the Deputy Chief of the Defence Staff. 

b.  United States - CJCS through the Commander NORAD/US NORTHCOM 

10.  Specific duties of the head of the BPG: 

a.  Ensure the BPG focus remains on maritime and land-based threats to 
Canada and the United States, as well as cooperation and support to civil 
authorities in both nations in times of major emergencies; 

b.  Develop bi-national contingency plans, consultation and decision-making 
arrangements that describe processes which could be followed in the event 
attacks, threats, incidents, or emergency circumstances warrant 
independent, cooperative or coordinated military or civil and military 
response.  Plans and arrangements will be reviewed by the head of the 
BPG and submitted to both governments. These plans and arrangements 
shall be separate from existing bi-national aerospace defense guidance 
under the NORAD Agreement, which remain unchanged; 

c.  Ensure development and awareness of efficient coordination mechanisms 
between Canadian and U.S. militaries, as well as the appropriate lead 
federal agencies of both nations. In Canada, these mechanisms will be 
coordinated through the National Defence Headquarters. In the United 
States, these mechanisms will be coordinated through the Joint Staff/J5. 

11.   The sharing of classified military information, technology and material related to 
the conduct of missions, as defined, provides mutual political and military advantage.  
The governments shall exchange and provide access to this classified military 
information, technology, and material to the maximum extent possible in accordance with 
existing national laws, policies and directives (e.g., the 1962 General Security and 
Information Agreement). 
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Appendix III Membership – Bi-National Planning Group 
 
Senior Leadership 
 
Lieutenant General Eric A. Findley, Canadian Forces, North American Aerospace Defense Command 
Lieutenant General Joseph R. Inge, USA, United States Northern Command 
 
Co-Directors 
 
Colonel Lauri K. Cross, USAF 
Colonel David A. Fraser, Canadian Forces 
 
 
Canadian Forces Members 
Lieutenant Colonel Douglas Fairley 
Commander Paul Fotheringham 
Lieutenant Colonel Lawrence Zaporzan 
Major Timothy Baker 
Lieutenant Commander Vincent Bambury 
Lieutenant Commander Grant Bannister 
Major Daniel Carroll 
Major Daniel Cook 
Major Alan Fitzgerald 
Major Reginald Fountain 
Lieutenant Commander Peter Fleming 
Major Douglas Henderson  
Captain Lance Brissette 
Major Pierre Lamoureux 
Lieutenant Commander Daniel Landry 
Lieutenant Commander Louis McManus 
Lieutenant (Navy) Ted Godsell 
Lieutenant (Navy) Terrance Duncan 
Captain Daryl Morrell 
Captain Kim Nelson 
Lieutenant (Navy) Minhvu Tran 
Chief Petty Officer 2nd Class Charles Horner 
Sergeant Manon Plante 
Master Corporal Paul Carver 
 
Senior Emergency Management Liaison 
Dr. Clair Blong 

 
U.S. Military Members  
Captain Walter Grady, USNR 
Captain Pamela McClune, USNR 
Commander Thomas Tabrah, USCG 
Lieutenant Colonel Larry Lantz, USAFR 
Commander James Robbins, USCGR 
Commander Kenneth Walls, USN 
Major Wesley Anderson, USA 
Major Jeffrey Burkett, USAF 
Major Gordon Miller, USMC 
Lieutenant Commander George Tolbert, USCG 
Captain Davis Christy, USMC 
Lieutenant Stacie Fain, USCG 
 
Civilian Team Members 
Dr. Biff Baker 
Dr. Benjamin Gochman 
Ms. Kristina Gibbs 
Mr. Robert Kulakowski 
Mr. Mark McMillen 
Mrs. Brenda Miller 
Mr. Matthew Newby 
Mr. Terry O’Connell 
Mr. Stephen Patch 
Mrs. Tiffany Richason 
Mr. Steven Sharkey 
Mr. Robert Smith 
Mr. Victor Tise 
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Appendix III - Former Members of the Bi-National Planning Group  
 
Former Senior Leadership 
 
Lieutenant General Edward G Anderson, USA 
Lieutenant General Kenneth R. Pennie, Canadian Forces 
 
Former Canadian Forces Members 
Col Yvan J. Blondin, Canadian Forces  
Lieutenant Commander John Whitfield, Canadian Forces 
 
Former U.S. Military Members 
Lieutenant Commander Brian Casey, USN 
Lieutenant John Cole, USCG 
Commander Phillip Kessler, USN 
 
Former Civilian Team Members 
Ms. Tina Crouse 
Mr. Don Grandia 
Mr. Ben Stancati 
Ms. Ursula Woodman 
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APPENDIX IV.  KEY REFERENCES 
 
1.  Bi-national Documents 

a. CANUS Basic Security Document, MCC 100-35, 20 Aug 99 (SECRET RELCANUS) 
b. CANUS Land Operation Plan (LANDOP), 24 March 1993 (SECRET RELCANUS) 
c. CANUS Maritime Eastern Operations Plan (MAREASTOP), 30 October 1987 (SECRET 

RELCANUS) 
d. CANUS Maritime Western Operations Plan (MARWESTOP), 20 June 1996 (SECRET 

RELCANUS) 
e. CANUS Combined Defense Plan (CDP)-Unsigned draft dated 2001(SECRET 

RELCANUS) 
f. NORAD CONOPLAN 3310-2002 (SECRET RELCANUS) 
g. CANUS Joint Radiological Emergency Response Plan, 27 Jul 96 (U) 
h. Diplomatic Note on Enhanced Military Cooperation, 6 Dec 02 (U) 
i. Temporary Cross-Border Movement of Land Forces Between the` United States and 

Canada Agreement, 13 Mar 1968 
 
2.  Canadian Documents 

a.  3301-0 (DCDS) NDHQ Instruction DCDS 2/98, Guidance for the Conduct of Domestic 
Operations, 10 Jul 98 (U) 

b.  B-GJ-005-500/FP-000, CF Operational Planning Process, 4 Oct 02 (U) 
c.  B/GS/055/000/AG/001 Provision of Services, 24 Nov 99 (U) 
d.  British Columbia Emergency Response Management System, Sep 00 (U) 
e.  British Columbia Emergency Response Management System, PREOC Operational 

Guidelines (INTERIM), Feb 01 (U) 
f.  CDS 022 071910Z Mar 03 CF Standing ROE for Routine Operations (U) 
g.  Federal Nuclear Emergency Plan, May 02 (U) 
h.  Government of British Columbia Earthquake Response Plan, May 99 (U) 
i.  Land Operations Plan (S) 
j.  Maritime Command – East Operations (S) 
k.  Maritime Command – West Operations (S) 
l.  National Counter-Terrorism Plan, 30 May 00 (U) 
m.  National Earthquake Support Plan, 21 Feb 97 (U) 
n.  National Support Plan, 15 Feb 99 (U) 
o.  CFAO 20-45, Temporary Cross-Border Movement of Land Forces Between Canada and 

the United States, 29 May 1987.  New CFAO under draft at time of this documents 
publication. 

 
3.  U.S. Documents 

a.  Federal Response Plan (FRP), Jan 03 (U) 
b.  Federal Emergency Management Agency, Federal Radiological Emergency Response 

Plan, Apr 96 (U) 
c.  National Security Presidential Directive (NSPD)-17/Homeland Security Presidential 

Directive (HSPD)-4, 4 September 2002,  
d.  Title 10, United States Code (U) 
(1) Section 377, “Economy Act” 
(2) Section 382 and 1416 
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e.  Title 18, United States Code, Section 831 (U) 
f.  Title 42, United States Code, sections 5121 et seq, “The Robert T.  Stafford Disaster 

Relief and Emergency Assistance Act” as amended (U) 
 
4.  DoD PUBLICATIONS 

a.  CJCSI 3100.01A, Joint Strategic Planning System, 1 Sep 99 (U) 
b.  CJCSI 3110.01D, Joint Strategic Capabilities Plan, 20 Jul 01 
c.  CJCSI 3110.16, Military Capabilities, Assets, and Units for Chemical, Biological, 

Radiological, Nuclear, and High-Yield Explosive Consequence Management Operations, 
10 Nov 00 

d.  CJCSM 3122.03A, 31 December 1999, Joint Operations Planning and Execution System, 
Vol.  II (Planning and Execution Formats and Guidance) (U) 

e.  CJCSI 3125.01, Military Assistance to Domestic Consequence Management Operations in 
Response to Chemical, Biological, Radiological, Nuclear, or High-Yield Explosive 
Situation, 3 Aug 01 (U) 

f.  CJCSI 3214.01, Military Support to Foreign Consequence Management Operations, 30 
Jun 98 (U) 

g.  CJCSI 5113.02A, CJCS Counter-proliferation Charter, 10 Aug 00 
h.  DODD 1225.6, Equipping the Reserve Forces.  Nov 92 
i.  DODD 2000.12 , US DOD Combating Terrorism Program, 15 Sep 96 
j.  DODD 2000.18, Installation Chemical, Biological, Radiological, Nuclear, and High-Yield 

Explosive Emergency Response Guidelines, 4 Dec 02 
k.  DODD 3020.36, Assignment of National Security Emergency Preparedness 

Responsibilities to DOD Components.  Nov 88 
l.  DODD 3025.1, Military Support to Civil Authorities, 15 Jan 93 (U) 
m.  DODD 3025.1M, Manual for Civil Emergencies, Jun 94 (U) 
n.  DODD 3025.12, Military Assistance for Civil Disturbances, 4 Feb 94 
o.  DODD 3025.13, Employment of DOD Resources in Support of the United States Secret 

Service, 13 Sep 85 
p.  DODD 3025.15, Military Assistance to Civil Authorities, 18 Feb 97 (U) 
q.  DODD 3150.5, DOD Response to an Improvised Nuclear Device Incident, 24 Mar 87 
r.  DODD 3150.8, DOD Response to Radiological Accidents, 13 Jun 96 (U) 
s.  DODI 4000.19 , Interservice and Intragovernmental Support, 9 Aug 95 
t.  DODD 5030.41, Oil and Hazardous Substances Pollution Prevention and Contingency 

Program, Jun 77 
u.  DODD 5160.54, US DOD Key Assets Protection Program, 10 Jun 94 
v.  DODD S-5210.36, Provision of US DOD Sensitive Support to US DOD Components and 

Other Departments and Agencies of the U.S.  Government, 10 Jun 86 
w.  DODD 5210.56.  Use of Deadly Force and the Carrying of Firearms by DOD Personnel 

Engaged in Law Enforcement and Security Duties, Feb 92 
w.  DODD 5400.13, Joint Public Affairs Operations, 9 Jan 96 
x.  DODI 5400.14, Procedures for Joint Public Affairs Operations, 22 Jan 96 
y.  DODD 5525.5, US DOD Cooperation with Civilian Law Enforcement Officials, 15 Jan 

86 
z.  DODD 5525.7, Implementation of the Memorandum of Understanding Between the 

Department of Justice and the Department of Defense Relating to the Investigation and 
Prosecution of Certain Crimes, 22 Jan 85 
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aa.  DODD 6000.12, Health Services Operations and Readiness, 29 Apr 96 
bb.  DODD 8910.1, Management and Control of Information Requirements, 11 Jun 93 
cc.  DODD 8910.1-M, US DOD Procedures for Management of Information Requirements, 

Nov 86 
dd.  AR 525-16, Temporary Cross-Border Movement of Land Forces Between the United 

States and Canada, 05 Jul 1973.  New DOD directive under draft at time of this 
documents publication. 

ee.  MCM-0016-03, 4 February 2003, “Unified Command Plan” 
ff.  Joint Publication 3-0, 10 September 2001, “Doctrine for Joint Operations” 
gg.  Joint Publication 3-08, 9 October 1996, “Interagency Coordination During Joint 

Operations, Volumes I and II” 
hh.  Joint Publication 5-0, 13 April 1995, “Doctrine for Planning Joint Operations” 
ii.  Joint Publication 5-00.2, 13 January 1999, “Joint Task Force Planning Guidance and 

Procedures” 
jj.  Joint Publication 3-11, 11 July 2000, Joint Doctrine for Operations In Nuclear, Biological, 

and Chemical (NBC) Environments 
kk.  Foreign Consequence Management Planning Guide, January 2001 
ll.  Joint Publication 0-2, 10 July 2001, “Unified Action Armed Forces (UNAAF)” 

 
5.  OTHER KEY PUBLICATIONS REVIEWED 
 
Annual Report to Congress on Combating Terrorism, pursuant to Fiscal Year 1998 National 

Defense Authorization Act (Public Law 105-85), June 24, 2002 (available at 
www.whitehouse.gov/omb/legislative/combating_terrorism06-2002.pdf). 

 
Bremer Report, National Commission on Terrorism (the Bremer Commission), Countering the 

Changing Threat of International Terrorism, June 7, 2000 (available at 
http://w3.access.gpo.gov/nct/). 

 
Brookings Institution Report, Protecting the American Homeland: A Preliminary Analysis, 

Washington, D.C.: Brookings Institution Press, 2002; www.brook.edu/dybdocroot/. 
 
Cilluffo, Frank J., Sharon L.  Cardash, and Gordon N.  Lederman, Combating Chemical, 

Biological, Radiological, and Nuclear Terrorism: A Comprehensive Strategy, Washington, 
D.C.: Center for Strategic and International Studies, 2001 (see 
www.csis.org/pubs/2001_combatingcbrnt.htm  for a summary of the document). 

 
Collins, Joseph J., and Michael Horowitz, Homeland Defense: A Strategic Approach, 

Washington, D.C.: Center for Strategic and International Studies, December 2000 (available 
at www.csis.org/homeland/reports/hdstrategicappro.pdf). 

 
CSIS Report, Center for Strategic and International Studies (www.csis.org), Defending America 

in the 21st Century: New Challenges, New Organizations, and New Policies, Executive 
Summary of Four Working Group Reports on Homeland Defense, Washington, D.C.: CSIS, 
2000 (available at: www.csis.org/homeland/reports/defendamer21stexecsumm.pdf). 
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de Borchgrave, Arnaud, Frank J.  Cilluffo, Sharon L.  Cardash, and Michèle M.  Ledgerwood, 
Cyber Threats and Information Security: Meeting the 21st Century Challenge, Washington, 
D.C.: Center for Strategic and International Studies, May 2001 (for a summary of the 
document see www.csis.org/pubs/2001_cyberthreatsandis.htm). 

 
Gilmore Commission Second Annual Report, Advisory Panel to Assess Domestic Response 

Capabilities for Terrorism Involving Weapons of Mass Destruction (known as the Gilmore 
Commission; www.rand.org/nsrd/terrpanel/), Toward a National Strategy for Combating 
Terrorism, Second Annual Report to the President and the Congress, Washington, D.C., 
December 15, 2000. 

 
Gilmore Commission Third Annual Report, Advisory Panel to Assess Domestic Response 

Capabilities for Terrorism Involving Weapons of Mass Destruction, For Ray Downey, Third 
Annual Report to the President and the Congress, Washington, D.C., December 15, 2001. 

 
Gilmore Commission Fourth Annual Report, Advisory Panel to Assess Domestic Response 

Capabilities for Terrorism Involving Weapons of Mass Destruction, Implementing the 
National Strategy, Fourth Annual Report to the President and the Congress, Washington, 
D.C., December 15, 2002. 

 
Gouré, Daniel, Defense of the U.S.  Homeland Against Strategic Attack, Washington, D.C.: 

Center for Strategic and International Studies, December 2000 (available at 
www.csis.org/homeland/reports/defenseofushmld.pdf ). 

 
Hart-Rudman Commission Report, U.S.  Commission on National Security/21st Century (known 

as the Hart-Rudman Commission; www.nssg.gov), Road Map for National Security: 
Imperative for Change, Phase III Report, Washington, D.C., February 15, 2001. 

 
Heritage Foundation Report, Defending the American Homeland: A Report of The Heritage 

Foundation Homeland Security Task Force, Washington, D.C.: The Heritage Foundation, 
January 2002; www.heritage.org. 

 
Office of the Press Secretary, The White House, “President Releases National Strategy for 

Homeland Security,” July 16, 2002 (available at 
www.whitehouse.gov/news/releases/2002/07/print/20020716-2.html). 

 
Office of the Press Secretary, The White House, “Fact Sheet: Strengthening Intelligence to 

Better Protect America,” February 14, 2003 (available at 
www.whitehouse.gov/news/releases/2003/02/20030214-1.html). 

 
President’s Critical Infrastructure Commission Report, The President’s Commission on Critical 

Infrastructure Protection, Critical Infrastructure Assurance Office, Critical Foundations 
Protecting America’s Infrastructures, Washington, D.C., October 1997 (available at 
www.ciao.gov/resource/pccip/PCCIP_Report.pdf). 
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Bi-national Library

BPG# Status Short Title Category Classification

1 Current Rush-Bagot Agreement
Nation to Nation Treaties & 
Agreements UNCLASSIFIED

2 Historical
Rush-Bagot Armed Cutter Brit Emb 
Note

Nation to Nation Treaties & 
Agreements UNCLASSIFIED

3 Current Rush-Bagot Interpretation (1939)
Nation to Nation Treaties & 
Agreements UNCLASSIFIED

4 Current Rush-Bagot Interpretation (1940)
Nation to Nation Treaties & 
Agreements UNCLASSIFIED

5 Current Rush-Bagot Interpretation (1942)
Nation to Nation Treaties & 
Agreements UNCLASSIFIED

6 Current Rush-Bagot Interpretation (1946)
Nation to Nation Treaties & 
Agreements UNCLASSIFIED

7 Current Aviation Cooperation MOU Military to Military Agreements UNCLASSIFIED

8 Current
Canadian Commercial Corporation 
Agreement Military to Military Agreements UNCLASSIFIED

9 Current Mutual Support MOU Military to Military Agreements UNCLASSIFIED
10 Current NORAD Terms of Reference (2003) Military to Military Agreements UNCLASSIFIED

11 Current
Logistic Support of US Antarctic 
AN/TRN-26 Military to Military Agreements UNCLASSIFIED

12 Current Posse Comitatus Act - US Legislation UNCLASSIFIED

13 Current Rush-Bagot Agreement Point Paper Point Papers UNCLASSIFIED

14 Current
Rush-Bagot Agreement (With 
History) Point Paper Point Papers UNCLASSIFIED

15 Current Rush-Bagot Pro Memoria (2003)
Nation to Nation Treaties & 
Agreements UNCLASSIFIED

16 Current Anti-Terrorism Act - CA Legislation UNCLASSIFIED
17 Current Emergencies Act - CA Legislation UNCLASSIFIED

18 Current Emergency Preparedness Act - CA Legislation UNCLASSIFIED
19 Current Canada's National Security Policy National Plans and Strategies UNCLASSIFIED

20 Current
Rush-Bagot Cutter Arming USCG 
Commandant Letter Civil Agency-USCG UNCLASSIFIED

21 Current
Rush-Bagot Cutter Arming USCG 
Legal Opinion Civil Agency-USCG UNCLASSIFIED

22 Current
Rush-Bagot Cutter Arming USCG 
Letter (1980) Civil Agency-USCG UNCLASSIFIED

23 Current
Combined Logistic Support Principles 
(1987) Military to Military Agreements UNCLASSIFIED

24 Current
North American Defense Industrial 
Base Org Charter Military to Military Agreements UNCLASSIFIED

25 Current
Emergency Preparedness 
Agreement

Nation to Nation Treaties & 
Agreements UNCLASSIFIED

26 Current
DoDD 1225.6 Equipping the Reserve 
Force U.S. Directives/Orders UNCLASSIFIED

27 Current
Mapping, Charting and Geodesy 
Agreement (1976) Military to Military Agreements UNCLASSIFIED

28 Current GPS MOU (1978) Military to Military Agreements UNCLASSIFIED

29 Current
Search and Rescue Agreement 
(1975) Military to Military Agreements UNCLASSIFIED
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Bi-national Library

BPG# Status Short Title Category Classification

30 Current
Search and Rescue Agreement 
(USCGD9, ATG CF) Military to Military Agreements UNCLASSIFIED

31 Current
DoDD 1330.5 American National Red 
Cross U.S. Directives/Orders UNCLASSIFIED

32 Current
DoDD 2000.12 Antiterrrorism-Force 
Protection U.S. Directives/Orders UNCLASSIFIED

33 Current
DoDD 2000.15 Support to Special 
Events U.S. Directives/Orders UNCLASSIFIED

34 Current
DoDD 2010.6 Weapons Stand. & 
Interop. w/i NATO U.S. Directives/Orders UNCLASSIFIED

35 Current
DoDD 2035.1 Defense Economic 
Coop with Canada U.S. Directives/Orders UNCLASSIFIED

36 Current
DoDD 3020.26 Continuity of 
Operations U.S. Directives/Orders UNCLASSIFIED

37 Current
DoDD 3020.36 Assign. of Natl Sec. 
Emergency Prep. U.S. Directives/Orders UNCLASSIFIED

38 Current
DoDD 3025.1 Military Support to Civil 
Authorities U.S. Directives/Orders UNCLASSIFIED

39 Current
DoDD 3025.12 Military Assist. to Civil 
Dis. U.S. Directives/Orders UNCLASSIFIED

40 Current
DoDD 3025.13 DoD in Support of 
USSS U.S. Directives/Orders UNCLASSIFIED

41 Current
DoDD 3025.15 Military Assist to Civil 
Auth U.S. Directives/Orders UNCLASSIFIED

42 Current
DoDD 3025.16 Mil Emer Prep EPLO 
Pgm U.S. Directives/Orders UNCLASSIFIED

43 Current
DoDD 3150.5 DoD Response to 
Improv Nuclear Device U.S. Directives/Orders UNCLASSIFIED

44 Current
DoDD 3150.8 DoD Response to 
Radiological Accidents U.S. Directives/Orders UNCLASSIFIED

45 Current
DoDD 5030.14 Disc of Atomic Info to 
Foreign Govt U.S. Directives/Orders UNCLASSIFIED

46 Current
DoDD 5030.41 Oil and Hazardous 
Substances U.S. Directives/Orders UNCLASSIFIED

47 Current
DoDD 5030.50 DoD in Support of 
Post Office U.S. Directives/Orders UNCLASSIFIED

48 Current
DoDD 5100.46 Foreign Disaster 
Relief U.S. Directives/Orders UNCLASSIFIED

49 Current
DoDD 5100.55 US Security Authority 
for NATO (1982) U.S. Directives/Orders UNCLASSIFIED

50 Current
DoDD 5100.77 DoD Law of War 
Program U.S. Directives/Orders UNCLASSIFIED

51 Current
DoDD 5100.78 US Port Security 
Program U.S. Directives/Orders UNCLASSIFIED

52 Current
DoDD 5160.54 Critical Asset 
Assurance Program U.S. Directives/Orders UNCLASSIFIED

53 Current
DoDD 5210.56 Use of Deadly Force 
& Firearms U.S. Directives/Orders UNCLASSIFIED

54 Current
Region Operations Centers (USAF, 
DND - 1971) Military to Military Agreements UNCLASSIFIED
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Bi-national Library

BPG# Status Short Title Category Classification

55 Current
Defence Cooperation Joint Statement 
(1947)

Nation to Nation Treaties & 
Agreements UNCLASSIFIED

56 Current
DoDD 5210.63 Security of Nuclear 
Reactors U.S. Directives/Orders UNCLASSIFIED

57 Current
DoDD 5230.11 Disclosure of 
Classified Mil Info U.S. Directives/Orders UNCLASSIFIED

58 Current
DoDD 5230.16 Nuclear Accident & 
Incident PA Guide U.S. Directives/Orders UNCLASSIFIED

59 Current
DoDD 5230.20 Visits, etc. of Foreign 
Natls U.S. Directives/Orders UNCLASSIFIED

60 Current
DoDD 5230.25 Withholding of 
Unclass. Tech Data U.S. Directives/Orders UNCLASSIFIED

61 Current
DoDD 5400.13 Joint Public Affairs 
Operations U.S. Directives/Orders UNCLASSIFIED

62 Current
DoDD 5515.8 Single-Service Claims 
Proc U.S. Directives/Orders UNCLASSIFIED

63 Current
DoDD 5525.1 Status of Forces Policy 
& Information U.S. Directives/Orders UNCLASSIFIED

64 Current
DoDD 5525.5 DoD Coop with Civilian 
LE Officials U.S. Directives/Orders UNCLASSIFIED

65 Current
DoDD 5525.7 MOU btwn DOJ & DoD 
Re Inves/Pros Crime U.S. Directives/Orders UNCLASSIFIED

66 Current
DoDD 5530.3 International 
Agreements (2003) U.S. Directives/Orders UNCLASSIFIED

67 Current
DoDD 5535.7 Licnse Agrmt w/ 
Foreign Perfrm Rts Soc U.S. Directives/Orders UNCLASSIFIED

68 Current
DoDD 6000.12 Health Services 
Ops/Readiness U.S. Directives/Orders UNCLASSIFIED

69 Current
DoDD 6010.22 National Disaster 
Medical System 2003 U.S. Directives/Orders UNCLASSIFIED

70 Current
DoDD 6025.13 Clinical Quality Mgmt 
Prgm/Mil Health U.S. Directives/Orders UNCLASSIFIED

71 Current
DoDD 6205.3 DoD Immunmization 
for Bio War Def U.S. Directives/Orders UNCLASSIFIED

72 Current
DoDD 8910.1 Mgmt & Control of Info 
Req U.S. Directives/Orders UNCLASSIFIED

73 Current
CANUS Mil Personnel Exchange 
(USCG, CF) Military to Military Agreements UNCLASSIFIED

74 Current Nuclear Liability Act Arrangement
Nation to Nation Treaties & 
Agreements UNCLASSIFIED

75 Current Nuclear Liability Act - CA Legislation UNCLASSIFIED
76 Current Stafford Act - US Legislation UNCLASSIFIED
77 Current PATRIOT Act - US Legislation UNCLASSIFIED

78 Current
DoDI 2000.14 DoD Combatting 
Terrorism Program U.S. Directives/Orders UNCLASSIFIED

79 Current
DoDI 2000.16 DoD Antiterrorism 
Standards U.S. Directives/Orders UNCLASSIFIED

80 Current
DoDI 4000.19 Interservice and 
Intragovt. Support U.S. Directives/Orders UNCLASSIFIED

81 Current
DoDI 5210.84 Security of DoD Pers 
at US Missions U.S. Directives/Orders UNCLASSIFIED
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Bi-national Library

BPG# Status Short Title Category Classification

82 Current
DoDI 5400.14 Proc. for Joint Public 
Affairs Ops U.S. Directives/Orders UNCLASSIFIED

83 Current
DoDI 6025.16 Port. of St Licensure 
for Health Prof U.S. Directives/Orders UNCLASSIFIED

84 Current
Proliferation Security Initiative Point 
Paper Point Papers UNCLASSIFIED

85 Current Gilmore Commission Point Paper Point Papers UNCLASSIFIED
86 Current Magnuson Act Point Paper Point Papers UNCLASSIFIED

87 Current
Maritime Transportation Security Act 
Point Paper Point Papers UNCLASSIFIED

88 Current
US DOS C-175 Procedure Point 
Paper Point Papers UNCLASSIFIED

89 Current
US Civil Support Teams Cross 
Border Point Paper Point Papers UNCLASSIFIED

90 Current
Stafford Act Auth for FEMA Actions in 
Canada PP Point Papers UNCLASSIFIED

91 Current Magnuson Act - US Legislation UNCLASSIFIED
92 Current Homeland Security Act - US Legislation UNCLASSIFIED

93 Current Magnuson Act History & Notes - US Legislation UNCLASSIFIED

94 Current
B-GG-005-004 AF-000 Canadian 
Forces Ops Canada Directives/Orders UNCLASSIFIED

95 Current
Maritime Transportation Security Act 
Fact Sht - US Legislation UNCLASSIFIED

96 Current
Immigration & Refugee Protection 
Act - CA Legislation UNCLASSIFIED

97 Current US DHS USCG Regulations Civil Agency-USCG UNCLASSIFIED

98 Current
Intl Emer Asst MOU (NE US, SE CA) -
US Legislation UNCLASSIFIED

99 Current
Maritime Transportation Security Act - 
US Legislation UNCLASSIFIED

100 Current
National Security Act of 1947 Fact 
Sheet - US Legislation UNCLASSIFIED

101 Current National Security Act of 1947 - US Legislation UNCLASSIFIED
102 Current Smart Border Briefing Briefings UNCLASSIFIED
103 Current CBRNE Natl Strategy - CA Briefing Briefings UNCLASSIFIED

104 Current Map - CA Natural Disaster Hazards Miscellaneous UNCLASSIFIED
105 Current Map - Canada (Political) Miscellaneous UNCLASSIFIED
106 Current Map - North America (Political) Miscellaneous UNCLASSIFIED

107 Current
JP 0-2 Unified Action Armed Forces 
(UNAAF) U.S. Directives/Orders UNCLASSIFIED

108 Current
NWP 1-14M Commander's 
Handbook on Law of Naval Ops Legal Reference Materials UNCLASSIFIED

109 Current
DOPLAW Handbook for Judge 
Advocates Legal Reference Materials UNCLASSIFIED

110 Current
San Remo Man on Intl Law on Armed 
Conflicts at Sea Legal Reference Materials UNCLASSIFIED

111 Current
ROE Handbook for Judge Advocates -
US Legal Reference Materials UNCLASSIFIED

112 Current Canadian Doctrine Hierarchy Miscellaneous UNCLASSIFIED
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113 Current
EO 10173 Safeguarding of Vessels, 
Harbors, Ports U.S. Directives/Orders UNCLASSIFIED

114 Current
B-GG-005-004 AF-010 CF Info 
Operations Canada Directives/Orders UNCLASSIFIED

115 Current
B-GG-005-004 AF-011 Nuclear, Bio, 
Chem Canada Directives/Orders UNCLASSIFIED

116 Current
B-GG-005-004 AF-015 Mil Engr 
Support to CF Ops Canada Directives/Orders UNCLASSIFIED

117 Current
B-GG-005-004 AF-023 Civil-Military 
Cooperation Canada Directives/Orders UNCLASSIFIED

118 Current
B-GG-005-027 AF-023 Code of 
Conduct for CF Canada Directives/Orders UNCLASSIFIED

119 Current
B-GJ-005-104 FP-021 Law of Armed 
Conflict Canada Directives/Orders UNCLASSIFIED

120 Current
B-GJ-005-200 FP-000 Joint 
Intelligence Doctrine Canada Directives/Orders UNCLASSIFIED

121 Current
B-GJ-05-500 FP-000 CF Operational 
Planning Process Canada Directives/Orders UNCLASSIFIED

122 Current
B-GJ-005-501 FP-000 Use of Force 
in CF Operations Canada Directives/Orders UNCLASSIFIED

123 Current
B-GJ-005-703 FP-020 CF Joint Doc 
for Mobilization Canada Directives/Orders UNCLASSIFIED

124 Current
B-GL-300-001-FP-000 Conduct of 
Land Operations Canada Directives/Orders UNCLASSIFIED

125 Current
B-GL-300-004-FP-001 Land Force 
Sustainment Canada Directives/Orders UNCLASSIFIED

126 Current
B-GS-138-001 FP-001 Nuclear 
Emergency Response Canada Directives/Orders UNCLASSIFIED

127 Current EO 12333 US Intelligence Activities U.S. Directives/Orders UNCLASSIFIED

128 Current
EO 12656 Assignment of Emergency 
Preparedness U.S. Directives/Orders UNCLASSIFIED

129 Current
EO 12958 Classified National 
Security Info U.S. Directives/Orders UNCLASSIFIED

130 Current
EO 12966 Foreign Disaster 
Assistance U.S. Directives/Orders UNCLASSIFIED

131 Current
EO 13010 Critical Infrastructure 
Protection U.S. Directives/Orders UNCLASSIFIED

132 Current EO 13224 Terrorist Financing U.S. Directives/Orders UNCLASSIFIED

133 Current
EO 13231 Critical Infrastructure 
Protection U.S. Directives/Orders UNCLASSIFIED

134 Current
EO 13284 Establishment of Dept 
Homeland Sec U.S. Directives/Orders UNCLASSIFIED

135 Current
EO 13286 Transfer of Functions to 
DHS U.S. Directives/Orders UNCLASSIFIED

136 Current
EO 13292 Amendment to Classified 
National Sec Info U.S. Directives/Orders UNCLASSIFIED

137 Current
EO 13311 Homeland Security Info 
Sharing U.S. Directives/Orders UNCLASSIFIED

138 Current HSPD-1 Homeland Security Council U.S. Directives/Orders UNCLASSIFIED
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139 Current
Land Forces Cross Border Principles 
& Proc

Nation to Nation Treaties & 
Agreements UNCLASSIFIED

140 Current Air Search and Rescue Agrmt (1949)
Nation to Nation Treaties & 
Agreements UNCLASSIFIED

141 Current Air Transport Agreement Procedures
Nation to Nation Treaties & 
Agreements UNCLASSIFIED

142 Current Air Transport Preclearance (2001)
Nation to Nation Treaties & 
Agreements UNCLASSIFIED

143 Current
Air Transport Preclearance 
(Vancouver Intl)

Nation to Nation Treaties & 
Agreements UNCLASSIFIED

144 Current Coop Program in Defense R&D Military to Military Agreements UNCLASSIFIED

145 Current
Security & FP of DoD Elements in 
Canada Miscellaneous UNCLASSIFIED

146 Current
Immigration History Sites Network 
(1999) Civil Agency Documents UNCLASSIFIED

147 Current
Marine Aids to Navigation Prgrm 
MOU Civil Agency-USCG UNCLASSIFIED

148 Current
Joint Marine Pollution Contingency 
Plan Civil Agency-USCG UNCLASSIFIED

149 Current
Extradition Treaty Amendment Ltrs 
(1988)

Nation to Nation Treaties & 
Agreements UNCLASSIFIED

150 Current NORAD Agreement (1996)
Nation to Nation Treaties & 
Agreements UNCLASSIFIED

151 Current NORAD Agreement Renewal (2000)
Nation to Nation Treaties & 
Agreements UNCLASSIFIED

152 Historical NORAD Terms of Reference 1996 Military to Military Agreements UNCLASSIFIED

153 Current Boundary Waters Treaty
Nation to Nation Treaties & 
Agreements UNCLASSIFIED

154 Current Extradition Treaty (1976)
Nation to Nation Treaties & 
Agreements UNCLASSIFIED

155 Current
CBRN Counterterrorism Coop 
Guidelines

Nation to Nation Treaties & 
Agreements UNCLASSIFIED

156 Current
Coop betwn Military Services Agrmt 
(Chapeau)

Nation to Nation Treaties & 
Agreements UNCLASSIFIED

157 Current Ogdensburg Announcement (1940)
Nation to Nation Treaties & 
Agreements UNCLASSIFIED

158 Current
Joint Declaration on Counter-
Terrorism (1988)

Nation to Nation Treaties & 
Agreements UNCLASSIFIED

159 Current
Juan de Fuca Vessel Traffic Mgmt 
Agrmt

Nation to Nation Treaties & 
Agreements UNCLASSIFIED

160 Current
Mutual Defense Commitments Agrmt 
(1994)

Nation to Nation Treaties & 
Agreements UNCLASSIFIED

161 Current
Nuclear Component Importation 
(1979)

Nation to Nation Treaties & 
Agreements UNCLASSIFIED

162 Current
Enhanced Military Cooperation Agrmt 
(2002)

Nation to Nation Treaties & 
Agreements UNCLASSIFIED

163 Current Bi-National Planning Group TOR Military to Military Agreements UNCLASSIFIED

164 Current Marine Sanitation Great Lakes MOU Civil Agency-USCG UNCLASSIFIED

165 Current Great Lakes Pilotage Arrangements Civil Agency Documents UNCLASSIFIED
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166 Current Smart Border Declaration
Nation to Nation Treaties & 
Agreements UNCLASSIFIED

167 Current
AR 525-16 Temp Land Force Cross 
Border Movmnt U.S. Directives/Orders UNCLASSIFIED

168 Current
CFAO 20-45 Temp Land Force Cross 
Border Movmnt Canada Directives/Orders UNCLASSIFIED

169 Current AFI 10-801 Asst to Civ LE Agencies U.S. Directives/Orders UNCLASSIFIED

170 Current AFI 10-802 Mil Support to Civil Auth U.S. Directives/Orders UNCLASSIFIED

171 Current
AR 165-1 Chaplain Activities in US 
Army U.S. Directives/Orders UNCLASSIFIED

172 Current
AR 190-14 Carying of Firearms for 
LE Duties U.S. Directives/Orders UNCLASSIFIED

173 Current
AR 190-41 Customs Law 
Enforcement U.S. Directives/Orders UNCLASSIFIED

174 Current CJCSI 2300.01A International Agrmts U.S. Directives/Orders UNCLASSIFIED

175 Current
AR27-50 Status of Forces Pol, Proc 
& Info U.S. Directives/Orders UNCLASSIFIED

176 Current
SECNAVINST 5820.4G Status of 
Forces Policies U.S. Directives/Orders UNCLASSIFIED

177 Current AR 500-60 Disaster Relief U.S. Directives/Orders UNCLASSIFIED

178 Current
AR 40-3 Medical, Dental, and 
Veterinary Care U.S. Directives/Orders UNCLASSIFIED

179 Current
PDD 23 Foreign Access to Remote 
Sensing Cap U.S. Directives/Orders UNCLASSIFIED

180 Current National Military Strategy - US (2004) National Plans and Strategies UNCLASSIFIED
181 Draft Earthquake Support Plan (BC) National Plans and Strategies UNCLASSIFIED
182 Current PDD 35 Intelligence Requirements U.S. Directives/Orders UNCLASSIFIED

183 Current
PDD 39 US Policy on 
Counterterrorism U.S. Directives/Orders UNCLASSIFIED

184 Current
PDD 62 Combating Terrorism - Fact 
Sht U.S. Directives/Orders UNCLASSIFIED

185 Current
PDD 63 Critical Infrastructure 
Protection U.S. Directives/Orders UNCLASSIFIED

186 Current
PDD 63 Protecting Am's Crit 
Infrastruc.- Fact Sht U.S. Directives/Orders UNCLASSIFIED

187 Current
SEVNAVINST 5820.7B Coop with 
Civilian LE U.S. Directives/Orders UNCLASSIFIED

188 Current Users Guide for JOPES U.S. Directives/Orders UNCLASSIFIED

189 Current
OPNAVINST 5710.24 Intl Agrmts 
Navy Procedures U.S. Directives/Orders UNCLASSIFIED

190 Current
OPNAVINST 5710.11E Military Coop, 
CANUS U.S. Directives/Orders UNCLASSIFIED

191 Current
MCO 3440.7A Marine Corps Support 
to Civil Auth U.S. Directives/Orders UNCLASSIFIED

192 Current
Geographical Names Treatment 
MOU

Nation to Nation Treaties & 
Agreements UNCLASSIFIED
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193 Current
Common Facilities on Land Border 
MOU

Nation to Nation Treaties & 
Agreements UNCLASSIFIED

194 Current
Employment of US Embassy 
Dependents

Nation to Nation Treaties & 
Agreements UNCLASSIFIED

195 Current
General Security of Information 
Agreement

Nation to Nation Treaties & 
Agreements UNCLASSIFIED

196 Current
Fisheries Enforcement Ops on Lake 
Erie

Nation to Nation Treaties & 
Agreements UNCLASSIFIED

197 Current Remote Sensing MOU
Nation to Nation Treaties & 
Agreements UNCLASSIFIED

198 Current Western Wildland Fires Cooperation
Nation to Nation Treaties & 
Agreements UNCLASSIFIED

199 Current Mutual Legal Asst in Criminal Matters
Nation to Nation Treaties & 
Agreements UNCLASSIFIED

200 Current
Nuclear Incident Injury or Damage 
Indemnity

Nation to Nation Treaties & 
Agreements UNCLASSIFIED

201 Current
JP 1-02 DoD Dictionary Of Military & 
Assoc Terms U.S. Directives/Orders UNCLASSIFIED

202 Current HSPD-2: Combating Terrorism U.S. Directives/Orders UNCLASSIFIED

203 Current
HSPD-3: Homeland Security Advisory
System U.S. Directives/Orders UNCLASSIFIED

204 Current
HSPD-4: National Strategy to 
Combat WMD U.S. Directives/Orders UNCLASSIFIED

205 Current
HSPD-5: Management of Domestic 
Incidents U.S. Directives/Orders UNCLASSIFIED

206 Current
HSPD-6: Integration & Use of 
Screening Information U.S. Directives/Orders UNCLASSIFIED

207 Current
HSPD-7: Critical Infrastructure 
Identification U.S. Directives/Orders UNCLASSIFIED

208 Current HSPD-8: National Preparedness U.S. Directives/Orders UNCLASSIFIED

209 Current
HSPD-9: Defense of U.S. Agriculture 
and Food U.S. Directives/Orders UNCLASSIFIED

210 Current FM 100-19 Domestic Support Ops U.S. Directives/Orders UNCLASSIFIED

211 Current
JP 3-11 Jt Doctrine for Ops in NBC 
Environments U.S. Directives/Orders UNCLASSIFIED

212 Current
JP 3-57 Joint Doctrine for Civil-
Military Ops U.S. Directives/Orders UNCLASSIFIED

213 Current FM 19-15 Civil Disturbances U.S. Directives/Orders UNCLASSIFIED

214 Current FM 3-101 Chemical Staffs and Units U.S. Directives/Orders UNCLASSIFIED

215 Current
FM 3-11.22 WMD Civil Support 
Teams (2003) U.S. Directives/Orders UNCLASSIFIED

216 Current JP 3-0 Doctrine for Joint Ops U.S. Directives/Orders UNCLASSIFIED

217 Current
JP 3-01 Jt Doc Countering Air & 
Missile Threats U.S. Directives/Orders UNCLASSIFIED

218 Current
JP 3-01.1 Aerospace Defense of 
North America U.S. Directives/Orders UNCLASSIFIED

219 Current
JP 3-07.2 Joint Tactics for Anti-
Terrorism U.S. Directives/Orders UNCLASSIFIED

220 Current
JP 3-08 Interagency Coord During 
Joint Ops Vol I U.S. Directives/Orders UNCLASSIFIED
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221 Current
JP 3-08 Interagency Coord During 
Joint Ops Vol II U.S. Directives/Orders UNCLASSIFIED

222 Current
JP 5-0 Doctrine for Planning Joint 
Operations U.S. Directives/Orders UNCLASSIFIED

223 Current
JP 5-00.2 Jt Task Force Planning 
Guidance U.S. Directives/Orders UNCLASSIFIED

224 Current
A-AE-025-000 FP-001 Doctrine 
Development Canada Directives/Orders UNCLASSIFIED

225 Current AAP-6 NATO Glossary of Terms U.S. Directives/Orders UNCLASSIFIED

226 Current
AR 385-14 Conventional Munitions 
Transportation U.S. Directives/Orders UNCLASSIFIED

227 Current
CJCSI 2410.01B Right-of-Assistance 
Entry U.S. Directives/Orders UNCLASSIFIED

228 Current
CJCSI 3100.01A Joint Strategic 
Planning System U.S. Directives/Orders UNCLASSIFIED

229 Current
CJCSI 3214.01 Mil Support to 
Foreign CM Ops U.S. Directives/Orders UNCLASSIFIED

230 Current
Commandant Instruction 16202.3 
USCG-FBI Agreement Civil Agency Documents UNCLASSIFIED

231 Draft
CONOPS for Fed Support in CBRN 
Incident Canada Directives/Orders UNCLASSIFIED

232 Current
Commandant Instruction 16202.2A, 
USCG-US Customs U.S. Directives/Orders UNCLASSIFIED

233 Current COP Griffon, DART-CA (2001) Canada Directives/Orders UNCLASSIFIED

234 Draft
DAOD 8006-4 CBRN Counter 
Terrorism Canada Directives/Orders UNCLASSIFIED

235 Current
DCDS Inst 2-01 CF Asst to RCMP 
Drug LEOps Canada Directives/Orders UNCLASSIFIED

236 Current
NDHQ DCDS Inst 2-98 Guidance for 
DomOps Canada Directives/Orders UNCLASSIFIED

237 Current
DoD 3025.1-M Manual for Civil 
Emergencies U.S. Directives/Orders UNCLASSIFIED

238 Current
DoD 3150.8-M Nuclear Weapon 
Accident Response U.S. Directives/Orders UNCLASSIFIED

239 Current
DoD 8910.1-M DoD Mgmt of 
Information Requirements U.S. Directives/Orders UNCLASSIFIED

240 Current
DoDD 5200.27 Acquisition of Info on 
Non-DoD Person U.S. Directives/Orders UNCLASSIFIED

241 Current
JFSC Pub 1 Joint Staff Officers 
Guide (2000) U.S. Directives/Orders UNCLASSIFIED

242 Current MCDP 1 Warfighting U.S. Directives/Orders UNCLASSIFIED

243 Current Test & Evaluation Program Agrmt
Nation to Nation Treaties & 
Agreements UNCLASSIFIED

244 Current
FM 100-10 Domestic Support 
Operations U.S. Directives/Orders UNCLASSIFIED

245 Current CO Nat'l Guard Reg 500-1 MACA U.S. Directives/Orders UNCLASSIFIED

246 Current Smuggling of Intoxicating Liquors
Nation to Nation Treaties & 
Agreements UNCLASSIFIED

247 Current
NSD 42 Nat'l Security Telecom and 
Info Systems U.S. Directives/Orders UNCLASSIFIED
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248 Current
NSPD 23 Nat'l Policy on Ballistic 
Missile Defense National Plans and Strategies UNCLASSIFIED

249 Current NSD 57 US Port Security Program U.S. Directives/Orders UNCLASSIFIED

250 Current
USCGD9 CANUS MOU Foreign 
Vessel Verif U.S. Directives/Orders UNCLASSIFIED

251 Current ACOP 210- Major Air Disaster-CA National Plans and Strategies UNCLASSIFIED

252 Current
CDS CONPLAN 0290 03 BC 
Earthquake National Plans and Strategies UNCLASSIFIED

253 Current
Emergency Vessel Traffic Mgmt 
MOU Civil Agency-USCG UNCLASSIFIED

254 Current Nuclear Emergency Plan - CA National Plans and Strategies UNCLASSIFIED
255 Current Fed Radiological Response -US National Plans and Strategies UNCLASSIFIED

256 Current
Fed Radiological Response-US 
OPLAN National Plans and Strategies UNCLASSIFIED

257 Interim Federal Response Plan (Interim) National Plans and Strategies UNCLASSIFIED

258 Current
Civil Disturbance Garden Plot 
OPLAN National Plans and Strategies UNCLASSIFIED

259 Current Interagency Terrorism CONPLAN-US National Plans and Strategies UNCLASSIFIED

260 Current National Counter-Terrorism Plan-CA National Plans and Strategies UNCLASSIFIED
261 Current National Response Plan-US National Plans and Strategies UNCLASSIFIED

262 Draft
Nat'l Response Plan Terrorism 
Incident Annex National Plans and Strategies UNCLASSIFIED

263 Current
Export of Uranium for Medical 
Isotopes MOU

Nation to Nation Treaties & 
Agreements UNCLASSIFIED

264 Current
Icebreaking Ops in Great Lakes & 
SLS Agrmt

Nation to Nation Treaties & 
Agreements UNCLASSIFIED

265 Current Poplar River Monitoring Arrangement
Nation to Nation Treaties & 
Agreements UNCLASSIFIED

266 Current
Intl Satellites for Ionospheric Studies 
Agrmt

Nation to Nation Treaties & 
Agreements UNCLASSIFIED

267 Current NORAD Agrmt Amendment (2004)
Nation to Nation Treaties & 
Agreements UNCLASSIFIED

268 Current Suppression of Smuggling Agrmt
Nation to Nation Treaties & 
Agreements UNCLASSIFIED

269 Current Transborder Trucking Letters
Nation to Nation Treaties & 
Agreements UNCLASSIFIED

270 Current Oregon Treaty (1846)
Nation to Nation Treaties & 
Agreements UNCLASSIFIED

271 Current UN Charter Article 51
Nation to Nation Treaties & 
Agreements UNCLASSIFIED

272 Current Tracking Station Arrangement
Nation to Nation Treaties & 
Agreements UNCLASSIFIED

273 Current
Enhanced Military Cooperation Agrmt 
(2002) BPG Cornerstone Documents UNCLASSIFIED

274 Current Bi-National Planning Group TOR BPG Cornerstone Documents UNCLASSIFIED

275 Current
CA CDS & DM Correspondence 
Guidance Administrative Documents UNCLASSIFIED

276 Current
CA CDS, DCDS, DM or MND 
Correspondence Guidance Administrative Documents UNCLASSIFIED

Appendix IV
14



Bi-national Library

BPG# Status Short Title Category Classification
277 Current NDHQ Organizational Chart Administrative Documents UNCLASSIFIED

278 Current Staffing Guide for Allied Joints Pubs U.S. Directives/Orders UNCLASSIFIED

279 Current Atomic Energy Uranium Safeguards
Nation to Nation Treaties & 
Agreements UNCLASSIFIED

280 Current North Atlantic Treaty (1949)
Nation to Nation Treaties & 
Agreements UNCLASSIFIED

281 Current NATO SOFA (1951) Administrative Documents UNCLASSIFIED

282 Current
NATO SOFA Additional Protocol 
(1955)

Nation to Nation Treaties & 
Agreements UNCLASSIFIED

283 Current Information Sharing RE: Immigration Civil Agency Documents UNCLASSIFIED

284 Current
Air Transport Pre-clearance 
Vancouver Airport

Nation to Nation Treaties & 
Agreements UNCLASSIFIED

285 Current
Vessel Wireless Broadcasting 
Interference Agrmt

Nation to Nation Treaties & 
Agreements UNCLASSIFIED

286 Current
Taxes on Income and Capital 
Protocol Amendment 

Nation to Nation Treaties & 
Agreements UNCLASSIFIED

287 Current
Transborder Fixed Satellite 
Telecommunications 

Nation to Nation Treaties & 
Agreements UNCLASSIFIED

288 Current
Transboundary Air Pollution Memo of 
Intent (1980)

Nation to Nation Treaties & 
Agreements UNCLASSIFIED

289 Current
Wrecking and Salvage Treaty 
Interpretation (1990)

Nation to Nation Treaties & 
Agreements UNCLASSIFIED

290 Current Rush-Bagot Cutter Arming Ltr Civil Agency-USCG UNCLASSIFIED

291 Current
Torpedo Test Ranges (BC) Op 
Admin Arrangements Military to Military Agreements UNCLASSIFIED

292 Current
USN Partic. in CF Integrated 
Undersea Surveillance Military to Military Agreements UNCLASSIFIED

293 Current
Sonobouy Mechanical Self-Noise 
Testing Program Military to Military Agreements UNCLASSIFIED

294 Current
USNORTHCOM Theatre Clearance 
Approval U.S. Directives/Orders UNCLASSIFIED

295 Current
Commandant Instr 16202.3, 
USCG/FBI Agreement U.S. Directives/Orders UNCLASSIFIED

296 Historical NORAD Agreement (1958) Historical Documents UNCLASSIFIED

297 Current
Accidental & Unauthorized 
Discharges of Pollutants Civil Agency Documents UNCLASSIFIED

298 Current
Aerial and Surface Surveillance for 
Pollution Agrm Civil Agency Documents UNCLASSIFIED

299 Current
Border Security & Regional Migration 
Jnt Stment Civil Agency Documents UNCLASSIFIED

300 Current
CANUS Joint Radiological 
Emergency Response Plan Civil Agency Documents UNCLASSIFIED

301 Current
CANUSWEST Regional Jnt Inland 
Pollution Cont. Plan Civil Agency Documents UNCLASSIFIED

302 Current
Civ Emer Planning Comm for Med & 
Health Prep TOR Civil Agency Documents UNCLASSIFIED

303 Current
Collaboration Safeguarding Cross 
Border Vital Pts Civil Agency Documents UNCLASSIFIED
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304 Current
Commercial Driver License 
Agreement Civil Agency Documents UNCLASSIFIED

305 Current
Exchange of Info in Nuclear 
Regulatory Matters Civil Agency Documents UNCLASSIFIED

306 Current
DCID 8/1 Intelligence Information 
Sharing U.S. Directives/Orders UNCLASSIFIED

307 Current Deportee Exchange Arrangement Civil Agency Documents UNCLASSIFIED
308 Current EMAC Guidebook Civil Agency Documents UNCLASSIFIED
309 Current Energy R & D Collaboration MOU Civil Agency Documents UNCLASSIFIED

310 Current
Geological Sciences Cooperation 
MOU Civil Agency Documents UNCLASSIFIED

311 Current
Georgia Basin and Puget Sound 
Ecosystem Statement Civil Agency Documents UNCLASSIFIED

312 Current GLSSS Navigation Season Ext Demo Civil Agency Documents UNCLASSIFIED
313 Current Great Lakes Pilotage Arrangement Civil Agency Documents UNCLASSIFIED

314 Current Great Lakes Pilotage Memorandum Civil Agency Documents UNCLASSIFIED

315 Current
Great Lakes Water Quality 
Agreement MOU Civil Agency Documents UNCLASSIFIED

316 Current
Immigration History Sites Network 
Agrmt Civil Agency Documents UNCLASSIFIED

317 Current
Immigration Laws Enforcement 
Understanding Civil Agency Documents UNCLASSIFIED

318 Current
Immigration Information Exchange 
MOU Civil Agency Documents UNCLASSIFIED

319 Current
Intl Emergency Mngmnt Asst (NE US, 
SE CA) MOU Civil Agency Documents UNCLASSIFIED

320 Current Ionospheric Research MOU Civil Agency Documents UNCLASSIFIED
321 Current CJCS HLS EXORD U.S. Directives/Orders S-RELCAN
322 Current LORAN-C Station Cost Civil Agency Documents UNCLASSIFIED

323 Current
Marine Activities on the Saint 
Lawrence River Civil Agency Documents UNCLASSIFIED

324 Current Recreational Boating Safety MOU Civil Agency-USCG UNCLASSIFIED
325 Current R&D Coop in Transportation Civil Agency Documents UNCLASSIFIED

326 Current
Partic in USNRC Prgrm of Severe 
Accident Research Civil Agency Documents UNCLASSIFIED

327 Current
EO XXXXX President's Board on 
Safeguarding Civ Lib U.S. Directives/Orders UNCLASSIFIED

328 Current
EO XXXXX Mgmt of Intelligence 
Community U.S. Directives/Orders UNCLASSIFIED

329 Current
EO XXXXX National 
Counterterrorism Center U.S. Directives/Orders UNCLASSIFIED

330 Current EO XXXXX Sharing of Terrorism Info U.S. Directives/Orders UNCLASSIFIED

331 Current
HSPD-11 Terrorist-Related 
Screening Procedures U.S. Directives/Orders UNCLASSIFIED

332 Current
HSPD-12 Policy for Common ID 
Standard U.S. Directives/Orders UNCLASSIFIED

333 Current CANUS LANDOP National Plans and Strategies S-RELCAN
334 Current CANUS MAREASTOP National Plans and Strategies S-RELCAN
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335 Current Annexes to CANUS MARWESTOP National Plans and Strategies S-RELCAN
336 Current CANUS MARWESTOP National Plans and Strategies S-RELCAN

337 Current
ONE (Air Defense) ROE Auth CJCS 
Serial Four U.S. Directives/Orders S-RELCAN

338 Draft
CINCNORAD Draft Cdrs Estimate 
(2003) U.S. Directives/Orders S-RELCAN

339 Current
Pacific NW Emergency Mgmt 
Arrngmnt Cong Consent Legislation UNCLASSIFIED

340 Current CJCS Op Noble Eagle EXORD U.S. Directives/Orders S-RELCAN
342 Current NORAD Op Noble Eagle ROE U.S. Directives/Orders S-RELCAN
343 Current Exchange of Acoustic Int MOU Military to Military Agreements C-RELCAN

344 Current Basic Security Document (BSD)
Nation to Nation Treaties & 
Agreements S-RELCAN

345 Draft CANUS Combined Def Plan Military to Military Agreements S-RELCAN
346 Current MOU for Intelligence Exchange Military to Military Agreements C-RELCAN
347 Current MOU for Liason Officer Exchange Military to Military Agreements C-RELCAN

348 Current
MOU for Loan of NIMA Anaylst to 
CFJIC Military to Military Agreements S-RELCAN

349 Current MOU for QDP Arrangement Military to Military Agreements C-RELCAN

350 Current
MOU for Procurement of Project 
TRODOS Military to Military Agreements S-RELCAN

351 Current Project Vicar MOA Military to Military Agreements S-RELCAN
352 Current Annex D to MASINT Cooperation Military to Military Agreements C-RELCAN

353 Current R&D Coop in Science & Technology Civil Agency Documents UNCLASSIFIED

354 Current DOS Proliferation Security Initiative
Nation to Nation Treaties & 
Agreements C-RELCAN

355 Current Letters on CANUS Missile Defense
Nation to Nation Treaties & 
Agreements S-RELCAN

356 Current
Temporary Land Forces Movement 
MOD for PJBD 

Nation to Nation Treaties & 
Agreements C-RELCAN

357 Current MOU on Acoustic Intelligence Info Briefings S-RELCAN

358 Historical NORAD Agreement Extension (1968) Historical Documents UNCLASSIFIED

359 Historical NORAD Agreement Extension (1973) Historical Documents UNCLASSIFIED
360 Historical NORAD Agreement (1975) Historical Documents UNCLASSIFIED
361 Historical NORAD Terms of Reference (1975) Historical Documents UNCLASSIFIED

362 Historical NORAD Agreement Extension (1980) Historical Documents UNCLASSIFIED
363 Historical NORAD Agreement (1981) Historical Documents UNCLASSIFIED

364 Historical NORAD Agreement Extension (1986) Historical Documents UNCLASSIFIED

365 Historical
NORAD Terms of Reference 
Amendment (1988) Historical Documents UNCLASSIFIED

366 Historical NORAD Agreement Extension (1991) Historical Documents UNCLASSIFIED
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Appendix V – Acronyms and Abbreviations 
 
ACA Aide to Civil Authorities  
ACP Aide to Civil Power  
AIS Automated Identification System  
AOI Areas of Interest  
AOR Areas of Responsibility  
ARNORTH Army North, USNORTHCOM 
 
BOS Battlefield Operating Systems  
BPG Bi-national Planning Group   
BSD Basic Security Document   
BSP Basic Security Plan  
 
CAA Command Arrangement Agreements  
CANUS Canada and the United States  
CAP Civil Assistance Plan  
CBRNE Chemical, biological, nuclear, radiological, or high-yield explosive  
CDP Combined Defense Plan  
CDS Chief of Defence Staff  
CF Canadian Forces  
CF OPP Canadian Forces Operational Planning Process  
CFC Combined Forces Commander  
CFNEP Canadian Federal Nuclear Emergency Plan  
CIFC Combined Intelligence and Fusion Center   
CIVA Critical infrastructure vulnerability analysis  
CJIATF Combined and Joint Inter-Agency Task Force   
C-JPG Combined and Joint Planning Group  
CJFACC Combined and Joint Force Air Component Commander  
CJFCC Combined and Joint Force Component Commander  
CJFLCC Combined and Joint Force Land Component Commander  
CJFMCC Combined and Joint Force Maritime Component Commander  
CJTL Canadian Joint Task List 
COCOM  Combatant Command  
COG Current Operations Group 
COIC Combined Operations and Information Center  
COIIAC Combined Operations, Information, Interagency Center  
CONPLAN Concept Plan  
COOP Continuity of operations  
COP Common operational picture  
CM Consequence Management 
CS Civil Support  
 
DCDS Deputy Chief of Defence Staff  
DCO Defense Coordination Officers  
DHS Department of Homeland Security (US) 
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DND Department of National Defence (CA) 
DoD Department of Defense (US) 
DoJ Department of Justice (US) 
DoS Department of State (US) 
DWC Domestic Warning Center, USNORTHCOM 
DWC-COG Domestic Warning Center, Current Operations Group 
 
EMAC Emergency Management Assistance Compact  
EOC Emergency Operations Centers  
EPLO Emergency Preparedness Liaison Officers  
 
FAC Foreign Affairs Canada  
FBI Federal Bureau of Investigation 
FEMA Federal Emergency Management Agency  
Forces For Forces For Unified Commands (US Document) 
FP/AT Force protection and anti-terrorism  
 
GDA Global Domain Awareness 
GIG Global Information Grid  
GMDSS Global Maritime Distress and Safety System  
GOC Government of Canada   
 
HLD Homeland Defense  
HLS Homeland Security  
 
ICG Interagency Coordination Group 
ILOC Integrated Lines of Communications  
IO Information Operations  
ISR Information, surveillance, and reconnaissance  
ISS Information Sharing Systems  
 
JCOIC Joint Combined Operations & Information Center 
JCOIIAC Joint Combined Operations, Information, & Inter-Agency Center 
JFACC Joint Force Air Component Commander  
JFCC Joint Force Component Commander  
JFLCC Joint Force Land Component Commander  
JFMCC Joint Force Maritime Component Commander 
JFSC Joint Forces Staff College 
JIT Just-in-Time  
JMETL Joint Mission Essential Task List 
JOC Joint Operating Concept 
JOPES Joint Operations Planning and Execution System  
JPS Joint Planning System 
JRERP  Joint Radiological Emergency Response Plan  
JSCP Joint Strategic Capabilities Plan  
JSPS Joint Strategic Planning System 
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LANDOP  Land Operation Plan  
LFA Lead federal agency  
LFD Lead Federal Department  
LSSS Logistic support, supplies, and services  
 
MA Mission assurance  
MACA Military Assistance to Civil Authorities   
MACLEA Military Assistance to Civilian Law Enforcement Agencies  
MAJCOM Major Commands 
MARFORNORTH Marine Forces North, USNORTHCOM 
MAREASTOP  Maritime Eastern Operations Plan  
MARWESTOP  Maritime Western Operations Plan  
MBE Management by exception   
MCC Military Cooperation Committee  
MDA  Maritime Domain Awareness  
METL Mission Essential Task List 
MNC Multi-national corporations  
MOA Memorandum of Agreement   
MOU Memorandum of Understanding  
MSC Major subordinate commands   
MSCA Military support to civil agencies  
 
NAASC North American Air Surveillance Council 
NAFTA North America Free Trade Agreement   
NAT North Atlantic Treaty 
NATO North Atlantic Treaty Organization 
NCTP National Counter-Terror Plan  
NDCC National Defence Command Center 
NDHQ National Defence Headquarters  
NGB National Guard Bureau 
NORAD North American Aerospace Defense Command  
NORAD TOR   NORAD Terms of Reference  
NAVNORTH Navy North, USNORTHCOM 
NORTHAF North Air Force, USNORTHCOM 
NMS National Military Strategy 
NRP National Response Plan  
NSP National Support Plan  
NSP National Security Policy (CA) 
NSS National Security Strategy (US) 
 
OAS Organization of American States  
OGA Other Government Agencies 
OGD Other Government Departments 
OPCON Operational Control  

Appendix V 
3 



 
PJBD Permanent Joint Board on Defence   
POLAD Political Advisors  
PSEPC Public Safety and Emergency Preparedness Canada  
 
ROE Rules of Engagement  
RUF Rules on the Use of Force   
 
SJCF HQ  Standing Joint and Combined Force Headquarters  
SLCM Sea launched cruise missiles  
SOC Strategic operating concept (CA) 
SSA Shared situational awareness  
 
TACON Tactical control   
TACOM Tactical Command 
TOR Terms of Reference   
TTE Table Top Exercise  
 
UCP Unified Command Plan  
UJTL Universal Joint Task List  
UOF Use of Force  
USCG U.S. Coast Guard 
U.S. DHS U.S. Department of Homeland Security  
U.S. DoD U.S. Department of Defense  
U.S. DoS U.S. Department of State  
USACOM U.S. Atlantic Command  
USFORSCOM U.S. Forces Command  
USG United States Government  
USJFCOM  U.S. Joint Forces Command. 
USNORTHCOM U.S. Northern Command  
USPACOM U.S. Pacific Command 
USSOUTHCOM U.S. Southern Command  
 
VOI Vessels of interest (VOI)  
 
WASC Wide Area Surveillance Council 
WMD Weapons of Mass Destruction 
WMD CST Weapons of Mass Destruction-Civil Support Teams 

Appendix V 
4 



Unclassified Predecisional Draft BSD  

Appendix VI – Canada-United States Basic Security Document (MCC 100-36) 
 
1. PURPOSE  
 
The purpose of the Canada and the United States (CANUS) Basic Security Document 
(BSD) is to provide strategic guidance to senior military leaders for bi-national defense 
and security.  The BSD identifies the military defense objectives derived from political 
goals, outlined in government policy documents including, but not limited to the 
Canadian National Security Policy and the United States National Security Strategy. In 
addition, it establishes the overarching framework for CANUS Region1 military 
cooperation and provides strategic direction for bi-national military planning. 
 
2.  GEOSTRATEGIC ENVIRONMENT 
 
The geostrategic environment for North America has evolved significantly over the last 
century.  Proliferation of weapons of mass destruction (WMD) and the rise of global 
terrorism have added new dimensions to the traditional view of continental defense.  
Today we must be prepared to address, with suitable capabilities, the aerospace, land, 
maritime and information operations, and other threats that could endanger Canada and 
the U.S.  These threats may include state and non-state actors that sympathize with 
terrorist activities or permit the transit of illegal material (such as drugs, weapons, 
explosives, etc.) or persons bound for the CANUS Region.  A full description of the 
threat to North America can be found in the current version of the CANUS North 
American Security Assessment.  
 
3. NATIONAL SECURITY VISIONS  
 
The 1994 Canadian White Paper states that the “United States is Canada's most 
important ally and the two countries maintain a relationship that is as close, complex, 
and extensive as any in the world. Canada and the U.S. are partners in the world's 
largest bilateral trading relationship. The undefended border between them is evidence 
of the common political, economic, social and cultural values Canada and the US share 
as advanced industrial democracies. Geography, history, trust and shared beliefs have 
also made the two countries partners in the defence of North America.”2   
 
This is further reinforced in a more recent policy paper, “Securing an Open Society: 
Canada’s National Security Policy” (NSP), which is a strategic framework and action 
plan designed to ensure that Canada is prepared for and can respond to current and 
future threats.  Within Canada’s NSP, the Prime Minister observed, 

 
 “…the September 11 attacks demonstrated the profound effect an event in the 
United States could have on Canadians and the need to work together to 

                                                 
1 The CANUS Region is defined as a) CANADA; b) continental UNITED STATES, including Alaska; and c)  
Puerto Rico and the United States Virgin Islands, and includes air space above, the Territorial Seas, and the NORAD 
Air Defense Identification Zone.  
2 1994 Canadian White Paper, Chapter 5, page 5-1. 
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address threats. Canada is committed to strengthening North American security 
as an important means of enhancing Canadian security”3.  

 
The NSP further outlines specific areas for greater cooperation to include: 
 

- Pursuing greater maritime security co-operation with the United States; and 
working more closely to protect and defend the coasts and territorial waters;4 

 
- Continued shared responsibility for the common airspace through North 

American Aerospace Defense Command (NORAD)5; and  
 

- “…working closely with allies, particularly the United States, to continuously 
improve capacity and coherence in continent-wide emergency 
management.6” 

 
Like the Canadian NSP, the National Security Strategy (NSS) of the United States of 
America identifies that  
 

“…there is little of lasting consequence that the United States can accomplish in 
the world without the sustained cooperation of its allies and friends in Canada 
and Europe.”7   

 
In addition, the U.S. National Defense Strategy in support of the NSS focuses on 
actions that assure our allies and friends, dissuade potential adversaries, deter 
aggression and counter coercion and defeat adversaries. It provides four guidelines for 
implementing the strategy – create an active defense-in-depth; conduct continuous 
transformation; adopt a capabilities-based approach; and manage risks.8  
 
Canada and the United States must be able to act wherever our interests are 
threatened, creating coalitions under the North Atlantic Treaty Organization’s mandate, 
as well as contributing to mission-based coalitions. To achieve this partnership we must: 
 

- Ensure that the military forces of our nations have appropriate resources to 
contribute to the mutual defense of North America  

 
- Develop planning processes to enable those contributions to become 

effective multinational fighting forces 
 

                                                 
3  Securing an Open Society: Canada’s National Security Policy, page 5. 
4 Securing an Open Society: Canada’s National Security Policy, paraphrased from page 36. 
5 Securing an Open Society: Canada’s National Security Policy, paraphrased from page 36. 
6 Securing an Open Society: Canada’s National Security Policy, page 27. 
7 National Security Strategy (NSS) of the United States of America, page 25. 
8 National Military Strategy of the United States of America, 2004, page 2.  
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- Take advantage of the technological opportunities and economies of scale in 
our defense spending to transform our military forces so that they defeat 
potential aggressors and diminish our vulnerabilities  

 
- Streamline and increase the flexibility of CANUS command structures to meet 

new operational demands and the associated requirements of training, 
integrating, and experimenting with new force configurations 

 
- Maintain the ability to work and fight together as allies even as we take the 

necessary steps to transform and modernize our forces9 
 

The Canadian Chief of the Defence Staff (CDS) stated that the “U.S. is Canada’s 
most important ally and defence partner [and] it is in Canada’s national interest to work 
collaboratively with the U.S. to strengthen continental security.”10 Similarly, the U.S. has 
identified that a primary objective of U.S. security cooperation is to work closely with our 
Canadian friends and allies to deter aggression or coercion.11 The overall objective of 
defending our nations against common enemies is the same.  In addition, these 
documents recognize that working together we can create synergies, with a view toward 
seamless information sharing and enhanced defense and security of Canada and the 
United States, so that our societies and citizens continue to prosper in a safe and free 
environment. 
 
4. IMPLEMENTATION MECHANISMS. 
 
Operations may range from providing assistance to civil authorities to the defense of the 
CANUS Region against a full-scale attack.  Canadian and US military forces must be 
prepared to defend against any type of attack12.  National military forces are essential 
for maintaining sovereignty and are fundamental to the right to act unilaterally; however 
there are circumstances pertaining to the CANUS Region wherein Canada and the US 
will choose to act together.  In view of the foregoing political guidance, the following bi-
national strategic military objectives are addressed by this BSD and its supporting 
documents: 
 

- Secure Canada and the United States against all types of attack to ensure 
territorial integrity and the survival of both nations 

 
- Strengthen our alliance and partnership to address common challenges in bi-

national defense 
 

- Assist each other, as required, in providing assistance to civil authorities for 
continent-wide emergency management 

 

                                                 
9 National Security Strategy (NSS) of the United States of America, paraphrased from pages 25-26. 
10 A Time for Transformation: Annual Report of the Chief of Defence Staff 2002-2003, page 26. 
11 FY 04-09 Defense Planning Guidance, & DoD, Military Transformation: A Strategic Approach, Fall 2003, p. 4. 
12  CANUS – 2003: The North American Security Estimate. 
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Close coordination between Commander, NORAD (CDRNORAD), Commander U.S. 
Northern Command (CDRUSNORTHCOM), and the Deputy Chief of the Defence Staff 
(DCDS) is essential to achieve these military objectives. Therefore, three mechanisms 
are essential to enhance bi-national military cooperation: 
 

a. NORAD CONPLAN 3310 for Aerospace Warning and Aerospace Control of 
North America 

 
b. CANUS Combined Defense Plan 

 
c. CANUS Civil Assistance Plan 

 
NORAD CONPLAN 3310 AEROSPACE WARNING AND AEROSPACE CONTROL OF 
NORTH AMERICA.   The purpose of this plan is to provide the basis of day-to-day 
aerospace defense, aerospace surveillance, air sovereignty operations and counter 
drug operations in North America. CDRNORAD is responsible for deliberate planning 
for the aerospace warning and aerospace control of North America as defined by the 
NORAD Agreement.  
 
COMBINED DEFENSE PLAN (CDP).  The purpose of the CDP is to provide the 
framework for the execution of the combined and joint military operations to maintain 
the defense and the security of the CANUS Region during peace, contingencies and 
war.  In recognition of a significant overlap between national defense and national 
security, the CDP will address the synchronization of bi-national military efforts into a 
coherent plan.  Chief of the Defence Staff (CDS) and the Chairman Joint Chiefs of Staff 
(CJCS) are the approval authorities; DCDS and the CDRUSNORTHCOM are the 
designated planning agents, responsible for the production of the CDP.  The CDP will at 
a minimum address bi-national: 

 
a. Maritime domain awareness 

 
b. Shared situational awareness between defense and security agencies 
 
c. Defensive information operations  

 
d. Coordination with NORAD for aerospace defense 

 
e. Joint and combined defense against symmetric and asymmetric threats 

 
 f. Civil support, such as military assistance to civil authorities 

 
CIVIL ASSISTANCE PLAN (CAP).  The purpose of this plan is to provide the framework 
for the military of one nation to provide support to the military of the other nation, which 
is providing assistance to civil authorities in support of either the Canadian National 
Support Plan or the U.S. Federal Response Plan. DCDS and CDRUSNORTHCOM are 
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the designated planning agents for the development of the CAP. The CAP will at a 
minimum address bi-national: 
 

a. Authorization for direct cooperation between respective national military   
authorities to provide bi-national Military Assistance to Civil Authorities (MACA) 
during emergencies requiring a federal response 

 
 b. MACA will exclude armed assistance to law enforcement agencies 
 
 c. Authority to approve cross-border movement of military forces and capabilities 
 

d. Civil authorities of each government being primarily responsible for preparing 
for, responding to, and recovering from natural or man-made emergencies 

 
 e. MACA being provided through the host nation's military structure means the   
           host nation will retain operational control of the recovery project 
  
 
5. LEGAL CONSIDERATIONS 
 
All operations pursuant to this BSD and supporting plans will comply with international 
and domestic law.  

 
a. International Law 

 
(1) International law recognizes the inherent right of a sovereign state, 
either alone or in conjunction with allies, to use military force in national 
self-defense.  
 
(2) Procedures for crossing the CANUS border will comply with existing 
international law and bi-national agreements. Deployments of U.S. forces 
to Canada or vice versa must be agreed to by each nation. 

 
(3) The Canadian Forces and the U.S. armed forces have differing legal 
obligations with regard to armed conflict. Each nation’s military will adhere 
to its obligations under the international treaties to which it is a signatory. 

 
b. Domestic Law. 

 
(1) Canada - Canadian Forces may support Canadian federal or provincial 
law enforcement agencies, if requested in accordance with mechanisms 
set by Canadian law.  
 
(2) United States - Federal and state statutes circumscribe the ability of 
U.S. armed forces to assist civilian law enforcement and other agencies. 
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The authority for use of force is also very narrowly defined in statutes, 
regulations, and court decisions. 

 
6.  CONCLUSION 
 
This document provides the strategic framework for enhanced military cooperation 
between Canada and the United States.  The supporting documents will enable both 
militaries to provide the detail necessary to fulfill the security visions of Canada and the 
United States.  
 
The BSD, MCC 100-35, dated August 20, 1999, is superceded upon receipt of this 
document. 
 
 
 
 
R.R. HENAULT     RICHARD B. MYERS 
General, CF      General, USAF 
Chief of Defence Staff    Chairman, Joint Chiefs of Staff 
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