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The US miliTary faces a security di­
lemma because of both the essential 
and increasingly vulnerable nature of 
its orbiting space assets.1 The United 

States owns over 400 of the almost 900 active 
satellites in orbit, whose combined commer­
cial activities added $123 billion to the world 
economy in 2007.2 all military branches lever­
age the “high ground” of space for essential 
communications; intelligence, surveillance, 
reconnaissance (iSr); and navigational pur­
poses by using dedicated military satellites and 
the communication infrastructure of civil sat­
ellites. The US military has solely dedicated at 
least 83 satellites to its use and controls many 
more for such purposes as navigation and 
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Editorial Abstract: Militaries plan for contin­
gencies involving space, but few studies have 
examined the issue with the intent of helping 
guide policies necessary for shaping military 
planning. This article takes a practical ap­
proach by examining space warfare, beginning 
with current US political policy and military 
space doctrine. After examining how the United 
States intends to fight, the author addresses 
current fielded capabilities that exist to conduct 
these battles, both in the United States and in 
nations considered potential space opponents. 
Analyzing possible confrontations with space 
competitors, he concludes that realistic scenarios 
involving military confrontation in space are 
extremely limited and, as a corollary, that space 
weaponization is neither an efficient nor effec­
tive way to reduce US vulnerabilities. 

earth observation.3 Space assets no longer 
simply enhance US military forces; they are es­
sential to effective combat operations. at the 
same time, these assets have become increas­
ingly vulnerable to attack, as demonstrated by 
China’s successful antisatellite (aSaT) missile 
test in 2007.4 

The simultaneous rise in the necessity and 
vulnerability of space assets led the 2001 Space 
Commission to warn of a potential space 
“Pearl harbor”—a warning that confirmed 
the beliefs of those who seek increased milita­
rization of space, including space-based weap­
ons, to ensure the nation’s security.5 Since that 
time, others have argued that the deployment 
of space-based weapons, at best, will lead to a 
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destabilizing space-weapons race and, at worst, 
will result in the long-term, catastrophic con­
tamination of highly useful regions of the space 
environment in a truly Pyrrhic defense of na­
tional interests.6 This article contends that the 
very concept of a space Pearl harbor conflicts 
with the reality of current space-warfare pos­
sibilities and that, contrary to the beliefs of 
“space dominance” advocates, it is still possible 
to maintain space as a sanctuary while protect­
ing US military capabilities.7 

The article examines scenarios in which 
space warfare might occur in the next five to 
10 years—first, by assessing the state of US 
space policy and military doctrine that guide 
US military planners and then surveying the 
space-warfare capabilities of the United States 
and plausible opponents. Based upon this 
foundation, it examines several possible sce­
narios involving space warfare to demonstrate 
the narrow set of conditions that would prompt 
the use of space weapons, and to reveal the 
fallacy of the Pearl harbor scenario. it con­
cludes by returning to the vulnerability of US 
space assets, suggesting that the United States 
would gain greater utility not by weaponizing 
space but by reducing its military dependence 
on such assets and creating conditions for the 
establishment of space as a sanctuary. 

US Policy and Doctrine 
Policy and doctrine, the cornerstones of 

military operational planning, would direct 
US actions in a near-term conflict. US space 
policy describes its idea of permissible actions 
by other nations as follows: “The United States 
is committed to the exploration and use of 
outer space by all nations for peaceful pur­
poses.” it is not nearly as restrictive in its de­
scription of US activities: “The United States 
will: preserve its rights, capabilities, and free­
dom of action in space; dissuade or deter oth­
ers from either impeding those rights or de­
veloping capabilities intended to do so; take 
those actions necessary to protect its space ca­
pabilities; respond to interference; and deny, 
if necessary, adversaries the use of space capa­
bilities hostile to U.S. national interests.”8 The 

key item here notes that the United States 
does not explicitly support other nations’ 
rights to operate militarily in space, reserving 
this right for itself. For military planners, this 
implies that there are no restrictions on US 
military action in outer space except for those 
already set by treaty. revealingly, US space 
policy no longer mentions current space-
treaty obligations, which seems to agree with 
the 2001 Space Commission’s recommenda­
tion to restrict as little as possible US applica­
tion of national power in space.9 

as defined in Joint Publication (JP) 1, Doc­
trine for the Armed Forces of the United States, 14 
may 2007, doctrine “promotes a common per­
spective from which to plan, train, and con­
duct military operations. It represents what is 
taught, believed, and advocated as what is right 
(i.e., what works best)” (emphasis in original).10 

JP 3-14, Joint Doctrine for Space Operations, 9 au­
gust 2002; air Force Doctrine Document 
(aFDD) 2-2, Space Operations, 27 November 
2006; and aFDD 2-2.1, Counterspace Operations, 
2 august 2004—the primary sources of guid­
ance for the employment of space forces— 
provide insight into capabilities the US military 
has considered and the effects they should pro­
duce. however, doctrine does not specify the 
type of weapon or system to be used; rather, it 
specifies the outcomes that space operations 
need to achieve and advises how to match those 
objectives with available resources. For this rea­
son, the article first examines doctrine and 
then considers current military capabilities that 
could produce the required outcomes. 

JP 3-14 and aFDD 2-2 divide military space 
operations into four categories: space force 
enhancement, counterspace, space force ap­
plication, and space support.11 Space force en­
hancement includes support functions such 
as surveillance, missile warning, communica­
tion, and meteorology. Counterspace includes 
those capabilities necessary to achieve and 
maintain the desired level of space superiority, 
defined as the “degree of dominance in space 
of one force over another that permits the 
conduct of operations . . . at a given time and 
place without prohibitive interference by the 
opposing force.”12 Counterspace capabilities 
include surveillance, protection, prevention, 
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and negation. Space force application involves 
missions “with weapons systems operating in, 
through or from space which hold terrestrial-
based targets at risk.”13 Finally, space-support 
functions include satellite launch and con­
trol—enablers to the other missions. This de­
scription of different space operations consid­
ers all manner of existing and nonexisting 
capabilities appropriate for operational plan­
ning. Space force application “from” space in 
addition to “through” space implies space-based 
weapons for ground attack, while counter-
space “negation” refers to ground-to-space or 
space-to-space attacks. Clearly, US doctrine on 
the use of space forces provides for all con­
ceivable methods of space warfare. 

aFDD 2-2.1 more specifically identifies 
possible threats and military offensive and 
defensive responses that planners must con­
sider in order to establish and maintain space 
superiority, which, along with air superiority, 
represents a “crucial first [step] in any mili­
tary operation.”14 This document discusses the 
entire space system, consisting of satellites, 
ground telemetry and processing stations, 
links between space and ground, launch facili­
ties, and manufacturing infrastructure. Civil 
third-party space systems are included since 
they increasingly affect the potential use of 
space by an adversary.15 

aFDD 2-2.1 examines short- as well as long-
term threats that the United States could face. 
as a corollary, it also serves as a list of capabili­
ties that america could develop for its own 
offensive purposes. Ground facilities and in­
frastructure could face direct kinetic and elec­
tronic attack, jamming, or attack by malicious 
code from traditional and special operations 
forces.16 Ground-, air-, or space-based lasers, 
depending on their output power, can harm 
satellites by either blinding optical sensors or 
overheating the satellite bus, potentially caus­
ing critical damage to sensitive electronics.17 

electromagnetic pulse (emP) weapons can 
damage unprotected electronic equipment and 
threaten space- and ground-based segments 
of space systems. Finally, the threat list con­
tains traditional kinetic-kill aSaT weapons 
that destroy satellites by colliding with them at 
high speed or exploding a warhead in close 

proximity.18 although the document specifies 
that this list may not be all inclusive, it obvi­
ously intends it to be as inclusive as possible, 
given the unclassified information available at 
the time of publication. Thus, we have a list of 
possible threats to US space forces that aFDD 
2-2.1 uses to consider possible offensive and 
defensive options. 

Defensive capabilities have both passive 
and active components, the former including 
hardening and camouflaging ground facilities 
as well as hardening and dispersing space as­
sets in multiple orbits. active defenses include 
changing orbital parameters to avoid aSaT 
targeting, changing or hopping frequencies to 
avoid jamming, encrypting to prevent malicious­
code attacks and interception of information, 
and applying direct force against the enemy’s 
counterspace weapons.19 Due to acquisition 
and launch restrictions, most forms of counter-
space defense must be incorporated in the de­
sign phase, adding cost and complexity to space 
programs. For economic reasons, few com­
mercial space systems are currently designed 
with combat in mind. The threats that this 
doctrine plans to defend against and our as­
sets it intends to use differ considerably from 
the current capabilities of our forces and those 
of our potential adversaries. 

Space-Warfare Capabilities 
if a conflict occurs in the next five to 10 

years, the long acquisition process for space 
systems and limited space-launch schedules 
will confine the main space systems involved 
to those now fielded. Therefore, a survey of 
current counterspace assets is necessary in or­
der to understand how space-warfare scenarios 
would likely occur. The following considers 
only those countries most likely to confront 
the United States militarily in space in the 
near future—specifically, nuclear states with 
domestic space-launch and satellite capabilities, 
nuclear powers possessing ballistic missiles, and 
nonnuclear states with ballistic missiles capable 
of direct ascent into occupied space orbits. 
each group has the potential to engage in 
space combat along a spectrum ranging from 
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creation of a crude debris field to targeted 
space attacks. limiting the study to the most 
plausible threats, the discussion focuses on 
the capabilities of russia, China, North Korea, 
and iran, citing examples that cover most of 
the space-warfare spectrum and applying les­
sons to other countries of interest. 

many works about space weapons quickly 
move from what the United States and its ad­
versaries can do now to what they could pos­
sibly do soon, principally because few fielded 
terrestrial weapons can attack space assets and 
because no declared space-based attack assets 
exist.20 We could probably field a few promis­
ing technologies rapidly in wartime condi­
tions, but as former defense secretary Donald 
rumsfeld commented, “you have to go to war 
with the army you have, not the army you 
want.”21 Fielded weapons include only the 
ones tested and turned over to military forces 
trained to employ them as an integrated part 
of battlefield forces.22 The discussion addresses 
only weapons that target orbiting space assets 
since all other conventional force capabilities 
(air, ground, and sea) are already well known. 

The United States has just one counter-
space weapon—an electronic countercommu­
nication system specifically designed and 
fielded with the intent of disrupting enemy 
satellite communications.23 recently, however, 
we successfully utilized the Standard missile 3 
in a dual-use role as a kinetic aSaT weapon.24 

although the political repercussions from cre­
ating additional space debris will likely pro­
hibit further tests, the missile and supporting 
systems are already fielded in an antiballistic 
missile (aBm) role; therefore, we consider it 
an aSaT system that we could field in the near 
term. The United States can also conduct 
asymmetric space attacks (e.g., an emP pro­
duced by exploding a US nuclear-tipped bal­
listic missile in space). Since the United States 
possesses nearly half of all orbiting satellites, 
such an indiscriminate attack would do more 
harm to US interests than to those of the 
enemy. But what about our opponents’ capa­
bility? Does a space weapon “gap” exist? 

even after the collapse of the Soviet Union, 
russia remains the United States’ greatest po­
tential adversary in space. The Soviet Union 

fielded an operational co-orbital aSaT system 
in 1979 and, even earlier, a nuclear-armed 
aBm system around moscow. it also developed, 
though never fielded, a space-based platform 
for delivering nuclear warheads and a high-
powered, ground-based aSaT laser system.25 

Once again, however, the question is not what 
the russians possessed in the past, but what 
capabilities they wield today. according to cur­
rent estimates, the russian co-orbital aSaT is 
not operational, and new development of any 
aSaT capability would require dramatic change 
in the present structure of russian forces.26 

So, although russia has the technological his­
tory conducive to fielding effective counter-
space forces, its force structure suggests that it 
likely has neither the current capability to strike 
in space nor the political desire to create such 
a capability. however, it remains a major mili­
tary power and, like the United States, possesses 
robust space launch. it has nuclear weapons 
and ballistic missiles that could effectively carry 
out asymmetric attacks in space. additionally, 
the fact that russia supplied iraq with global 
positioning system (GPS) jammers prior to Op­
eration iraqi Freedom indicates that it has 
fielded earthbound counterspace technology.27 

Other than russia, only China can field 
substantial counterspace forces. China’s suc­
cessful test of a direct-ascent aSaT weapon in 
2007 demonstrated its ability to compete in 
the space battlefield.28 But China’s fielded 
forces remain unknown. Since this aSaT test 
was Beijing’s first success, the Chinese have 
probably not yet fielded or integrated the sys­
tem into battle planning. Given their great in­
terest in the development of aSaT weapons, 
however, they are presumably in the process 
of fielding it, which would make the system at 
least partially operational in any near-term 
conflict.29 recent reports have also suggested 
that China has many components of a ground-
based aSaT laser system, but its operational 
status remains unknown.30 We also believe that 
China possesses jamming technology similar 
to russia’s, and, like russia, it boasts space 
launch, ballistic missiles, and nuclear weapons. 

North Korea, which has developed a nu­
clear weapon, came close to developing a mis­
sile capable of reaching orbit, as demonstrated 
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by the failed test of the Taepo Dong 1 in 1998, 
which reportedly threw debris 4,000 kilometers 
(km) downrange from the launch site.31 Such 
a missile, however, could easily reach sufficient 
altitude to act as a direct-ascent aSaT carrying 
a nuclear payload, as would North Korea’s bet­
ter tested and fielded Nodong missile, having 
a range of 1,300 km and carrying a payload of 
700 kilograms.32 

iran, the least space-capable of our potential 
opponents, has no nuclear capability at pres­
ent. Because that country lacks the advanced 
tracking and guidance systems necessary to in­
tercept a satellite, its only weapon capable of 
reaching space—a ballistic missile armed with 
aconventionalwarhead—wouldexplodeblindly, 
creating a dangerous debris field in valuable 
low earth orbits. iran’s most capable missiles, 
the Shahab-3 and Shahab-4, could possibly 
reach direct-ascent altitudes of 650 and 1,100 
km, respectively.33 

after all the hype about space warfare and 
space weapons, an examination of currently 
fielded forces capable of direct counterspace 
operations against satellites clearly shows that 
few countries can conduct this type of warfare. 
most threats envisioned in the US military’s 
space doctrine simply do not exist in an opera­
tionally deployed form. 

Space-Conflict Scenarios 
Because current US space policy considers 

the entire space infrastructure a vital national 
interest, an attack against it or even prepara­
tion for one would likely incur a military re­
sponse.34 rationally, then, we would think that 
other nations would refrain from attacking 
US space assets unless they are engaging or 
already engaged militarily with us. in this re­
gard, the deterrent threat of US retaliation 
would establish a lower limit to space conflict, 
much as it does with other forms of military 
confrontation. 

The scenarios offered here include con­
flicts between the United States and three of 
the four nations capable of space attack men­
tioned above: China, North Korea, and iran. 
each highlights different aspects of US vulner­

ability and ways of constraining the United 
States in its responses. russia is excluded due 
to its apparent lack of current capability and 
its similarity to China as another state with 
nuclear ballistic missiles. Considering the ma­
jor nuclear powers, any direct conflict would 
occur over objectives below the level of na­
tional survival in order to avoid the risk of a 
nuclear exchange—the upper limit to realistic 
space-combat scenarios. With these lower and 
upper limits set, the scenarios include a lim­
ited conflict with China; a direct conflict with 
the more space-capable of the smaller oppo­
nents, North Korea; and a confrontation at the 
lowest level of space warfare with iran. The de­
velopment of these scenarios incorporates in­
formation available from war-game results 
that have included counterspace operations. 

Though little has appeared publicly con­
cerning the series of Schriever space war 
games conducted by the US air Force since 
2001, the third round, completed in 2005, in­
cluded operations to temporarily deny oppo­
nents access to space assets.35 The most recent 
unclassified war-game experience involving 
space assets—the raND Corporation’s army 
after Next study in 1999—closely approxi­
mates our US-China scenario since it involves 
a space-technology competitor with significant 
space-based iSr assets.36 The scenario involved 
“Blue” forces (similar to those of the United 
States) deploying to forward locations and 
then attacking enemy “red” forces (similar to 
China’s). red found it in its best interest not 
to attack Blue’s space-based assets during the 
deployment phase because it did not want to 
jeopardize its own iSr space assets, which it 
needed to monitor Blue’s deployment. after 
Blue had forward-deployed, red could con­
duct reconnaissance using aircraft, thus put­
ting it in a better position to begin attacking 
enemy space assets—which it did. 

all of these scenarios assume only two play­
ers, with other nations neutral to the conflict 
but involved insofar as their interests include 
commercial and possibly manned space assets. 
according to the second assumption, the United 
States forward-deploys to engage its opponent 
abroad and does not defend itself from inva­
sion. The raND study highlights the point 
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that the nondeploying nation has certain ad­
vantages in space warfare, such as the ability 
to supplement space-based iSr assets with na­
tionally based air-breathing assets and reduced 
dependence on space-based communications. 
The preponderance of US strength as a super­
power also makes a US deployment scenario 
more likely. 

in the first scenario, the United States de­
ploys to defend Taiwan against China’s at­
tempt to subdue the island forcibly. as in the 
raND study, China would likely refrain from 
attacking US space assets to preserve its own 
space iSr capability, which it needs to moni­
tor the US buildup. The United States would 
also delay full counterspace operations until 
fully deployed in order to prepare for retalia­
tion with assets in place instead of in transit, 
where space disruption would cause much 
more confusion. With the United States al­
most fully deployed, China would do well to 
utilize any counterspace weapons it possesses 
before the United States targets them. Given 
its limited aSaT capability, China would likely 
target US military communication and recon­
naissance satellites, avoiding permanent dam­
age to dual-use commercial satellites to pre­
serve its global reputation and protect its own 
third-party commercial space contracts. The 
Chinese would use kinetic attacks and any rap­
idly deployed aSaT lasers against low-altitude 
satellites, such as those performing recon­
naissance, while likely attacking high-altitude 
communication satellites by jamming or feed­
ing them malicious code. in addition to hitting 
space assets, China would probably deploy 
high-powered GPS and other signal jamming 
throughout the theater to degrade US bomb­
ing accuracy and complicate navigation. 

US doctrine, which places priority on air 
and space superiority, suggests that the first 
US attack would target China’s ground-based 
counterspace capability, using the full range 
of joint-attack forces and munitions. This first 
wave of ground attacks would also combine 
with counterspace offensive operations of a 
nondestructive nature, as highlighted in the 
Schriever war games, to temporarily blind 
Chinese iSr satellites and jam communica­
tion and signal-collection satellites. a few po­

litical caveats attach to this doctrine-directed 
target list, however. China’s launch facilities 
are far inland, thus raising the possibility that 
it would consider strikes in these areas a sig­
nificant escalation, just as the United States 
would consider Chinese attacks on US launch 
facilities at Cape Canaveral, Florida, and Van­
denberg aFB, California, provocative. The 
United States would also have to avoid target­
ing ground-based missile-launch-detection 
capabilities, which China might interpret as 
preparation for a nuclear first strike. 

as mentioned in the raND war-game sce­
nario, China would be far less affected than 
the United States by the loss of most space as­
sets at this point because its air-breathing iSr 
assets could cover the immediate theater and 
short-range ground communications that do 
not rely upon satellites.37 Conversely, once US 
forces have deployed, they would rely heavily 
upon space assets. in a limited military en­
gagement such as this, it is unlikely that the 
United States would attempt to facilitate iSr 
flights by establishing air superiority over all 
of China. US forces would thus remain highly 
reliant upon satellites for iSr over mainland 
China and for communication with the home­
land and between deployed units. 

The raND study also pointed out that 
China would likely contract commercial third-
party space assets to provide needed capabili­
ties, complicating repercussions from US at­
tacks. all told, counterspace operations would 
probably prove as discriminate as possible to 
prevent strategic escalation. Both sides would 
hesitate to utilize kinetic-kill aSaTs against 
anything but very low-altitude satellites for 
fear of incurring international condemnation 
and increasing debris hazards for their own 
resources.38 in all likelihood, the United States 
would not use its kinetic aSaT capability, pre­
ferring to utilize its limited number of sea-
based Standard missile 3s for aBm defense of 
forward-deployed forces. Thus, the number of 
satellites destroyed or permanently disabled 
would be very low. 

as limited as this scenario appears, it bears 
out realistic actions taken under current policy 
and doctrine, given the resources available to 
each side. in this case, it is difficult to see how 
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even one of our most capable space adversaries 
would have either the capability or the motiva­
tion to attempt a surprise attack on US space 
assets that would rise to the level of a space 
Pearl harbor. it is also difficult to understand 
how the cost of deploying hundreds or even 
thousands of US weapon satellites to ensure 
space dominance would greatly affect the out­
come of this scenario. even a deployed space-
based missile-defense shield probably would 
not encourage the United States to intention­
ally escalate a limited regional conflict with 
another nuclear power to a full nuclear ex­
change if there were any risk of nuclear war­
heads reaching US soil. 

The next scenario assumes the United 
States deploys in response to North Korea’s 
marrying a nuclear warhead to its Nodong 
missile and massing troops at the demilita­
rized zone between North and South Korea 
after negotiations over fuel and food ship­
ments have broken down. Believing its only 
option to force negotiations and prevent col­
lapse of the regime is to test its new nuclear 
missile, North Korea sends the Nodong into a 
direct-ascent profile, exploding the nuclear 
warhead 500 km over the Sea of Japan and ar­
guing that its test is no different than US at­
mospheric nuclear testing in the 1960s. in this 
worst-case scenario, North Korea avoids US 
ballistic missile defenses either by launching 
decoys or by some other means. The resultant 
emP of the nuclear blast shuts down power 
throughout most of mainland Japan, including 
that on the bases of many forward-deployed 
US troops.39 Dozens of satellites are disabled 
or destroyed immediately, with nearly every 
commercial and even some hardened military 
satellites in low earth orbit disabled in the 
coming days.40 The United States must now 
decide how to respond. 

Despite the great damage, no lives have 
been lost, so nuclear retaliation against North 
Korea resulting in heavy civilian casualties 
would be inappropriate. although military 
confrontation with North Korea would simi­
larly put many lives at risk, it remains the most 
likely international response to ensure regime 
change and prevent additional nuclear explo­
sions. in this case, there is little place for coun­

terspace operations because North Korea has 
no space assets for the United States to attack. 
The United States would deem any remaining 
missiles and launch facilities high-priority tar­
gets in its first retaliatory strikes. Destruction 
of launch and satellite communication cen­
ters would obviate the need for further offen­
sive space operations. One could possibly con­
sider this case an attack justifying the “Pearl 
harbor” label, but all spacefaring nations— 
not only the United States—would become 
victims. rather than derive strategic benefit 
from the attack, the North Korean regime 
would only guarantee its demise. 

Finally, any scenario involving conflict with 
iran includes the possibility that that country 
would use its ballistic missiles to attack US 
space assets. Because attacking a specific satel­
lite would involve tracking and targeting re­
sources that iran does not possess, such an at­
tempt would amount to a blind strike against 
the orbital environment. By scattering debris 
at altitudes used by the United States’ iSr sat­
ellites, iran could hope to degrade or disable 
as many such satellites as possible. although 
this threat is real, many reasons argue against 
carrying it out. First, debris clouds are indis­
criminate and would potentially damage satel­
lites from every nation that uses those specific 
altitudes. The guaranteed international con­
demnation would only serve to strengthen the 
US political position globally with respect to 
the conflict. Second, the United States’ ability 
to model and track debris clouds to a certain 
extent would enable it to mitigate some post­
attack risk from debris. Finally, the use of ira­
nian ballistic missiles in this manner would 
make them unavailable for attacks against US 
forces on the ground. 

Conclusions 
Clearly, these scenarios are simplified. yet, 

taking into account policy, doctrine, and cur­
rent capabilities, one sees that they indicate 
that counterspace operations are useful within 
only a small piece of the large spectrum of 
warfare between terrorist attacks and nuclear 
exchanges. The fear of an adversary’s creating 
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a space Pearl harbor does not fit the capabilities 
and constraints that exist in possible conflict 
scenarios with any opponent who would ex­
pect to derive strategic benefit from the attack. 

Of the conflicts that would utilize the space-
based weapons sought by those who advocate 
space dominance, we are left with limited, re­
gional fights with nuclear and spacefaring na­
tions as the only current, applicable scenarios 
for robust counterspace operations. even in 
the most vivid dreams of such advocates, the 
development of space-based kinetic or directed­
energy defenses against dominant space pow­
ers would not prevent jamming, laser, or 
ground-station attacks from denying or dam­
aging space capabilities. in the worst case of 
unintended consequences, these new weap­
ons in space would inspire attacks from other 
space-based weapons or from ground-based 
kinetic aSaT weapons, likely leading to a mul­
tiplication of space debris. 

The scenario of a space Pearl harbor fails 
to take into account the fact that a kinetic at­
tack against a single satellite becomes a debris-
cloud attack against all satellites in or crossing 
that orbit. Thus, what is presented as a hand­
ful of limited attacks against one nation be­
comes an indiscriminate attack against all 
present spacefaring nations—and could cre­
ate a debris field that might render many valu­
able orbits unusable for decades or even cen­
turies.41 Kinetic space weapons, therefore, 
have long-lasting environmental effects simi­
lar to those produced by the use of nuclear 
weapons on the ground, in that they create 
contaminated, idle regions. 

The main argument for US weaponization 
of space turns on the inherent vulnerability of 
space assets and the fundamental need for 
them to ensure national security and prevent 
another Pearl harbor. Space-based weapons 
and aSaT systems seem to reduce vulnerability 
either through active defense or deterrence 
(though that assertion becomes questionable 
if one takes into account the likely weapons 
race that would result). They do nothing, 
however, to address the dependence of mili­
tary forces upon such systems and create a re­

quirement for a permanent “global fortress” 
in space. But recently, near-space technologies 
such as high-altitude unmanned aerial vehicles 
have shown potential for reducing military de­
pendence upon space-based assets by perform­
ing command and control, communication, 
and iSr missions similar to those conducted 
by satellites.42 Sensible policy making requires 
debating the implications of trying to directly 
defend space assets versus developing alterna­
tive military capabilities that would reduce our 
military reliance upon space and thus dimin­
ish the attractiveness of space assets as targets 
for our adversaries. Though long-term invest­
ments, both space-based defenses and near-
space vehicles create very different potentials 
for US space policy. 

Uncontested control of the high ground of 
space seems tempting, especially for a super­
power. it is unrealistic to base US policy on 
this school of thought, however, due to the 
ability of other spacefaring states to counter 
US interests by developing their own space 
weapons and beginning a new arms race—or 
simply bypassing deployed defenses.43 Though 
stable, current US space policy cannot last with­
out a strong diplomatic structure. The rise of 
another nation to challenge the United States 
in space will surely alter the status quo in a 
manner unacceptable to us. Bruce DeBlois ar­
ticulates a better choice: “The decision to wea­
ponize space does not lie within the military 
(seeking short-term military advantage in sup­
port of national security) but at the higher 
level of national policy (seeking long-term na­
tional security, economic well-being, and world­
wide legitimacy of US constitutional values).”44 

This view uses the current US ability to lead 
negotiations from a position of authority and 
power to ensure the creation of rules of the 
road and, eventually, treaties that will protect 
US space interests in the future. Combined 
with existing passive defenses and the devel­
opment of near-space defenses for addressing 
security vulnerabilities and requirements, a 
“space sanctuary” provides economic, political, 
and even security advantages.45 ❑ 
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